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1 Introduction

On the topic of supporting UEs in limited service modes (LSM) (including UICCless UEs) in a shared network, during the discussion in RAN2#69, RAN2 removed the solution of eNB based MME selection IMS emergency calls.  This was based on the expectation that CT1 will capture the UE requirement that UE shall retry another PLMN if the network rejected the Emergency Attach for the cause “MME does not support IMS Emergency calls”.  RAN2 sent an LS (R2-101873) to CT1.  
Since then CT1 has discussed this but left this entirely to UE implementation (C1-102074).  
This document then discusses possible way forward on handling IMS Emergency calls in a shared network to close this issue.

2 Discussion

2.1 Current CT1 CR and implementation options

CT1 in their CR captured the following (C1-102074):

a)
upon request from upper layers a CS voice capable UE may attempt the emergency call using the CS domain; or

b)
a UE may try the attach for emergency bearer services to another PLMN in the shared network.

If options a) and b) above are either not applicable or one or both of them have failed a UE may attempt the emergency call using other implementation specific mechanisms…
Implementations that retry in CS, PS, have an implementation specific solution (e.g., attempt another non-3GPP RAT) or not retry at all are then fully compliant with this CT1 specification.  
2.1.1 Impact on CT1 CR on IMS EC service for UICCless UEs in shared networks
In a shared network, if the PLMN chosen by a UE in limited service mode does not support IMS Emergency calls, it will receive a Reject message from the network. If the UE implementation does not retry the Emergency call (in another PLMN for an LTE only UE or the CS for a CS capable UE, or does not attempt a UE implementation specific option), emergency calls from this UE will systematically fail  This will also repeatedly fail even if the user redials the number and the UE doesn’t select the CS domain, another PS PLMN or another RAT.  

3 Proposal and possible way forward
During the email discussion leading to RAN2 #69, and during RAN2#69, several solutions were discussed for this issue.  However, given that Rel-9 is frozen in all working groups, it does not seem possible to consider solutions that impact ASN.1 or other working groups for a Rel-9 solution.

Given where we are now as above, some possible next steps are:

1) Define tests in RAN5 that verify that UE does retry in CS or PS.  But given the opposition to mandating UE retry in CT1, it seems very unlikely that this will make any real progress.

2) As the only solution (from those discussed earlier) that don’t impact ASN.1 or other working groups, consider if we want to re-introduce eNB based selection into the specifications such that it could be used by shared network operators that require (based on regulations) to support UICCless IMS Emergency call. However, this solution may not be sufficient if a country regulation requires authentication of users.  
3) Accept that all PLMNs will need to support IMS Emergency calls in a shared network environment in countries that require LSM  Emergency calls. Any alternate configuration is left to operator/vendor implementations or specified in a future release.
It is proposed to discuss the above to close this issue of supporting LSM IMS Emergency calls in shared networks.   
Considering that it is late, it seems important to quickly close this issue for Rel-9 within RAN itself and any decision in RAN should not spill into other working groups.
4 Example Text proposals for the different way forward
Two example text proposals (to TS 36.300) are provided to capture the options 2 and 3 above as a starting point for discussion.
4.1 Option 2 (eNB based MME selection)

23.1.1
IMS Emergency Call

IMS emergency calls are supported in this release of the specification and UE may initiate an IMS emergency call on the PS domain if the network supports it. IMS Emergency call support indication is provided to inform the UE that emergency bearer services are supported. This is sent via NAS messaging for normal service mode UE andor via a BCCH indicator for limited service mode UE [17]. The BCCH indicator is set to ‘support’ if any of the MMEs in a non-shared environment or one of PLMNs in a shared network environment supports IMS emergency bearer services.
If at the time of an IMS emergency call origination, the UE is already RRC connected to a CN that does not support IMS emergency calls, it should autonomously release the RRC connection and originate a fresh RRC connection in a cell that is capable of handling emergency calls. Call admission control for IMS emergency call is based on bearer QoS (e.g. the ARP).
An IMS emergency call by a UE in limited service state is detected by the eNB by use of a random number for InitialUE-Identity and emergency cause value in the RRC connection request. If that PLMN selected by the UE does not support IMS emergency calls, the eNB if configured to do so (e.g.,  for cases c and d as defined in TS23.401 Section 4.3.12.1), performs MME selection and routes the signalling to the MME of another shared PLMN that supports IMS emergency call. The eNB should be configured to do this only when the regulations do not require authentication of Emergency calls. 

NOTE: 
When regulations require authentication of Emergency calls (case b as defined in TS23.401 Section 4.3.12.1), eNB selection of a PLMN may result in a call failure due to roaming restrictions and PLMN mismatch leading to failure of security procedures.
Security procedures are activated for emergency calls. For UE in limited service mode and the UE is not authenticated (as defined in TS33.401 Section 15.2.2), ‘NULL’ algorithms for ciphering and integrity protection are used and the related keys are set to specified value and may be ignored by the receiving node. During handover from cell in non-restricted area to restricted area, security is handled normally with normal key derivation etc. for both the intra-LTE and inter-RAT handover. For inter-RAT handover from LTE, if ‘NULL’ Integrity Protection algorithms are used in LTE, security is stopped after the handover. For inter-RAT handover to LTE, security is activated after the handover with ‘NULL’ algorithms if security is not activated in the source RAT.

4.2 Option 3 (Limited UICCless IMS EC support in shared network)
23.1.1
IMS Emergency Call

IMS emergency calls are supported in this release of the specification and UE may initiate an IMS emergency call on the PS domain if the network supports it. IMS Emergency call support indication is provided to inform the UE that emergency bearer services are supported. This is sent via NAS messaging for normal service mode UE andor via a BCCH indicator for limited service mode UE [17]. The BCCH indicator is set to ‘support’ if any of the MMEs in a non-shared environment or one of PLMNs in a shared network environment supports IMS emergency bearer services.
NOTE : 
Limited service mode IMS Emergency calls is not fully supported in certain shared network deployment scenarios when the UE does not initially select the PLMN that supports IMS Emergency calls and not all the shared PLMNs support IMS Emergency call and the UE implementation does not make additional attempts in CS or other shared PS PLMNs or other UE specific implementations (e.g., attempt non-3GPP RAT).
If at the time of an IMS emergency call origination, the UE is already RRC connected to a CN that does not support IMS emergency calls, it should autonomously release the RRC connection and originate a fresh RRC connection in a cell that is capable of handling emergency calls. Call admission control for IMS emergency call is based on bearer QoS (e.g. the ARP).
Security procedures are activated for emergency calls. For UE in limited service mode and the UE is not authenticated (as defined in TS33.401 Section 15.2.2), ‘NULL’ algorithms for ciphering and integrity protection are used and the related keys are set to specified value and may be ignored by the receiving node. During handover from cell in non-restricted area to restricted area, security is handled normally with normal key derivation etc. for both the intra-LTE and inter-RAT handover. For inter-RAT handover from LTE, if ‘NULL’ Integrity Protection algorithms are used in LTE, security is stopped after the handover. For inter-RAT handover to LTE, security is activated after the handover with ‘NULL’ algorithms if security is not activated in the source RAT.
