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1
Introduction
A few of the current principles for Logged MDT concern configuration validity. Namely, the agreed duration time for logged MDT measurement, implies that the UE respects the configuration for its logging session in idle, unless the ending condition becomes valid. Secondly, it was agreed that if no area scope is given during configuration the configuration is valid in the entire RPLMN of a UE. Thus, it seems to be apparent that Logged MDT configuration may become invalid in some justified cases. Consequently, logs validity sould be also considered. 

However, it has not been decided what are the all cases when the UE is allowed to delete an un-reported MDT log. Thus, in this contribution we list possible situations where it would be logical to allow the log to be deleted.

2
Discussion
2.1    Guideline for UE to delete logs

Regardless of MDT configuration effect on data survival, either due to area or time counting restriction, there may be a general case when UE keeps non-retrieved data by network for a long time. The issue has been left open in the previous meeting:

“FFS if we specify a guideline on when the UE can remove a log after campaign end if not retrieved during a certain amount of time.” 
One solution is to make it implementation specific. In this case, UE can decide to delete the non-retrieved data depending on its internal status, such as memory capacity and battery charge level. However, as different UEs will have different criteria and some important logs may be deleted by UE too soon, especially if it has very strict criteria on memory and battery. 
It is easy to understand that more exact criteria to evaluate whether some log can be erased or not should be rather based on the validity of this log, instead of UE’s memory or battery, since UE can always decide to delete MDT log, if it really impact UE normal operation. 

Following sections discuss the explicit cases when the UE is allowed to delete the log.
2.2
PLMN change
Logged MDT configuration validity depends on service area. Accordingly to the recent RAN2 agreement if no area scope for the MDT measurements is configured, the MDT configuration remains valid in the entire RPLMN of a UE. Regardless of the fact that configuration may become invalid, the logged data is held in the UE, as MDT radio measurements are recognized as always valuable input. It is required that the UE has to keep MDT reports unless network requests. In other words, if logged data has survived in the UE to the point of network requests, it should be transferred. 
Considering, the UE will be moving while logging radio measurements in idle, it is possible scenario that it will end up in different PLMN than where it has been configured. Consequently, the recorded data may be retrieved by any node supporting MDT, even if it does not belong to the PLMN, where configuration took place. In result, collecting radio measurements in the UE runs the risk of forwarding data relevant for a monitored cells belonging to the PLMN to the subsequent area/cell belonging to a different PLMN. Thus, a UE may be used for spying visited network topology. Therefore, it seems to be important to control Logged MDT data reporting in order to prevent network specific characteristics transmission to not desired target and to prevent network information collected at a UE from being leaked.
The MDT data collection is obviously PLMN specific. Hence, the measurement configuration will not be relevant when moving to another operator network. Moreover, since MDT reports carry radio characteristics, it is also not desired to allow the data to reach other operators’ networks.
Therefore, we think it should be considered carefully by the UE to what PLMN it is going to report stored MDT data. If the UE has selected a new PLMN, it should remove any stored MDT information from the moment it was configured for the other PLMN. The relevant MDT configuration will be stopped anyway, thus it should be quite straigforward to do measurements clearance when the same condition is fulfilled.

Depending on the UE capabilities (memory size, battery capacity) and network situation, an alternative solution could assume that UE will keep its logged data for some (limited) period of time until the next connection to the original RPLMN, even though there were some PLMNs changes in between, and will disallow data transmission only when MDT report request comes from other PLMN than for which radio measurements have been captured. In case UE returns to PLMN which configured the logging, it should allow the data retrieval. UE measurement logs defined for a scheduled PLMN should be prevented from being routed to any other network.
However, the length of the stay in one PLMN is typically long (can be several days, weeks, or even longer) and the log cannot be reported. The max duration time allowed for data logging will likely be exceeded. Hence, to have only a single criterion for log removal in the scenario where PLMN changes, it is suggested that the log can be deleted always when RPLMN is changed.

Proposal 1: The log will be deleted when the RPLMN is changed.

2.3
Time expiry
Based on the MDT logged data nature, which provides time-stamped network measurements, the approach considered so far, assumes that MDT reports have always some value for the network optimization and are treated as data never outdated. However, as the previous section 2.1 addresses a case related to data reporting which suggest deletion of the log as a simple solution, related discussion about the time stamp in [1] indicates likewise some implications on MDT data collection.

With the suggested parameters in [1] the log survival will be anyway several days which should be sufficient for majority of anticipated MDT logging scenarios. Thus, it would be logical to remove the log when the max allowed duration for time stamping has been exceeded and the time reference will no longer be available.
Proposal 2: The log will be deleted when the max time has been exceeded for time stamping.

Time counting cannot be guaranteed if the UE is switched off. Depending on the implementation, the provisioning of the time stamp is uncertain and the correctness of the logged data cannot be guaranteed.
Proposal 3: It shall be left to the implementation if the log is available after UE has been switched off/on. 
4
Conclusion
This contribution discusses a few cases, upon which Logged MDT configuration is not relevant. As a conclusion we think, that it should be fairly logical to erase logged measurements even without reporting for these cases. 
Proposal 1: The log will be deleted when the RPLMN is changed.

Proposal 2: The log will be deleted when the max time has been exceeded for time stamping.

Proposal 3: It shall be left to the implementation if the log is available after UE has been switched off/on. 
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