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1 Introduction

In the several previous RAN2 meetings, the following agreements were achieved:

· It shall be possible at intra-LTE-A handover to configure multiple CCs in the “handover command” for usage after the handover. 
· A PCC concept is introduced in Rel-10 CA.
· Handover will only use RACH on UL PCC (i.e. RACH resources indicated in DL PCC).
In the contribution, we will further discuss the following issues for CA handover:

· Which node decides on the PCC and SCC during handover?
· What information does the source eNB provide to the target eNB during the handover preparation?
2 Discussion
2.1 Decision about the PCC and SCC(s) 
In E-UTRAN RRC_CONNECTED state, network-controlled UE-assisted handovers are performed [1]. For LTE-A, we think the same rule should be kept. From the source eNB point of view, for CA handover, the source eNB should select and decide one suitable target eNB based on the measurement results and some RRM information. And then one important issue is which node should decide the PCC and SCC(s) for usage in the target eNB. Logically we can consider three options:
Option 1: The source eNB decides the PCC and SCC(s). 

Option 2: The source eNB decides the PCC, but the target eNB decides the SCC(s) [2].

Option 3: The target eNB decides the PCC and SCC(s).

Table 1: The PCC and SCC(s) decision methods pros and cons

	Potential Solutions
	Pros
	Cons

	Option 1
The source eNB decides the PCC and SCC(s).
	· Simple
	· Increasing the handover failure probability.
· Not suitable PCC/SCCs may be selected by the source, resulting in the unnecessary PCC and/or SCC(s) change procedure after handover.

	Option 2
The source eNB decides the PCC, but the target eNB decides the SCC(s).
	· Only one KeNB* is transferred from the source eNB to the target eNB which is same with LTE R8.
	· Increasing the handover failure probability.

· Not suitable PCC may be selected by the source, resulting in the unnecessary PCC change procedure after handover.
· The PCC and SCC(s) are decided by the different nodes.

	Option 3
The target eNB decides the PCC and SCC(s).
	· Increasing the handover success probability

· Deducing the unnecessary PCC /SCC change procedure after handover 

	· Different principle than LTE Rel-8.


For the option 1, the source eNB does not know the details of cell load information (for example, the PDSCH, PUSCH resource loading and interference conditions) in the target eNB. It is possible that the source eNB chooses unsuitable PCC and SCCs. If the source eNB decides the unsuitable target PCC it will increase the handover (HO) failure probability. Or even if the handover is successful, it may result in the unnecessary PCC and/or SCC(s) change after handover due to the unsuitable decision.
For the option 2 and the option 3, the main difference is which node decides the target PCC. However, for the option 2, the disadvantage is similar to the option 1 that if the source eNB decides the unsuitable target PCC, it will increase the handover failure probability or result in the unnecessary PCC change after handover. 
The target eNB’s resources should be controlled by itself so it is better to let the target eNB to decide the target PCC and the SCC(s). Therefore, we propose:
Proposal 1: The target eNB decides the target PCC and SCC(s) during the handover.
There are some concerns on option 3 about security in [2]. Here, we analyze security key derivation and transfer for option3.

According to [3], in Rel-8, for X2 HO, the source eNB computes KeNB* from target PCI, frequency and original Key, then transfers it via HO request message directly. 

When an S1-handover is performed, the source eNB shall not send any keys to the MME in the S1 HANDOVER REQUIRED message. Instead, the MME provides the Next Hop (NH) to target eNB via HO request message. Upon receiving the S1 HANDOVER REQUEST from the target MME, the target eNB shall compute the KeNB to be used with the UE by performing the key derivation same as X2 HO.
It is obvious, there is no problem for S1 HO. Target eNB can compute the KeNB based on the choice of PCC.

We only need to consider X2 HO case. There are two alternatives:

Alt 1: reuse the KeNB* in ReestablishmentInfo which included in RRC Handover Preparation Information message;
Alt 2: extent current HO Request message to transfer the multiple KeNB* with the associated DL frequency(s) and PCI(s) of the multiple candidate target CCs to the target eNB, thus the target eNB can decide the most suitable target CC as the target PCC and use the corresponding Key for security. 
The advantage of Alt1 is that we do not need to change current X2 AP protocol. The drawback is the cross layer interaction between RRC and X2 AP.
Alt2 is straightforward; it aligns with current security handling in handover procedure.  From the complexity point of view, it is a simple extension, we can include the multiple KeNB* in current handover request message, no additional message is introduced. So it will only lead slightly additional complexity. From the overhead point of view, each KeNB* occupies the 256 bits, so the most five CCs will only occupies the 1280 bits which does not significantly increase the X2 overhead. 
Therefore, the Alt2 is better. So we propose:
Proposal 1bis: The source eNB transfers multiple KeNB* to target eNB in Handover request message on X2 HO.
2.2 Additional assistance information
In this section, we further discuss what information the source eNB provides to the target eNB during the handover preparation.
In order to help the target eNB in making the suitable decision on the target PCC/SCC, the quality information of the candidate target CCs should be provided to the target eNB. There are two possible methods.

· Option 1: The source eNB only selects and recommends one or multiple candidate targets CCs with appropriate radio quality, but does not forward the concrete measurement results to the target eNB.
· Option 2: The source eNB selects and recommends one or multiple candidate targets CCs and forwards their measurement results to the target eNB.

For the option 1, if the source eNB only recommends multiple candidate targets CCs to the target eNB, the target eNB can only know that these CCs ’s radio quality are relatively better than other CCs. This may bring some slight negative impact on the target PCC and SCC(s) decision. The advantage of option 1 is low overhead on X2/S1 interface.

For option 2, if the source eNB selects multiple candidate targets CCs and forwards their measurement results to the target eNB, the target eNB can know the concrete radio quality (e.g. RSRP, RSRQ) of the multiple candidate target CCs. Since the source eNB and the target eNB are possibly provided by different vendor, they typically have a different understanding about the rules for the target PCC and SCC(s) selection based on their own RRM algorithm. Therefore, it can provide more flexibility in the target eNB if the measurement results of the candidate target CCs are reported. The disadvantage of option 2 is the slight additional overhead on the X2/S1 interface. However RSRP and RSRQ only occupies 7 bits and 6 bits respectively, then the measurement results of five CCs will only occupies 65 additional bits, so the additional overhead is small.
Therefore we propose:
Proposal 2: The source eNB should transfer measurement results on candidate target CCs to the target eNB during the handover procedure.
3 Conclusion

In this contribution, we discussed CA handover related open issues and proposed:
Proposal 1: The target eNB decides the target PCC and SCC(s) during CA handover.
Proposal 1bis: The source eNB transfers multiple KeNB* to target eNB in Handover request message on X2 HO.
Proposal 2: The source eNB should transfer measurement results on candidate target CCs to the target eNB during handover procedure.
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