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1. Introduction

At RAN2#69bis, it was shown in R2-102296[1], that there is a possibility for RACH overload if all MTC devices (for a smart metering application) try to access the network at the same time.  However, it was also concluded that the available RACH capacity in LTE is sufficient provided that mechanisms are in place to distribute the RACH attempts from MTC devices over time. A number of mechanisms to achieve this were outlined in R2-102297 [2]. In this contribution, the RAN improvements related to the  ‘Pull approach’ are highlighted.
2. Pull Approach to control RACH Overload
As highlighted in [2] and also reiterated in R2-102195 [3], smart meters are likely to be under the control of a centralised entity (MTC server) and hence there is little motivation to give MTC devices for smart metering the freedom to autonomously connect to the network for the purpose of periodically sending their reading (which is analogous to a UE making a mobile originating call). Considering the mass of MTC devices for the smart metering application, this approach can easily lead to RACH overload.
Instead, it should be possible for the MTC server to pull the meter readings from the MTC devices in a controlled manner to avoid signalling overload on RACH. As described in [2], the obvious approach is for the centralised entity to trigger the MME to page MTC devices and then for those MTC devices to connect to the network (from Idle) to send their reading. For a typical bandwidth of say 5MHz, the paging message would typically contain 6 paging records per paging message. This implies that excessive paging is required to wake up all MTC devices to send their reading.  Hence, mechanisms are required to reduce the amount of paging on the downlink to wake up MTC devices with this approach.
3. Possible Improvements
a. Introduction of a Group Identity for Paging
The paging mechanism already divides the UE population into paging groups according to the UE identity.  In a given paging occasion, a group on MTC devices (e.g. for smart metering application) would wake up. However, only the MTC device with a matching UE id will act on the paging message. It seems sensible that all MTC devices of a given application (e.g. smart meters) are assigned a ‘Group Identity’ which is sent in the paging message instead of individual UE Ids. In this way, all MTC devices with the Group Identity will act on the paging message in a given paging occasion. It should be noted that the MTC devices will still wake up in the paging occasion determined by their own UE ID. By using a Group Identity, the paging load is significantly reduced as all MTC devices within a paging occasion can be’ woken up’ with one paging message. Of course, reliability can be improved by paging UEs in a paging occasion several times. 
Proposal 1: A Group Identity is sent in the paging message to wake up a group of MTC devices to send their data. 

b. Avoiding Synchronised RACH Access from paged MTC Devices with Randomisation
If  all MTC devices within a paging occasion are ‘woken up’ with a paging message it is obvious that this will create a RACH overload problem since all those MTC devices will try to access the network at the same time. However, the fact the use of paging divides the MTC device population into a number of paging groups e.g. 32 for a paging DRX cycle of 32 radio frames already alleviates the problem of all devices accessing the network at the same time. 
To deal with a group of MTC devices within a paging group trying to access the network at the same time, the network should broadcast a randomisation time period over which UEs should randomly backoff before making a RACH attempt. The randomisation time depends on the demand of the application on how often the MTC data is required. For example, if a smart metering application requires a reading every 5 minutes, the randomisation time could be set to at most 5 minutes by the network. In this way, RACH access of MTC devices would be spread over time, thereby avoid an overload. 

Proposal 2: The paging message should include a randomisation time period over which MTC devices should randomly backoff to make a RACH attempt
b. Protecting the Normal UE Population from RACH Overload
Even though the RACH access from MTC devices with delay tolerant data (e.g. smart metering devices) can be spread over time using a randomisation mechanism, the RACH load is still increased due to the large number of MTC devices accessing the network. This increases the risk of collision with RACH attempts from the normal UE population. In order to shield the normal UE population from the RACH load created by smart meters, it is proposed that the network should be able to signal a specific set of dedicated preambles in the paging message to be used by a group of MTC devices being paged. In this way, the normal UE population is unaffected by the RACH load created by MTC devices. Optimised signalling can be used to reduce the number of bits to convey a set of dedicated preambles to MTC devices in a paging message. 
Proposal 3: The paging message may include a set of dedicated preambles to be used by the group of paged MTC devices. 
Proposal 4: Optimised signalling for a set of dedicated preambles in the paging message should be investigated. 
4.  Handling of Paging Messages Containing Dedicated Preambles and Group IDs

The normal behaviour when AS receives a paging message is to pass it to upper layers which will then initiate the service request. If MTC devices are to be paged in order to retrieve their data, it is important that the UE knows that the purpose of the paging is not for a MT call but rather to pull data from the UE. With this knowledge, UE upper layer can avoid initiating the service request if there is no pending data to send.  This will improve the RACH success as devices which have already sent their data will not attempt to access the network again as a result of the paging. 
Proposal 5: UE should be aware that a received paging message (e.g. containing a Group Identity) is for the purpose of pulling data rather than being a normal ‘MT call’ and only initiate service request if it has data to send. 

5. Summary

In this contribution, RAN improvements to efficiently allow the network to pull data from MTC devices which are time controlled and delay tolerant e.g. smart metering devices are discussed and the following proposals are made:

Proposal 1: A Group Identity is sent in the paging message to wake up a group of MTC devices to send their data. 
Proposal 2: The paging message should include a randomisation time period over which MTC devices should randomly backoff to make a RACH attempt

Proposal 3: The paging message may include a set of dedicated preambles to be used by the group of paged MTC devices. 

Proposal 4: Optimised signalling for a set of dedicated preambles in the paging message should be investigated. 
Proposal 5: UE should be aware that a received paging message (e.g. containing a Group Identity) is for the purpose of pulling data rather than being a normal ‘MT call’ and only initiate service request if it has data to send. 
RAN2 is kindly requested to consider the proposals in this contribution as possible RAN improvements to avoid RACH overload in the network due to a large number of MTC devices attempting to access the network at the same time using the ‘pull approach’. 
. 
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