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1.
Introduction

The architecture of Relay has been decided by the RAN2 and RAN3 joint meeting and Alt 2 has been selected as the way forward. After that, we could discuss some detail in this architecture. This contribution discusses the issue on how the DeNB selects the proper MME for Relay Node. 
2.
Discussion
At the RN start-up procedure, RN establishes RRC connection with DeNB at first. There is only one DeNB that RN can be connected to, it is decided by the preconfiguration paramters which stored in the RN.

After the RRC connection between the RN and the DeNB established successfully, the RN should send a NAS message to the DeNB carried by RRC message ULInformationTransfer. The DeNB selects an MME for RN immediately after the initial NAS message received and forwards the message to selected MME.

For a normal UE, RRCConnectionRequest message will carry an initial UE identity to the eNB. An S-TMSI or a random value will be provieded to the eNB to choose the serving MME for the UE. If UE had been attached to the network previously, it provides a S-TMSI which includes an MME Code indicating the MME which was the UE attached to previously. Otherwise, initial UE identity field is filled by a random value. The eNB can choose a special MME according to the MME code contained in S-TMSI, or an MME by local policy.
For a RN which worked as a UE during start-up procedure, the DeNB served for it will choose an MME to perform sequential authentication procedure. But in the network, it might not be every MME in a MME pool can support RN attachment [1]. In RAN2#69 meeting, it was agreed a baseline that DeNB would know the RN identity by a notification comes from MME. Before DeNB known RN’s identity, a MME has already been selected for the RN. If the selected MME is not the one supporting Relay functionality, the new MME should be re-selected.
In [1], it has proposed that a pre-configured GUMMEI can be included in the selected MME information in RRCConnectionComplete message. DeNB retreives the corresponding MME code and chooses a proper MME served to RN. This is really a method to solve the MME re-selection problem. However, even this only applied to fixed RN, the RN conveyed and deployed to another site could not exclude also. If the new site is located in the same MME pool area with the previous one, should we re-configure the MMEC in the RN, or just keep the old parameter? If the new site located in the different MME pool area, it should be re-configured a new GUMMEI for this RN. Whatever, these really not very severe problem, because just one RN is involved.
Another scenario also needs to be considered, that the operator changes layout of MME Pool and MME pool area. After the operator changed the deployment of MME pool or MME pool area, all of the RNs served by the old and new MME pools should be re-configured to access new MME. It seems that the complexity of reconfiguration for this scenario is larger by re-configuring a lot of RNs. It also needs to keep synchronization of configuration parameters between the RN and it’s serving MME.
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Figure 1: RN access to network

To avoid the DeNB selects an unappropriate MME for the RN at the initial selection stage and results to reselect a new MME for the RN, it is better that DeNB knows this RN is a really RN before it selected an MME for the RN. Due to the RN’s UE role is not a believable entity, the RN identify needs to be verified by HSS and be notified to DeNB after AKA procedure.
3.
Conclusion

According to the analysis as above, we propose RAN2 consider followed proposals.
1) It proposes that the operators evaluate whether every MME in a MME pool should be upgrated to support RN.
2) It proposes that RAN2 reconsiders the baseline which has been adopted of how can the DeNB know RN identity.
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