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1
Introduction
In previous meeting, [1] presented a simple analysis of how much RACH load MTC devices could generate in an urban environment. We continue the analysis and discuss some possibilities for reducing the RACH load.  

2
RACH Intensity generated by smart meters
In [1] , analysis for the RACH load generated by smart meters based on London area statistics was presented.  The calculations showed that by simple approximations, given a typical RACH configuration for normal network usage, desired goal of 1% RACH collision probability and an ideally uniform distribution of MTC access attempts, the RACH load generated by MTC devices could become as large as the busy hour voice call RACH load.
3.1
Effect of HeNB penetration, desired RACH collision probability and reporting frequency to RACH load
The assumptions in [1] are for a worst-case scenario where there are 3 meters in each household, operating individually, with each meter reporting once per hour, leading to one report/20 minutes from each household, assuming totally uniform distribution of reporting occasions. It is also assumed that RACH configuration 6, which consumes 5% of resources from 5 MHz band, is used. Finally, the desired collision probability for RACH has been set to 1%.

What is not taken into account was HeNB penetration, or the effect of increasing collision probability or resource usage. We have made simple calculations to consider also those, to further assess the severity of the problem. We have used the worst case, i.e. urban London area, as the reference throughout contribution since that was deemed the worst case in [1].
In Figure 1, Figure 2 and Figure 3,  REF _Ref260246149 \h 
 we consider the following aspects: Figure 1 is similar to figure in [1], except that the reporting periodicity has also been varied: the smaller the periodicity, the more reports are generated. Figure 2 the effect of the collision probability: It shows how the generated RACH load corresponds to the number of required preambles, given certain desired collision probability for preambles: The larger the allowed collision probability, the more load can be supported. Finally, Figure 3 and Figure 4 relativise the generated RACH load to required amount of preambles for PRACH configuration 6 and reporting rate of 1/hour/MTC device and varying collision probability (Figure 3) or collision probability = 1% and varying reporting rate (Figure 4). The effect HeNB penetration rate is also considered in both Figure 3 and Figure 4: If the household has a HeNB, it is assumed that the MTC devices utilise that, and no load is generated to the macro network. 

[image: image1]
Figure 1: MTC RACH load (= MTC-Generated RACH attempts per second) taking HeNB penetration and reporting intensity into account. 3 MTC devices/household, urban London area

Figure 1 shows the MTC-generated RACH intensity for HeNB penetration ratios ranging form 0% to 80% and reporting frequency varying from 1 report / 30 minutes to 1 report / 2 hours. Three MTC devices / household is considered, which means that for e.g. 1/hour MTC reporting, each household generates 1 report every 1 hour/3 devices = 20 minutes. 

[image: image2]
Figure 2: Supported RACH load for given amount of preambles, for different collision probabilities (Pc).
Figure 2 assumes RACH configuration 6, and varies the collision probability from 1% to 2% and 5%, to show how the number of required of preambles is changed when the collision probability is increased. The x-axis shows the number of preambles required to support the RACH intensity (i.e. random access attempts/second) in y-axis.
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Figure 3: Required RACH resources: Fixed reporting rate of 1 report/hour, varying collision probability and HeNB penetration rate. 3 MTC devices/household, urban London area

[image: image4]
Figure 4: Required RACH resources: Fixed collision probability = 1%, varying reporting rate and HeNB penetration rate. 3 MTC devices/household, urban London area

Figure 3 combines figures 1 and 2 to one, and shows in easier terms what the effect of the RACH load is: How many preambles would be used with given collision rate, assuming each MTC device generates 1 report/hour and there are 3 MTC devices in each household.  Given that there are at maximum 64 preambles, the numbers here can be understood more easily than the abstract RACH load numbers: We see that with a conservative 5-10% HeNB penetration rate, 3-14 preambles are required, depending on desired RACH collision probability. Figure 4 is similar, except the reporting rate is varied while the collision probability is kept constant.
From the analysis above, we conclude that up to some extent, the RACH overload problems can be mitigated by network parameterisation, i.e. the LTE networks may cope even without modifications. However, it should be noted that increasing collision probability will affect also the normal UEs random access attempts, which may not be desirable. Also it should be noted that the higher HeNB penetration numbers were simply included to show possibilities in load reduction: It may not be realistic to assume e.g. 80% of HeNB penetration rate or higher collision rate.
3
RACH Overload prevention mechanisms 
3.1
Change of RACH configuration 
The simplest way to decrease the effect of RACH load is to change the RACH configuration in the network: RACH configuration 6 was assumed in [1] because of its low (5%) resource usage. Assuming the network would use e.g. RACH configuration 9, which increases the RACH resources by 50%, the relative amount of RACH resources used by MTC devices would also drop by 33%, with the cost of increasing RACH resource usage by 50%, which means RACH would consume 7.5% of UL resources. 

Using RACH configuration 9, where RACH resource usage is 12.5%, would mean 60% decrease in the relative amount of RACH resources consumed by MTC devices.
3.2
Preamble grouping
In [1], it was proposed that (similarly to CSG PCI range) preamble grouping could be used to mitigate the RACH load by restricting a group of preambles solely for MTC use. This could enable network to limit the impact of MTC devices to normal UEs. 

Advantages:
· Separation of RACH “QoS” for MTC and normal UEs: E.g. collision probability could be tweaked differently

· Flexibility of network configuration in presence/absence of MTC devices: With low MTC device presence, nothing would need to be done, and network could react only when the MTC population becomes sufficiently large

· Can be turned off (by not dedicating any MTC-specific preambles)

Disadvantages:
· Legacy UEs would not be affected by the preamble grouping, so could collide with the MTC preambles
· Possibly unnecessary change: If the MTC load would increase heavily, RACH configuration would anyway have to be changed (i.e. more resources should be dedicated to RACH), which could make the grouping unnecessary or even useless.

· May waste resources if MTC traffic is very bursty: Dedicating preambles for traffic that happens rather seldom takes those resources away from other users, i.e. normal UEs

In summary, preamble grouping could be a simple way to solve some of the RACH load problems, but it should be studied more to see whether the benefits outweigh the disadvantages.
4
Conclusion
We discussed the RACH load problem generated by a large number of MTC devices. Even though existing configuration tools can mitigate the problem, it seems difficult to guarantee that MTC devices will never be a problem for the RACH load, especially when considering that O&M type of control of the devices by the operators might be limited. Alternative solutions should therefore be studied, and we have discussed a possible mechanism for this: preamble partitioning (as proposed in [1]). More detailed studies are naturally required to assess how effective those would be. 
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