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1. Introduction
During RAN2 #69bis meeting, overload control has been agreed as the first priority for optimization on MTC in RAN. For MTC systems, when a very large number of MTC devices exist in UTRAN/E-UTRAN networks, various kinds of overload may appear in RAN, such as RACH overload, paging overload and transmission overload. This contribution focuses on the RACH overload issue, and makes an analysis on some potential solutions.
2. Discussion
2.1. Possible scenarios of RACH overload in MTC
It is considered that the (almost) simultaneous attach/connection requests of a large number of MTC devices will cause RACH overload. The possible scenarios are summarized as follows:

· State switching notification: For example, after a period of the power outage, a large number of MTC devices will attach to the network almost simultaneously to re-register or notify the state of power back on [1]; 
· Event triggering reporting: When predefined event appears, the event monitoring MTC devices, such as bridge monitoring, hydrology monitoring, building monitoring, will be mostly simultaneously triggered to report the monitoring data [1];
· Time controlled data reporting: For MTC devices with time controlled feature, such as the smart metering MTC device used for gas, water, electricity, etc., they are required to report or receive data at predefined time, such as once every half an hour. [1]
2.2. Solutions for RACH overload 
Application level access control scheme can schedule MTC devices to perform data transmission during less load period (midnight) and reduce the likelihood of RACH overload in some extent. However, these schemes would bring additional burden to the customer who only expects a service from the operator. In accordance with the description in recent version of TR 23.888[2] that “Though some of the signalling congestion issues could be avoid if MTC applications behave more mobile network operator friendly, there is little a network operator can do to influence the application developers. It is important that the mobile network operator has the capability to control signalling network congestion independent of the application providers.” we think other solutions should also be studied to solve RACH overload problem. 
Proposal 1: Except for application level access control scheme, non-application level solutions should be studied to solve RACH overload problem.
During previous RAN2 meeting, some of potential solutions have been proposed to solve the problem of RACH overload. 
2.2.1 AC barring schemes
In UTRAN/E-UTRAN, access class (AC) barring is an efficient way to suppress excessive traffic and avoid congestion [3]. Although current access control scheme (i.e. AC barring) can limit the number of UEs using RACH, it is not capable enough to support machine-type communications. For example, assume electricity metering MTC devices is considered as normal legacy UE, when electricity metering MTC devices does not have data to report, RACH congestion can be avoid by current AC barring scheme. However, if the MTC devices for electricity metering in the same cell report the electricity consumption at the same predefined time, the network is likely to be congested. In addition, since current AC barring scheme does not distinguish legacy UE with MTC devices, when RACH congestion appears, network can not only bar the MTC devices or legacy UEs, which causes a big restriction on the flexibility of access control. Under this circumstance, if network wants to eliminate the congestion, it would have to increase the barred state(s) (in UTRAN) or degrade access probability parameter (in LTE), which will do negative effect on both legacy UE and MTC devices. 

To reduce the effect of MTC to normal mobile communications and guarantee the performance of machine type communications, we propose the AC baring scheme in UTRAN/E-UTRAN systems should be improved for MTC, such as define MTC specific AC baring scheme to implement discriminative access control of legacy UE and MTC devices. 
Proposal 2：AC barring scheme should be improved for MTC access control.
2.2.2 Access time randomization
According with the analysis in section 2.2.1, the AC barring scheme can only control the probability of random access by adjusting the number of barred access class (in UTRAN) or the access possibility parameter (in LTE). However, if the number of MTC devices which launch random access at the same time is very large, RACH congestion will not be avoided by just adjusting the access possibility parameter or barred access class. For example, assume that there are 100 MTC devices which attempt to access network simultaneously at the same, by changing the access possibility parameter form 8 to 4, the likelihood of RACH congestion can be degraded greatly. However, if the number of MTC devices increase to 1000, with the same access possibility parameter, network will be jammed most likely.  Therefore, avoiding the MTC devices accessing network simultaneously is an important issue.
For the possible scenarios which cause RACH overload illustrated in 2.1, most of them could be related to time tolerant MTC feature [1]. Spreading access time in an acceptable period will not affect the experience of customer, while it can bring down the possibility of RACH overload and reduce the requirement of access resources. Randomizing RACH access time is the simplest way to perform the access time distribution. Before access network, MTC device should first determine access time within predefined time period.
RACH congestion can be degraded to the great extent by access time randomization, as long as the total amount of access attempts are not exceed the total RACH resources within that period. Hence, to decrease the probability of RACH overload in MTC systems, we propose that MTC devices should support access time randomization function.  

Proposal 3:   Randomizing RACH access function should be supported by MTC devices. 
2.2.3 MTC specific RACH resource

Allocate specific RACH resource for MTC devices has been proposed to avoid the effect of legacy UE [4] [5], however, this kind of schemes may lead to low resource utility. For example, in one radio frame, 2 PRACH resources are allocated to MTC devices, 4 PRACH resources are allocated to legacy UEs. When multiple UEs are required to monitor data at the same time, 2 PRACH are not enough, which have high congestion possibility. Even if the other 4 PRACH resources may not have been used, MTC devices still can not use them. 
In addition, the update of MTC specific RACH resource will also lead to the complexity of RRM algorithm and SI maintenance, and increase power consumption of MTC devices. Therefore, we consider that whether allocate specific RACH resource for MTC should be further studied. 
Proposal 4：Whether allocate MTC specific RACH resource needs further study.

Based on above, we think access control of MTC devices can be well achieved by improving AC baring scheme and randomizing access time of MTC devices. A demonstrational procedure for access control is given as follows: 
· If there are data need to transmit to network, the MTC device should first randomize its access time except for urgent service, such as in-time response or reporting;
· If network find the access load exceeds predefined threshold, network can adjust the access possibility parameter for MTC to reduce the access impact on legacy UE.

3. Conclusion

In this document, we discuss how to solve RACH overload problem in MTC systems.  Our proposals are given as follows:

Proposal 1：Except for application level access control scheme, non-application level solutions should be studied to solve RACH overload problem.
Proposal 2：AC barring scheme should be improved for MTC access control.
Proposal 3:   Randomizing RACH access function should be supported by MTC devices.
Proposal 4：Whether allocate MTC specific RACH resource needs further study.
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