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1 Introduction
The simultaneous access of a large amount of MTC devices may cause RACH congestion and adversely affect the service of normal UE. Solutions are needed to control MTC related RACH congestion, without the influence the normal UEs. The paper tries to analyze and provide a start for further discussion on RACH congestion issue for Machine Type Communications (MTC).
2 Discussion 
2.1 Motivations

One of the major characteristics of MTC is the large number of machine type devices. These devices may simultaneously access the Network and cause high collision probability in RACH. Both SA1 and SA2 have discussed the urgency of the problem that a large number of MTC device simultaneously attach the network.

In SA1 22.368 [1] clause 7.1.1 there is a general requirement:

“The network shall provide a mechanism to reduce peaks in the data and signalling traffic resulting from very large numbers of MTC devices (almost) simultaneously attempting data and/or signalling interactions”
As indicated in SA1, it is an important issue on how to handle the (almost) simultaneously access of very large number of MTC devices, and RAN should study its impact e.g. on RACH congestion, and find the solution if it is necessary.

In the last meeting of SA2, SA2 has made the decision on prioritizing the MTC functionalities in Release 10 decided, including [6] 
· Overload control (Radio Network Congestion use case, Signaling Network Congestion use case and Core Network Congestion use case in Annex A)

· Addressing
· Identifiers

· Subscription control

· Security
As indicated above, the overload control is identified as the key feature with high priority. It is identified that MTC related signalling overload (congestion) is caused by the (almost) simultaneous attach/connection requests from a large number of MTC devices. A solution has been proposed for discussion by rejecting the attac a mechanism/method to h/connection requests by network nodes, however, the solution may not be applicable to RACH congestion problem, as RACH congestion happens before the attach/connection requests can be sent. The possibility of application layer solution has also been discussed and a conclusion is drawn in the recent version of TR 23.888 [2]:
“Though some of the signalling congestion issues could be avoid if MTC applications behave more mobile network operator friendly, there is little a network operator can do to influence the application developers. It is important that the mobile network operator has the capability to control signalling network congestion independent of the application providers.”
How to handle the (almost) simultaneously access of very large number of MTC devices is identified as the high priority in SA2, thus RAN should discuss its impact and propose the solutions.
In SA1 and SA2 discussions, multiple reasons have been identified that may cause “a large number of MTC devices simultaneously access the network”, including:

· A large scale power outage of which power comes back on. All kinds of MTC devices that work on external power will notice power is back on and will simultaneously attempt to attach to the network. [3]
· Events (train passing on bridge monitoring, intruder for building monitoring, specific weather conditions, water levels, etc.) trigger simultaneous attach attempts of a large number of MTC devices. [1][3]
· A large number of MTC devices (metering devices, etc.) simultaneously attempt to attach at a time synchronised to the exact (half/quarter) hour. [1][3]
· A large number of MTC devices simultaneously attempt to attach at the start of time period during which signalling or user plane traffic are allowed. [2]
In last RAN 2 meeting, three example use cases are identified including metering, road security and consumer electronic and devices. Both metering and consumer electronic and devices may cause the simultaneous access of MTC devices as the reasons listed above, and in turn cause RACH congestion. Moreover, the simultaneous access of MTC devices would adversely impact the service for a normal UE.  The random access conflict probability of a normal UE will increase due the joining of many MTC devices in the same network. Therefore RAN should study the impact of very large numbers of MTC devices (almost) simultaneously accessing network, e.g. RACH congestion.
Proposal 1: RAN should study the RACH congestion due to MTC devices (almost) simultaneously accessing network, and propose the solution.
2.2 Potential solutions

Some potential solutions to the RACH congestion are described below and for further discussion:

1. Access control of MTC devices [4]
To combat the RACH congestion, the eNB may be able to bar the access attempts from MTC devices to restrict the load of access attempts. However, a challenge is to bar only the attach attempts of the particular set of MTC devices that is causing the congestion, without restricting the attach attempts of the non-MTC devices or of MTC devices that are not causing a problem. In addition, longer access delay would be incurred, which may not be tolerable for application such as surveillance and monitoring. 
2. Dynamically assign RACH resources for MTC devices [5]
RACH resource could be assigned specifically for MTC devices access usage. The benefit for assigning MTC specific RACH resources is that different acceptable collision probabilities could be set for MTC devices and normal UEs, according to their different service requirements. The RACH resource for MTC could be configurable, so the uplink resources would not be wasted when access attempts density of MTC devices is low.
3 Conclusion and Proposal

We kindly ask RAN2 to discuss and agree on the following proposals:
Proposal 1: RAN should study the RACH congestion due to MTC devices (almost) simultaneously accessing network as an improvement area, and the proposed solution should be independent of the application providers
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