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1 Introduction
During the last RAN2 meeting, RAN2 agreed on a set of example use cases. SA1 also achieved some progress and updated its Technical Report in [1]. On the other hand, SA has been also working on functionalities and feature prioritization [2]. This contribution explores the example use cases and how they could affect the current systems on the light of the TR [1] and considering the LS [2] sent by SA. 
2 Discussion 
SA agreed during SA#47 to prioritize a set of functionalities and features. The prioritized functionalities are: overload control, addressing, identifiers, subscription control, and security. The prioritized features are: MTC Low Mobility, MTC Time Control & MTC Monitoring [4]. 

The main functionality which may have an impact in RAN2 is the overload control i.e. radio network congestion and signaling radio network congestion. The use cases presented in Annex A [2] related to overload control show a clear map with the metering example use case. Metering devices are generally characterized by the MTC features low mobility and time control. 

The road security and safety use case contains some characteristics which partly fall within MTC monitoring. 

Consumer electronics do not encompass any of the prioritized features. Even though, this contribution has checked into the radio network congestion, and mobility functionalities for this use case, we feel that this use case and possible improvements for it could be down prioritized following SA agreements. 
This contribution split the example use cases captured in the TR 37.868 [3] and explores the overload situation in the radio network, especially in the access network.  In addition, the mobility feature is also explored for all the cases. Finally, this contribution also covers the power consumption for different MTC devices. 
2.1 Metering
2.1.1 Access network
Different industries use metering devices to control their systems. Power, gas, water, or heating meters are widely found outside in current markets. 
In many cases, these devices will be time controlled. This means that these applications will send or receive data during some pre-defined periods of time. During those pre-defined period of time, many devices will try to access the network using the random access. As a consequence, the network may experience a peak in the number of random accesses received during concrete period of times. 
Some power meters are also likely to send reports triggered by some specific event such as a power shortage, for instance. Though several devices may be triggered for this event, these devices will be spread over a certain area covered by several cells. Other type of events, from the traffic point of view, will be reported randomly and independently from other power meters. In both situation described before, power meters accessing the network are unlikely to cause any special disturbance to the network.

When the random access load is high, the time to access the network increases due to the random access collisions and successive back-off periods which UEs need to do before trying to access the network again. 

The worst case scenario is when several UEs choose the same signature and start their accesses in the very same random access slot. If the network acknowledges that signature, more than one UE will be transmitting data on the same random access resource. This is undesirable as the data is very likely to be corrupted or lost. On the other hand, the probability of this situation to happen is negligible if the random accesses are distributed upon a certain period of time.  
It seems clear that to avoid the issues mentioned above, the metering devices need to start their data transactions at different times. Mechanisms to resolve these problems may be placed at two different layers: application layer and MAC layer.
The application layer can ensure that devices perform their scheduled transactions when the network is less loaded (night time) and spread these transactions over a certain period of time. The immediate effect is that the probability that many devices perform their transactions at the same time will be reduced considerably.

Yet, there might be cases in which the application layer of few devices decides to transmit their data at the same instant. In this case, the MAC layer decides when to start the random access. This decision is based on certain parameters such as the persistence value and back-off parameters.  These parameters also aim to prevent that several accesses happen at the same time.

We could consider the following illustrative example.  Metering devices start their transactions a specific day at 1 a.m. with an offset of 10 minutes. In this case, the metering device could just draw a random value between 1:00 am and 1:10 am, and at the selected random time the device would start the transaction. If there are 10.000 metering devices in a cell, only 17 devices per second in average would try to access the network. 
Those 17 devices potentially have 750 random access slots to access the network in an HSPA cell. The probability that more than two devices start in the same random access slot is negligible. A network may allocate less random access slots, though. If the explore a worse case (only 2 AC are configured per each 15 ms), in this case, 100 random access slots would be available for 17 devices. The probability that more than two devices start in the same random access slot is still negligible. If the persistence values and back-off parameters are considered, the probability is even lower.
Another aspect to take into consideration is that, in general, MTC devices should not block normal UEs from accessing the network. 

For WCDMA, this could be achieved using specific parameter setting. Metering devices could be assigned a concrete access class (AC). The network can map AC to Access Service Classes (ASC). Different ASCs can use different settings. These ASC settings include the signatures to be used in the random access as well as the possible random access slots. Hence, the network could easily configure an ASC for MTC devices with specific access slots and signatures which does not disturb the UEs operation. However, this does not preclude the network to include in the ASCs dedicated to the UEs signatures or access slots which are used by MTC devices.

To sum up, it feels clear that both the application and MAC layer will be responsible to avoid radio network access congestion. Current specifications provide some tools to spread the random accesses and handle some congestion level. Though it is not envisioned that specific persistence values and back-off parameters would be necessary for MTC devices, this aspect could be further analyzed. Access Classes to their Access Service Classes may also be sufficient to avoid MTC devices to block the access to normal UEs. Further investigations may be needed to ensure it.  
2.1.2 Mobility

Currently, most of the metering devices are static. However, there is also a fraction of metering devices which have certain level of mobility such as those metering devices introduced industrial environments, for example, large engines such as locomotive engines or power generators. 

On the one hand, we could think that mobility procedures could be simplified for a large majority of the power metering devices as they will be static. These devices will still need to support a minimum set of mobility procedures. On the other hand, we cannot predict how other industries will use metering devices in the future and we cannot assure that metering devices will be always static. In this case, a simplification of the mobility procedures is questionable due to the fact that it will impose restrictions on how these devices are used and in which scenarios. 

One approach could be to create specific device category which is defined by the mobility features that the device supports. Though feasible, it also remains open the question on the gains which can be obtained.

Another approach is to explore the alternatives available in the standards. The specification gives the flexibility for the network to configure which mobility measurements the UE needs to perform and which reports the UE needs to send. Then, the network could decide, depending on the type of MTC device, which mobility procedures are configured and which are not. This implies, though, that power metering devices need to support current mobility procedures. 
This area could still be explored to see whether other simple approaches are feasible and which gains may bring.

2.1.3 Energy savings

Metering devices are likely to be installed in places in which power is available. Reduced power consumption is desirable; however, it is not foreseen to be a hard requirement. 
There may also be metering devices which are installed in places with difficult access and powered by batteries. In this concrete situation, the energy savings need to be considered carefully such as the communication module takes a small fraction of the battery life. 
As mentioned before, metering devices will be mainly time controlled; therefore, these MTC devices may not need to listen to the radio interface or to transmit data for long periods of time. Depending on the metering device and the purpose, the device may need to perform a transmission every hour, every day, every week, every month, etc.
One alternative to try to achieve energy savings is to allow long DRX cycles. Considering that different applications may require different DRX cycles, a large set of DRX cycle values would need to be standardized; otherwise, some devices may be using a sub-optimal DRX cycle. To shed some light into this solution, it would be beneficial to investigate how often in average these devices transmit data and study the gains obtained with this approach. This solution could be a feasible approach for those devices which are usually connected to the electrical grid. Other solutions may be needed for devices with tighter battery requirements.
Another alternative would be to switch on/off the radio interface with a pre-defined or pre-configured pattern at the application layer. This solution allows customizing these periods according to the specific purpose of the device. Devices which are powered only by batteries would benefit greatly with this approach as the situation in which a device can save most energy is when the receivers and transmitters are disconnected. 

2.2 Road Security

2.2.1 Access network
Opposite to metering devices, road security devices are not time controlled; therefore, the network access is unlikely to be an issue for this type of devices. Road security devices will access the network whenever they need to report an incident, request maps for navigators, send user ID for road charging, etc.
In general, road security/safety devices will not start their transmissions in a synchronized manner. Exceptional cases may be when several automobiles in the same area are involved in a traffic accident or when cars arrive to a road toll. In only few concrete cases, the information may be time critical such as emergency calls; therefore, delaying at the application layer or down-prioritizing may not be a good choice. Current networks can already handle “emergency calls”. In the case of road tolls, the number of devices which might start their transmissions will be in the order of few dozens which will be distributed over several seconds. This case is very similar to the metering case in which accesses are spread over several seconds. It feels that the network capacity will be sufficient to serve all access requests and these situations can be handled by the MAC layer as explained above.
2.2.2 Mobility

Road security and safety devices will be usually embedded into vehicles. Hence, these devices are highly mobile. There may also be some semi-mobile devices meaning that they can be placed in different positions and remain there for some time depending on the purpose. They will clearly need mobility procedures to perform mobility measurements, intra/inter-frequency handovers, RAT handovers, or roaming, for instance.

Current specifications already support mobility procedures for static, low mobility, and high mobility devices. The same procedures can be used for this type of MTC devices. 
2.2.3 Energy savings
Road security and safety devices have higher requirements in performance and availability than over energy savings. Furthermore, they will be usually embedded into vehicles which have sufficient energy autonomy and can feed a set of devices. As in the previous case, reduced power consumption is desirable but it is not a must. 
Unlike metering devices, road security and safety devices may transmit or receive information at any point of time. A special requirement for these devices is that they need to be able to establish emergency calls. Therefore, energy saving solutions need to carefully consider this requirement. 

Long DRX cycles and ‘on-off’ patterns could save energy; however, they may compromise security to some extend. Mostly, switching on and off the radio interface may be highly undesirable for these devices. DRX cycles seem to be more suitable. It needs to be study whether other solutions are better fit for these devices or whether longer cycles could be introduced without compromising security. Otherwise, current standardized mechanisms to reduce power consumption may be suitable and sufficient for road security devices. 
2.3 Consumer electronics

2.3.1 Access network
Consumer electronics can cover a vast amount of devices; however, characteristics like low data usage or low mobility do not apply for this concrete MTC devices.  Some examples to be considered as consumer electronics are digital cameras, ebook readers or laptops. Most UEs can take digital pictures and open documents.  Consumer electronics can be considered similar to UEs in that respect, and these devices will create traffic at random times like a normal UE. Therefore, it is unlikely that these devices will create problems in the access network and they are not seen as major contributors to congest the random access. 
2.3.2 Mobility

Most of the consumer electronic devices may be for used ‘on the move’. Some examples were presented before in which these devices were embedded into mobile phones. Therefore, their mobility pattern will be as typical UEs. They will require typical mobility procedures to perform cell reselection, intra and inter-frequency handovers, and so on, similarly as for UEs. 
At first glance, it feels difficult to think that a simplification in the mobility procedures would be possible for consumer electronics. In principle, as consumer electronics will have a similar mobility pattern as UEs, we tend to think that mobility procedures for consumer electronic devices need to be as for any UE.
2.3.3 Energy savings  

A large majority of the consumer electronics which are carried by users will be powered by batteries are current UEs do. However, other consumer electronics may be plugged into normal electrical sockets. The later ones will then have a similar energy characteristics and requirements as road security or metering devices which were considered to be powered by the electrical network. 

The former ones have a limited power resource. Typically, cameras, ebooks readers or laptops are switched on by the user and they are switched off by either the user or automatically after a certain inactivity time of period which is usually configurable by the user. This inactivity time is framed between several seconds to a couple of minutes. This leads us to think that these devices will not be active uninterruptedly for many hours as UEs do nowadays. Another aspect to consider on consumer electronics is that, in general, their traffic activity may be lower than UEs. 
Considering these aspects, longer DRX cycles could be considered. Yet, DRX cycles longer several seconds would not return any special benefits as these devices shut down automatically after few seconds. Others energy saving alternatives could be considered taking into account the previous assumptions. 

3 Proposal/Summary
Previous section evaluated some concrete prioritized functionalities and features [2, 4] for the example use cases presented in [3]. 

For metering devices:

- a possible bottleneck was the access to the network. From the discussion, we could conclude that the application layer combined with suitable random access parameters could remove the bottleneck in the access to the network;

- mobility procedures could be potentially simplified if all metering devices would be static. Yet, the purpose of a device is specified by other industries and we need to provide such flexibility so that a device can be used in any situation. A possible solution is to let the network decide which mobility measurements the device needs to perform. However, this is an area to explore.
- energy savings are desirable whenever possible. Different solutions are possible at different levels: application layer or MAC layer (longer DRX cycles). Yet, a proper evaluation on gains is still to be studied.
For road security devices and consumer electronics:
- the access network seems to not be a bottleneck; therefore, no changes are foreseen in the random access.

- the current mobility procedure seem very suitable for these devices as they ensure connectivity to itinerant devices. 
- energy savings are also desirable; however, these devices may need to be always available when they are in used. Current DRX cycles may be sufficient to achieve reasonable energy savings. However, longer DRX cycles could bring some advantages which need to be evaluated. 
In addition and following SA advice:

- we propose to down prioritize consumer electronics use case and possible enhancements. 
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