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1. Introduction

Radio link failure on Un has been discussed but no contribution was proposed in RAN2#69 meeting. Although the Un link is much more stable than Uu link, we think the RLF still happen rarely. The RLF on Un will also lead to radio configuration invalidation and state transfer of RN. The UEs backhauled by RN will be affected too. This document focus on the behaviours associated to RLF on Un.
2. Detection of Un RLF
For the stability of Un link, we think there is a longer T310 applied to detection of RLF.

As RLF detection of UE, two phases governs the behaviour associated to radio link failure detected by RN as below.

In the first phase, the radio link on Un will be recovered without means of explicit signalling between RN and DeNB. First phase will be started upon radio problem detection, e.g. RN receiving consecutive out of sync indication from its lower layer.  The fist phase can be based on timer or other (e.g. counting) criteria, that is timer T310is started upon first phase stated, the timer will be stopped and physical layer will be recovered on Un when RN receives consecutive in sync indication from its lower layer. In this phase, the RN resumes the RRC connection without explicit signalling, i.e. the UE resumes the entire radio resource configuration.
When T310 expiry or random access problem indication from MAC or indication from RLC that the maximum number of retransmissions has been reached on Un, radio link failure is considered to be detected. That is the start point of second phase. In the second phase, the radio link on Un will be resumed by explicit signal. 

Proposal 1: A longer T310 is applied to RLF detection of RN. With the T310’, radio configuration on Un is recovered without means of explicit signalling.

Proposal 2: When the T310 expires, the recovery from RLF on Un will employ explicit signal. 

3. Issues on Un RLF
At the beginning point of second phrase, timer T301 starts. In the end of second phrase, i.e. the timer T301 expiry, the RN will go to IDLE state. Then the RN needs to release the radio connection on Uu and re-establish RRC connection on Un to continue working. 

In the Second Phase, in order to resume activity and avoid going via IDLE state, The RN re-establishes connections on Un through the random access procedure. The RN identifier used in the random access procedure for contention resolution (i.e. identity of the RN (FFS)) is used by the DeNB to authenticate the RN. The DeNB check whether it has contexts stored for that RN. The checking result leads to different behaviours and states the RN/UE going to.

If the DeNB finds a context that matches the identity of the RN, it indicates to the RN that its connection can be resumed; In this case, there is no effect on Uu bears except that there is a delay for RN’s random access procedure on Un.

If the context matching the RN is not found, RRC connection is released on Un and RN initiates procedure to establish new RRC connection. In this case RN is required to go via IDLE. The S1 bears backhauled by the RN are released because in RN IDLE state all of the RN’s radio bears are released on Un. The RN should send an RRCConnection-Release to each relevant UE, which leads to their leaving RRC_CONNECT state. After that RN should perform a cell reselect procedure. If the RN reselects a cell other than the DeNB to access, it may perform a start up procedure again. Otherwise, it will execute a IDLE-to-CONNECT state transition.
In REL8, the RRCConnectionReestablishmentRequest message containing C-RNTI of the UE whoes radio link fails is used by UE to request resumation of radio bears. Then the eNB will sendback an RRCConnectionReestablishment or RRCConnectionReestablishmentReject message to UE. That can be reused in radio link failure on Un. In first case above, the DeNB will send an RRCConnectionReestablishment message containing all the radio configuration of active UE S1 bears and RRC connection of RN on Un. In second case, an RRCConnectionReestablishmentReject message will be sent to RN to indicate radio link resumation failure. 

Proposal 3: When the RLF recovery is successful, RN will continue working for UEs it backhauls; While the re-establishment is not successful, RN will release Uu connections and go via IDLE state.

In fist phrase and second phrase, the RN is in RN_CONNECTED state and monitors the R-PDCCH. For in RN_CONNECTED state, the RN (in-band) is still serving UEs it backhauls, so its random access is carried out on MBSFN subframes. The preamble used in random access by RN in second phrase can be a dedicated preamble so that DeNB can distinguish it from other UEs[1]. And the DeNB will respond on R-PDCCH. If the RN monitors PDCCH for response, there is a period it can not serve UEs it backhauls.

After the second phrase or RN transfer to IDLE state when receiving RRCConnectionReestablishmentReject message, the RN will use regular preamble to initiate RRC connection re-establishment. The RN will monitor PDCCH for response from DeNB.

Proposal 4: In RN_CONNECTED state, RN will monitor R-PDCCH and use MBSFN subframes for connection re-establishment on Un in random access procedure.

Proposal 5: In IDLE state, RN will monitor PDCCH and use regular preamble for RRC connection resume on Un in random access procedure.

To complete the IDLE-to-CONNECT state transition, RN needs to execute RRC connection setup,authentication, RN context setup procedure and RRC reconfiguration as the figure below. 

From the UE’s point of view, if the RLF recovery is not successful, it will experence a long delay to resume transmittion to RN. For the RN will perform a state transfer precedure to go back to RN_CONNECT state and UE should carry out an service request precedure again. So after the RN release Uu connection to the UE, it can reselect a cell other than the RN for new access. At the other hand, when the RN detect RLF, it should schedule limitted traffic on Uu to prevent much data discarding when the RLF recovery fails.
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Figure 1  IDLE-to-CONNECT state transition of RN
4. Conclusions

In this contribution, several proposals are brought for RLF on Un. It is proposed that:

Proposal 1: A longer T310 is applied to RLF detection of RN. With the T310, radio configuration on Un is recovered without means of explicit signalling.
Proposal 2: When the T310 expires, the recovery from RLF on Un will employ explicit signal.. 

Proposal 3: When the RLF recovery is successful, RN will continue working for UEs it backhauls. While the re-establishment is not successful, RN will release Uu connections and go via IDLE state.

Proposal 4: In RN_CONNECTED state, RN will monitor R-PDCCH and use MBSFN subframes for connection re-establishment on Un in random access procedure.
Proposal 5: In IDLE state, RN will monitor PDCCH and use regular preamble for RRC connection resume on Un in random access procedure.
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