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Discussion and decision
1.  Introduction
At RAN #47/ SA #47, a CR to TS 36.331 was approved to introduce an access control functionality for CS fallback towards cdma2000 1xRTT [1]. This paper proposes a similar mechanism for CS fallback towards legacy 3GPP RATs, i.e., UTRA and GERAN.
2. Discussion
2.1
Review of RAN #47/ SA#47
At RAN2 #69, a CR to TS 36.331 was technically endorsed [1], which proposed to introduce an independent access control functionality for CS fallback towards cdma2000 1xRTT. At RAN #47 the CR was conditionally approved, subject to confirmation with SA whether the solution meets any SA requirements. When the issue was discussed in SA #47, SA concluded to approve the CR since the solution meets the general requirement about CS Fallback. SA also concluded that requirements need to be aligned in Rel-9 SA1 documents based on the approved solution. It should be noted that some companies supporting the CR commented “many CRs have been agreed in the past without any SA1 requirements” as a reason to justify the Rel-9 CR approval. Although RAN2 Chairman commented that this should be an exceptional scenario, and encouraging such an approach is indeed not desirable, it would be unfair if the same functionality is not provided for CS fallback towards legacy 3GPP RATs in Rel-9, because of taking the proper approach, which is to start from SA1.

2.2
Requirements for CS fallback access control
The requirements for CS fallback access control are similar to that of SSAC:
· Independent access control should be possible for mobile originating CS fallback calls from idle mode (independent from other types of traffic).
· The same access control mechanism (i.e., percentile based control for AC 0-9 and 0/1 barring for AC 11-15, with random back off) should be applied as for Rel-8 AC-barring, using a separate set of parameters for CS fallback.

As for SSAC, this is to protect the network capacity (especially the RACH resources and the eNB processors) from being exhausted in case of disasters or public festivities. In these events the mechanism can be used to suppress voice calls (GBR bearers) while ascertaining network accessibility for other services so that relatives and friends can still be contacted e.g., by use of SMS or message boards (best effort bearers).

For this purpose, SSAC has been introduced in Rel-9 when voice calls are provided over IMS. However, with the current Rel-9 specification, CS fallback calls can still be established based on Rel-8 AC-barring parameters, even when all IMS voice calls are blocked due to SSAC operation. Such unfairness between CS fallback voice calls and IMS voice calls should be avoided, when the two types of calls share the same RACH and eNB resources upon call establishment. However, as the network resources consumed by the two types after the calls are established are different, separate control should be possible to allow operational flexibility.
2.3
Proposed solution
To satisfy the requirements stated in 2.2, the following solution is proposed:

· Introduce a new parameter, namely ac-BarringForCSFB (having the IE type AC-BarringConfig), as a non-critical extension of SIB2;
· Introduce procedural texts (similar that for to mobile originating calls) for access barring check, for handling mobile originating CS fallback requests in TS 36.331 sub-clause 5.3.3.4;
· Introduce a timer T306 (similar to T303) for random back off of mobile originating CS fallback when the call is barred.
· Ask CT1 to indicate a new “mobile originating CSFB” call type from NAS to RRC, upon mobile originating CS fallback from idle mode.
Since CS fallback is initiated by sending a NAS Extended Service Request on the C-plane, CS fallback access control can be performed by the C-plane, just like the Rel-8 AC-barring model (as opposed to the SSAC model where barring is performed by the IMS layer).

A draft CR to TS 36.331 is provided in [2].
2.4
Justification for Rel-9 introduction of the feature
The following describes justifications to introduce the feature in Rel-9:

· The proposed solution only uses an ASN.1 non-critical extension in system information broadcast and is fully backwards compatible. The solution creates no inter-operability problems, as the access control logic is closed within the UE.
· Since CS fallback calls are expected to be common in the initial phases of LTE deployments, having the solution as early as possible is desirable. If the feature is only introduced in a later stage and UEs with and without the feature co-exist in the network, this will create unfair user perception.

· As described in 2.1, a similar solution has been agreed at RAN #47/ SA #47 for CS fallback towards 1xRTT, without any clear requirement in SA1. It would be unfair if the same solution is not accepted for CS fallback towards legacy 3GPP RATs, just because the proper approach is followed.
3. Conclusions
The paper described the need to introduce an access control mechanism for mobile originating CS fallback calls towards legacy 3GPP RATs (i.e., UTRA and GERAN) in Rel-9. A draft CR implementing the proposal is available in [2].
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