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1 Introduction

In the last RAN2 meeting, some issues on the RLF on backhaul link of Relay Node (RN) have been discussed and further discussion is required for this issue [1]. As summarized by chairman in the last meeting, the following issues need to be addressed.
RLF handling:

1) Fallback to IDLE

2) RACH while RN subframe configuration is up
In this contribution, we try to discuss whether the RLF recovery mechanism is needed, and then some potential recovery solutions from RLF are discussed.
2 Discussion
2.1 Whether the RLF recovery mechanism should be considered
In the last RAN2 meeting, it is mentioned in [1] that “even though the Un link is expected to be a good and reliable link from a radio propagation perspective, there is still a risk of RLF on Un.” 
Reasons for RLF are possible all kinds of impairments in wireless environment, unfavourable signal propagation conditions, or even system malfunction. 
For normal UE, the principle of radio link failure recovery has been specified in TS 36.331:

The connection re-establishment succeeds only if the concerned cell is prepared i.e. has a valid UE context.
This description means that for successful re-establishment, the target eNB needs to be prepared. Otherwise, if the UE happens to access a non-prepared cell, the UE goes to LTE_IDLE.
These principles may be suitable for normal UE because UE would be likely to handover to another cell before RLF occurs. Furthermore, after RLF happens, if the UE initiate connection re-establishment to an unprepared cell, only this UE itself will fail. However, the case is different for RN. There are many UEs served by RN and handover procedure for RN is not supported in current specification. Therefore, when the backhaul link experiences RLF, all of the UEs served by the RN will be greatly impacted if there is no recovery mechanism for backhaul RLF, as indicated in figure 1.
Proposal 1: Recovery mechanism from RLF should be considered for RN’s backhaul link.
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Figure 1. Impact on many UEs due to RLF on backhaul link

2.2 Solutions for RLF
Based on the discussion above, there should be some solutions for recovering RN’s backhaul link from RLF. Some potential solutions are listed and discussed as follows. 
· Solutions 1: RN going back to IDLE
In this case, RN directly goes back to IDLE mode after the RLF happens on backhaul link. Then, RN could perform normal cell selection and re-start the initial access procedure to establish the connection for backhaul link again. However, the UE will be dropped because the backhaul link is broken. In this case, the UEs’ experience will be poor, unless these UEs served by the RN could be smoothly handed over to other eNB or RN.
For this solution, we can see at least the following open issues that should be addressed.

(1) How does the RN transmit the mobility control information towards the served UEs?
In this case, the RN will initiate the handover procedure for the served UEs without any S1/X2 connection, and it could not send the handover request to the target eNB/RN, therefore, it can only send the RRC reconfiguration message for handover to trigger the handover procedure. However, the handover command is generated by target eNB, and how does the RN obtain and forward this information towards the served UEs is an essential issue.
(2) How does the target obtain the UE related context from RN?
Even if the UE could be handed over to the target eNB/RN, the target eNB/RN may not have the information necessary for resuming the connection. Therefore, how to transfer the served UEs’ context to the target eNB/RN needs to be considered.

· Solution 2: Backhaul re-establishment

In this case, RN starts the re-establishment procedure after backhaul RLF happens. Meanwhile, the necessary transmission in access link should be maintained. The normal UE’s re-establishment procedure could be adopted, i.e. the RN firstly selecting one suitable cell and then transmitting the RRCConnectionReestablishmentRequest message towards the selected cell. If the selected cell is not prepared, the re-establishment of backhaul link will fail and all of the RN serving UEs will be dropped.
For this solution, we can see at least the following open issues that should be considered.
(1) How does the RN obtain the system information of non-source cells required for cell selection and re-establishment?
If the RN keeps the access link remained, it may not be able to read the system information of non-source cells required for cell selection and re-establishment. Therefore, how to obtain the necessary system information to initiate re-establishment is a key issue.

(2) How does the suitable but unprepared cell for re-establishment, obtain the corresponding context for RN and UEs?
If the RN happens to re-establish towards an unprepared DeNB/RN (without context for RN and UEs), the re-establishment will fail and those UEs served by RN will be dropped. Does any mechanism for transferring the context to guarantee the success of backhaul re-establishment procedure need to be considered? 
Based on the discussion above, both of these two solutions could alleviate the RLF impact on RN serving UEs, while there are many open issues that need to be addressed. However, one basic principle is that no matter which solution is chosen, the impact on the UEs’ experience should be minimized. 
Proposal 2: No matter which solution is chosen for RN backhaul RLF recovery, the impact on the UEs’ experience should be minimized.

3 Conclusion
 In this contribution, some C-Plane issues have been deeply addressed and our proposals are as follows:
Proposal 1: Recovery mechanism from RLF should be considered for RN’s backhaul link.
Proposal 2: No matter which solution is chosen for RN backhaul RLF recovery, the impact on the UEs’ experience should be minimized.
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