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1   Introduction
The skeleton of RN startup procedure is depicted in [1]. There are still some issues left to be investigated. For example, what is the RN startup signalling sequence (NAS node selection, authentication, RN operational information acquirement, Un subframe configuration and activation)? Is the sequence different for different RN types?
In this paper, we describe some of these issues.
2   Key steps in RN startup procedure
It is agreed in general that the RN attaches to the network via the legacy UE attach procedure establishes basic IP connectivity. While, the RN has also the role of an eNB, as for the other key steps, those will be discussed in this paper.
2.1   RN's MME Selection

It is expected that a large number of Rel 8/9 equipment, such as MME, P/S-GW and eNBs, have already been deployed in the field by the time RNs are deployed.  To deploy RNs in the areas where legacy MMEs have already been deployed, the operator may choose to upgrade all legacy MMEs to support the RN. Alternatively, the operator may choose to deploy additional MMEs that support the RN or choose to upgrade some but not all legacy MMEs to support the RN. Either of the later two cases results in a mixed deployment of MMEs including those that support RN and those that do not support RN.  Thus the DeNB needs to select the MME for RN accordingly.

In RAN2 #69 meeting, a baseline was adopted for identifying RN at the MME and DeNB based on authentication at the HSS and an indication of RN in the Initial Context Setup Request message, e.g. using SPID.  According to this approach, an initial MME has already been selected by the DeNB as RN’s MME before the DeNB recognizes the RN. Thus, it is possible that the DeNB may select an initial MME that does not support the RN.  As a result, a subsequent handover maneuver with MME change is needed.

In order to avoid such a maneuver, a straightforward solution is to configure also the preferred MME when the RN is pre-configured, in addition to the intended DeNB information, the GUMMEI, i.e. the PLMN ID, the MME Group ID (MMEGI), and the MME Code (MMEC). 
Proposal 1: The RN is pre-configured with the preferred MME information.

During the Attach procedure, the RN should provide the pre-configured MME information to the DeNB. E.g. it includes the GUMMEI in the RegisteredMME IE in the RRCConnectionSetupComplete message.  And the DeNB should select the MME indicated in the RegisteredMME IE as the serving MME for the RN.

Proposal 2: The DeNB should select the MME indicated by the RN during RRC connection setup procedure.
2.2   RN-eNB (the eNB function in RN) authentication
RAN2 agreed that the CN will be able to verify that the RN is really an RN and will inform the DeNB about this e.g. with the SPID. Actually it is the USIM based authentication on the RN-UE role at the HSS during the legacy UE initial entry procedure. While the RN also has the role of an eNB, it should be authenticated as a network entity (device) so that it could get configurations from the OAM server and setup S1/X2 with DeNB. 

Therefore, to ensure the security of software/parameters download from the OAM server to RN, after the RN-eNB established the IP connectivity with the OAM server, the OAM server should perform device authentication on the RN-eNB and establish the TLS between the RN and OAM server.

Considering the OAM server is usually not in the same security domain with the DeNB, it is difficult for the OAM server to tell the DeNB that the RN is trusted node. Hence, when the RN established S1/X2 interfaces, the mutual device authentication should be performed to establish the IPsec between the RN and DeNB. 

Proposal 3.1: The authentication on RN-eNB is needed in addition to the baseline agreement, which is the USIM based authentication on the RN-UE at the HSS and SPID based notification to the MME and DeNB.
Proposal 3.2: An LSout could be sent out to SA3 on how to authenticate the RN-eNB.
2.3   RN information acquisition
Because the legacy UE attach procedure is fully reused for RN-UE attach procedure, it is suggest for the RN to provide its RN-UE capability e.g. UE-Category and RF parameters like a normal UE. 
Proposal 4: The RN provides its RN-UE's capability information according to the legacy UE capability transfer procedure.

After the IP connectivity establishment, the OAM server will provide the configuration parameters to RN such as the PCI, frequency/band indication, cell identifier and TAC etc for coverage like a normal eNB. 
In addition, the RN operation-specific information such as out-band or in-band with/without resource partitioning could be provide by OAM server, because only OAM server knows the carrier frequency parameters and the antenna isolation degree for the access link and backhaul link.
Hence, the DeNB could determine the backhaul link configuration based on the RN’s and DeNB’s own operational information (such as EARFCN) and activate the Un subframes for in-band with resource partitioning.
Proposal 5: The RN provides its operational information to the DeNB for backhaul link configuration.
2.4   Un subframe configuration activation
After the S1/X2 interface is successfully established between the RN and DeNB, the DeNB can start the activation of backhaul link configuration and R-PDCCH monitoring (for inband with resource partitioning case).

When the DeNB determines to activate the Un sub-frame configuration, it sends the RRC message to execute the activation, And the R-PDCCH monitoring can be activated accordingly.

Proposal 6:  The RRC message (e.g. RRC reconfiguration message) is used to activate the R-PDCCH monitoring if the R-PDCCH is used.
When the conditions in the following are fulfilled, the RN can autonomously start the Uu interface without additional signalling from the DeNB:
· the successful establishment of S1/X2 interface
· the successful activation of backhaul link configuration

· the successful activation of R-PDCCH monitoring (when R-PDDCH is configured) 
Proposal 7:  The RN autonomously starts the Uu interface without additional RRC signalling from the DeNB when the above conditions are met.
3   Conclusion
In this contribution, some proposals related to the RN startup procedure are given as follows:
Proposal 1: The RN is pre-configured with the preferred MME information.

Proposal 2: The DeNB should select the MME indicated by the RN during RRC connection setup procedure.
Proposal 3.1: The authentication on RN-eNB is needed in addition to the baseline agreement, which is the USIM-based authentication on the RN-UE at the HSS and the SPID based notification to the MME and DeNB.
Proposal 3.2: An LSout could be sent out to SA3 on how to authenticate the RN-eNB.
Proposal 4: The RN provides its RN-UE's capability information according to the legacy UE capability transfer procedure.

Proposal 5: The RN provides its operational information to the DeNB for backhaul link configuration.
Proposal 6:  The RRC message (e.g. RRC reconfiguration message) is used to activate the R-PDCCH monitoring if the R-PDCCH is used.

Proposal 7:  The RN autonomously starts the Uu interface without additional RRC signalling from the DeNB after the following conditions are met:

· the successful establishment of S1/X2 interface
· the successful activation of backhaul link configuration

· the successful activation of R-PDCCH monitoring (if R-PDCCH is used) 
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