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1. Introduction
At RAN2#68bis, Un link configuration for in-band relay was discussed and following agreements were made [1]: 
· We agree that in certain cases of inband relay, the DeNB needs to be aware of a restricted set of Un subframes that can be used for Un communication.
· DeNB needs to know somehow that it is talking to an RN.
However, details of the Un subframe configuration (e.g., flexibility, configuration method) and the DeNB awareness of the RN being connected were open issues. This paper discusses alternatives on the open issues regarding Un link configuration.
2. Discussion
Fig. 1 illustrates the issues on the Un link configuration during RN attach procedure to be discussed in this paper. 
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Figure 1: Overview of open issues on Un link configuration
2.1. Issue 1: MBSFN subframe configuration method
As discussed in the last meeting, MBSFN subframes for Un link operation are configured by either O&M (Alt.1) or RRC (Alt.2) [2]. O&M can provide MBSFN subframe configuration for both the RN and the DeNB, when the RN attaches to the DeNB. With the O&M approach, interfaces between O&M system and E-UTRAN nodes, e.g., DeNB and RN are implementation dependent and proprietary ones. Furthermore, it makes more cumbersome for the RNs manufactured by different vendors to interwork with O&M systems. Thus, the standard approach by 3GPP, i.e., RRC approach can make sure the interwork with multi-vendor environments. Furthermore, for capacity improvement scenarios, e.g., urban area deployment, coordination of MBSFN subframes among multiple RNs connected the same DeNB would be required so that interference between the RNs can be avoided. RN mobility, if supported in future, might require the Un subframe reconfiguration being used at the target DeNB. Thus, configuration by RRC can ensure the operation in multi-vendor environments and would be future proofing. 
With regards to RRC approach, further consideration is whether the MBSFN subframe is configured by either RRCConnectionReconfiguration (Alt.2.1) or RRCConnectionSetup (Alt2.2). For Alt.2.2 to work, the DeNB has to distinguish the RN from the UE in the RRCConnectionRequest message. In addition, the DeNB has to know if MBSFN subframes need to be configured for the RN requesting connection establishment. The former can be done by introducing RN dedicated establishment cause, e.g., rn-Setup, as proposed in [3], the latter however requires to include backhaul operation information, i.e., whether resource partition is needed or not, in the RRCConnectionRequest message. In light of the fact that only one spare bit is remained in the RRCConnectionRequest-r8-IEs, careful investigation should be done if it deserves to consume the spare bit. 
In contrast, if MBSFN subframes are configured by RRCConnectionReconfiguration (Alt.2.1), the DeNB can learn about the RN being connected by either multiple alternatives discussed in section 2.2 and also the backhaul operation information by the UECapabilityInformation message as proposed in [4], and hence, it is more feasible than including all required information in the RRCConnectionRequest message (Alt.2.2). Furthermore, if RN specific physical layer configuration (e.g., R-PDCCH, etc.) has to be configured, it is also contained within the PhysicalConfigDedicated IE in the RRCConnectionReconfiguration message. As such, the following is proposed.
Proposal 1: MBSFN subframes for Un link operation and the other RN specific physical channel configuration (if needed) should be configured by the RRCConnectionReconfiguration procedure.
2.2. Issue 2: DeNB awareness of RN being connected
For the DeNB to be aware of the RN being connected, following alternatives are considered.
Alternative 1: RN specific establishment cause [3]
RN specific establishment cause for setup procedure is introduced in the RRCConnectionRequest message. 
Alternative 2: RN indication in the UECapabilityInformation message
A single bit to indicate whether the node is an RN or not is added to the UE-EUTRA-Capability IE in the UECapabilityInformation message.
Alternative 3: Retrieve UE profile as RN from HSS
When the RN attaching, UE profile as RN is retrieved from HSS and informed the DeNB by INITIAL CONTEXT SETUP REQUEST message.
Analysis of the alternatives is performed as shown in Table 1.
Table 1: Alternative comparison

	
	Alt.1
	Alt.2
	Alt.3

	Specification impact
	One of three spare bits for the establishment case is consumed.
	A single bit to indicate the RN is added to the UE-EUTRA-Capability IE. 
	The IE to inform the DeNB of UE profile as RN needs to be contained in the INITIAL CONTEXT SETUP REQUEST message.

	Deployment impact
	No impact
	No impact
	IMSI or IMEI needs to be reserved for the RN.

	Support of MME awareness of RN connection (if needed)
	RRC establishment cause can be delivered by the INITIAL UE MESSAGE.
	The UE-EUTRA-Capability IE can be delivered by the UE CAPABILITY INFO INDICATION.
	The MME retrieves the profile and informs the DeNB.

	Support of multi-hop disabled scenario
	The RN can reject the connection request from other RNs during connection setup procedure.
	Upon receipt the RN indication, the RN sends RRCConnectionRelease to the RN and send back the INITIAL CONTEXT SETUP FAILURE to the RN-MME
	Upon receipt the INITIAL CONTEXT SETUP REQUEST, the RN sends RRCConnectionRelease to the RN and send back the INITIAL CONTEXT SETUP FAILURE to the RN-MME

	Support of RN connection in emergency scenario
	RN specific establishment cause is used.
	Existing cause value, “highPriorityAccess” can be reused
	Existing cause value, “highPriorityAccess” can be reused


With regards to specification and deployment impacts, Alt.3 has specification impact of other WGs and its feasibility needs to be confirmed. In addition, since the requirement to minimize the core network impact was agreed in the past meeting [5], solutions at minimum core network impact would be desirable. The key difference between Alt.1 and Alt.2 is how to support special access control, i.e., reject of multi-hopped connection establishment in multi-hop disable scenario and ensuring the RN connection to the DeNB in emergency scenario. Hence, the alternative selection depends on the necessity to support these special cases. As such, the following is proposed. 
Proposal 2: RN specific establishment cause and RN indication in the UECapabilityInformation message are alternatives for the DeNB to be aware of the RN connection and should be studied for further
2.3. Issue 3: Method and trigger to start RN operation
As illustrated in Fig. 1, following alternatives are considered how and when the RN switches from “UE operation” to “RN operation”. 
Alternative 1: Completion of the RRCConnectionReconfiguration (Attach Complete)
Alternative 2: Completion of node configuration by O&M

Alternative 3: Completion of S1/X2 interfaces setup
If this is used for the trigger of Un link operation, e.g., RN specific state transition as proposed in [6] or initiation of  associated physical layer procedure (e.g., R-PDCCH monitoring), Alt.2 requires the interaction between Radio IF protocols and O&M, and hence, would be complicated. To support the trigger of Un operation, Alt.1 seems to be straightforward and desirable. Alt.3 would be required, if the RN, especially lower layer needs to be aware of the completion of S1/X2 IF setup, and hence the necessity should be clarified for further. Therefore, the following is proposed. 
Proposal 3: The RRCConnectionReconfiguration procedure is desirable for the RN to switch from UE operation to RN operation. 
3. Summary and proposal
This paper discussed the open issues on the Un link configuration. In conclusion following proposals ware made:
Proposal 1: MBSFN subframes for Un link operation and the other RN specific physical channel configuration (if needed) should be configured by the RRCConnectionReconfiguration procedure.
Proposal 2: RN specific establishment cause and RN indication in the UECapabilityInformation message are alternatives for the DeNB to be aware of the RN connection and should be studied for further
Proposal 3: The RRCConnectionReconfiguration procedure is desirable for the RN to switch from UE operation to RN operation. 
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