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Discussion and decision
1. Introduction
One of the current SON-MRO mechanisms relies on the RRC connection re-establishment procedure that occurs in the destination cell for detection of “Too Late HO” which stems from non-optimized HO related parameter setting [1]. In an LS RAN3 indicated that the current mechanism is not sufficient to distinguishing between “Too Late HO” and coverage problem because RLF can happen at coverage hole [2], i.e. not necessarily caused by non-optimized HO parameter setting. 

In case of coverage problem, HO parameter optimization would not help and the source eNB changing HO related parameter would most likely be counter productive in terms of MRO. RAN3 asked RAN2 to investigate possible solution to avoid this false alarm problem (e.g. by UE providing additional information in RRC connection re-establishment procedure).
RAN2 has already indicated in their LS [3] a potential solution in which the UE uses a flag in RRC Connection Re-establishment Complete to indicate availability of RSRP/RSRQ measurements at the time of RLF detection, and the “UE Information” procedure is used for signalling of these measurements.  

2. Discussion
2.1. Too late handover scenarios
What the UE could convey to the network through RRC connection re-establishment procedure highly depends on what scenarios we need to cover. One of the things that was briefly discussed in the last meeting is if the case where the target cell for RRC connection re-establishment is not prepared should be covered.

The issue here is that in the non-prepared case, the RRC connection re-establishment procedure will fail and the only message the UE can transmit is RRC Connection Re-establishment Request message. The size limitation of the “message 3” is well known and RRC Connection Re-establishment Request has only two bits of spare value.
Then it was questioned if the non-prepared case really has to be addressed. So in the following we look at what scenarios are targeted by the Too late HO detection.
We can find the following description in [2] for the detection of Too Late HO.
----

If the UE mobility is more aggressive than what the HO parameter settings allow for, handover can be triggered when the signal strength of the source cell is already too low – leading to a RLF; or handover may not be triggered at all if a RLF preempts it. Signature of Too Late HOs may be summarized by:

· RLF in the source cell before the HO was initiated or during HO procedure,

· UE re-establishes the connection in a cell different than the source cell. 
----

The source cell is not always aware of a too late HO because the RLF can occur before the source cell is able to receive the HO-triggering measurement report message (MRM) from the UE. Therefore, a report of the RLF from the target cell in which the radio link is re-established to the source cell is necessary in order to allow the source cell to properly identify the RLF as related to incorrect HO parameter settings. The RLF report can be formalized as follows:

If the UE re-establishes the radio link at eNB B after a RLF at eNB A then eNB B shall report this RLF event to eNB A.
-----
So there are the following two cases for Too Late HO. The first case corresponds to the target- non-prepared case.
1) Handover procedure was not triggered because measurement report was not sent or did not reach the serving cell
2) Handover procedure has been triggered, but HO command was not issued or did not reach the UE  
It should be noted that the target parameters for optimization through MRO Too Late HO detection are “Hysteresis” and “Time-to-Trigger”, which are indeed related to the triggering of measurement report. It would be quite strange if we did not cover the first case because the second case does not happen with conservative setting of those parameters, leading to handover parameter optimization never being triggered.  

We therefore consider it is essential to address both prepared and non-prepared cases.
Proposal 1:
The solution for avoiding false Too Late Handover detection shall address both target cell prepared and non-prepared cases

We believe that the main solution describe in the RAN2 response LS is sufficient from over-the-air (RAN2) point of view. Indeed, a network solution supplementary to the RAN2 solution was proposed in RAN3 [4][5][6].

An alternative solution sketched in the same RAN2 LS has significant impact to the UE implementation as the function then need to involve the UE behaviour remembering  the RLF event and associated measurements in idle mode. This is the first example where UE idle mode will be affected by SON function. We do not think release-9 changes to support the alternative solution  is justifiable.
Proposal 2:
The main solution in the RAN2 reply LS [3] is sufficient from over-the-air support point of view

Proposal 3:
Additional mechanism should not introduce too many changes to the release-9, especially should not involve UE idle mode behaviour
The alternative mentioned in the RAN2 LS seems to come from the desire to avoid the network solution mentioned above. However we are concerned about it being called a solution before the group sees any details about the proposal. Solutions should be compared especially in terms of their overall impact to the system, given that we are addressing release-9.
In the following section, we try to show another solution with minimal changes in the specification and thus less impact to UE implementation, which does not involve neither UE idle mode behaviour nor additional network backhaul signalling.
2.2. Proposed solution
In this proposed solution, in order to address both target-prepared and target-unprepared cases, the remaining two bits in RRC Connection Re-establishment Request is used by the UE to indicate whether the RLF was due to coverage hole or not.
RRCConnectionReestablishmentRequest-r8-IEs ::= SEQUENCE {


ue-Identity






ReestabUE-Identity,


reestablishmentCause



ReestablishmentCause,


spare







BIT STRING (SIZE (2))
}

Coverage hole detection through RLF event has been discussed in the context of Minimisation of Drive Tests [7]. Some simulations showed that the information about radio environment (i.e. RSRP of serving and neighbour cells) at the time of RLF event can tell whether the RLF is due to coverage hole or other reasons. However it is obvious that  the cell measurement results will not fit into the two-bit spare in RRC Connection Re-establishment Request.
One solution is to realize the evaluation of “coverage hole” criteria in the UE, as opposed to sending the measurement results and have the eNB perform the evaluation. This way only a flag is needed in the UL signalling.

The criteria shown in [8] (i.e. no good candidate cells around at RLF event) is indeed quite simple and seems doable in the UE. Alternative criterion can be the status of Time-To-Trigger. If there is any other candidate cell around, Time-To-Trigger should be running by the time RLF is declared (note RLF detection mechanism itself also has counter and time based hysteresis).
Proposal 4:
Have the UE evaluate whether the RLF was caused by coverage problem and report it (a flag) to the network

Proposal 5:
Use one of the two-bit spare in the RRC Connection Re-establishment Request message for this purpose
In order to facilitate RAN2 discussion based on comparison among solutions on the table, we provided a text proposal in the Annex of this document.
3. Conclusion
In this document we discussed the issue identified in the RAN3 LS [1]. The following proposal were made based on the analysis provided.
Proposal 1:
The solution for avoiding false Too Late Handover detection shall address both target cell prepared and non-prepared cases
Proposal 2:
The main solution in the RAN2 reply LS [3] is sufficient from over-the-air support point of view

Proposal 3:
Additional mechanism should not introduce too many changes to the release-9, especially should not involve UE idle mode behaviour

We proposed an alternative solution for the case that the supplementary network solution [4][5][6] could not be agreed.  The pseudo CR in the Annex of this document is aiming at helping related discussions in RAN2.
Proposal 4:
Have the UE evaluate whether the RLF was caused by coverage problem and report it (a flag) to the network

Proposal 5:
Use one of the two-bit spare in the RRC Connection Re-establishment Request message for this purpose
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Annex: Pseudo CR
5.3.7.4
Actions related to transmission of RRCConnectionReestablishmentRequest message

The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:

1>
set the ue-Identity as follows:

2>
set the c-RNTI to the C-RNTI used in the source cell (handover and mobility from E-UTRA failure) or used in the cell in which the trigger for the re-establishment occurred (other cases);

2>
set the physCellId to the physical cell identity of the source cell (handover and mobility from E-UTRA failure) or of the cell in which the trigger for the re-establishment occurred (other cases);

2>
set the shortMAC-I to the 16 least significant bits of the MAC-I calculated:

3>
over the ASN.1 encoded as per section 8 (i.e., a multiple of 8 bits) VarShortMAC-Input;

3>
with the KRRCint key and integrity protection algorithm that was used in the source cell (handover and mobility from E-UTRA failure) or of the cell in which the trigger for the re-establishment occurred (other cases); and

3>
with all input bits for COUNT, BEARER and DIRECTION set to binary ones;

1>
set the reestablishmentCause as follows:

2>
if the re-establishment procedure was initiated due to reconfiguration failure as specified in 5.3.5.5 (the UE is unable to comply with the reconfiguration):

3>
set the reestablishmentCause to the value 'reconfigurationFailure';

2>
else if the re-establishment procedure was initiated due to handover failure as specified in 5.3.5.6 (intra-LTE handover failure) or 5.4.3.5 (inter-RAT mobility from EUTRA failure):

3>
set the reestablishmentCause to the value 'handoverFailure';

2>
else:

3>
set the reestablishmentCause to the value 'otherFailure';
1>
set the rlfIndicator-r9 as follows:
2>
if the re-establishment procedure was initiated due to radio link failure, in accordance with 5.3.11:
3>
if, at the time of detecting the radio link failure, the serving cell at which the UE detected the radio link failure was the best cell and the average RSRP from three best cells is below [-127] dBm:

4>
set the rlfIndicator-r9  to TRUE;
3>
else;

4>
set the rlfIndicator-r9  to FALSE;
2>
else:
3>
set the rlfIndicator-r9  to FALSE;
The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.
----------

–
RRCConnectionReestablishmentRequest
The RRCConnectionReestablishmentRequest message is used to request the reestablishment of an RRC connection.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: UE to E‑UTRAN

RRCConnectionReestablishmentRequest message
-- ASN1START

RRCConnectionReestablishmentRequest ::= SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionReestablishmentRequest-r8












RRCConnectionReestablishmentRequest-r8-IEs,



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCConnectionReestablishmentRequest-r8-IEs ::= SEQUENCE {


ue-Identity






ReestabUE-Identity,


reestablishmentCause



ReestablishmentCause,

rlfIndicator-r9





BOOLEAN,

spare







BIT STRING (SIZE (1))

}

ReestabUE-Identity ::=



SEQUENCE {


c-RNTI







C-RNTI,


physCellId






PhysCellId,


shortMAC-I






ShortMAC-I

}

ReestablishmentCause ::=


ENUMERATED {











reconfigurationFailure, handoverFailure,











otherFailure, spare1}

-- ASN1STOP

	RRCConnectionReestablishmentRequest field descriptions

	ue-Identity

UE identity included to retrieve UE context and to facilitate contention resolution by lower layers.

	reestablishmentCause

Indicates the failure cause that triggered the re-establishment procedure.

	physCellId

The Physical Cell Identity of the cell the UE was connected to prior to the failure.

	RlfIndicator-r9
Indicates the characteristic of radio link failure event that triggered the re-establishment procedure.
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