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5.3.1.3
Connected mode mobility

In RRC_CONNECTED, the network controls UE mobility, i.e. the network decides when the UE shall move to which cell (which may be on another frequency or RAT). For network controlled mobility in RRC_CONNECTED, handover is the only procedure that is defined. The network triggers the handover procedure e.g. based on radio conditions, load. To facilitate this, the network may configure the UE to perform measurement reporting (possibly including the configuration of measurement gaps). The network may also initiate handover blindly, i.e. without having received measurement reports from the UE.

Before sending the handover message to the UE, the source eNB prepares one or more target cells. The target eNB generates the message used to perform the handover, i.e. the message including the AS-configuration to be used in the target cell. The source eNB transparently (i.e. does not alter values/ content) forwards the handover message/ information received from the target to the UE. When appropriate, the source eNB may initiate data forwarding for (a subset of) the DRBs.

After receiving the handover message, the UE attempts to access the target cell at the first available RACH occasion according to Random Access resource selection defined in TS 36.321 [6], i.e. the handover is asynchronous. Consequently, when allocating a dedicated preamble for the random access in the target cell, E-UTRA shall ensure it is available from the first RACH occasion the UE may use. Upon successful completion of the handover, the UE sends a message used to confirm the handover.
If the target eNB is from an earlier release, it may not comprehend the UE configuration provided by the source eNB.  In this case, the target eNB should use the “Full Configuration” to reconfigure the UE for Handover and Re-establishment.  Full Configuration provides the full configuration to be used by the UE and totally replaces the configuration used by the UE in the source cell with the exception that the security algorithms should be continued for the re-establishment.  
After the successful completion of handover, PDCP SDUs may be re-transmitted in the target cell. This only applies for DRBs using RLC-AM mode. The further details are specified in TS 36.323 [8]. After the successful completion of handover, the SN and the HFN are reset except for the DRBs using RLC-AM mode (for which both SN and HFN continue). The further details are specified in TS 36.323 [8]. The SN and HFN are reset for all bearers (SRB and DRBs) irrespective of the RLC mode during the HO involving Full Configuration.
One UE behaviour to be performed upon handover is specified, i.e. this is regardless of the handover procedures used within the network (e.g. whether the handover includes X2 or S1 signalling procedures).

The source eNB should, for some time, maintain a context to enable the UE to return in case of handover failure. After having detected handover failure, the UE attempts to resume the RRC connection either in the source or in another cell using the RRC re-establishment procedure. This connection resumption succeeds only if the accessed cell is prepared, i.e. concerns a cell of the source eNB or of another eNB towards which handover preparation has been performed.
	*********    Next Change   ********


5.3.5
RRC connection reconfiguration

5.3.5.1
General
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Figure 5.3.5.1-1: RRC connection reconfiguration, successful
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Figure 5.3.5.1-2: RRC connection reconfiguration, failure

The purpose of this procedure is to modify an RRC connection, e.g. to establish/ modify/ release RBs, to perform handover, to setup/ modify/ release measurements. As part of the procedure, NAS dedicated information may be transferred from E-UTRAN to the UE.

5.3.5.2
Initiation

E-UTRAN may initiate the RRC connection reconfiguration procedure to a UE in RRC_CONNECTED. E-UTRAN applies the procedure as follows:

-
the mobilityControlInfo is included only when AS-security has been activated, and SRB2 with at least one DRB are setup and not suspended;

-
the establishment of RBs (other than SRB1, that is established during RRC connection establishment) is included only when AS security has been activated;

5.3.5.3
Reception of an RRCConnectionReconfiguration not including the mobilityControlInfo by the UE

If the RRCConnectionReconfiguration message does not include the mobilityControlInfo and the UE is able to comply with the configuration included in this message, the UE shall:
1>
if this is the first RRCConnectionReconfiguration message after successful completion of the RRC Connection Re-establishment procedure:

2>
re-establish PDCP for SRB2 and for all DRBs that are established, if any;

2>
re-establish RLC for SRB2 and for all DRBs that are established, if any;

2> if the RRCConnectionReconfiguration message includes the fullConfig IE:
3> perform the radio resource configuration procedure as specified in section 5.3.x.x
2>
if the RRCConnectionReconfiguration message includes the radioResourceConfigDedicated:

3>
perform the radio resource configuration procedure as specified in 5.3.10;

2> resume SRB2 and all DRBs that are suspended, if any;
NOTE 1:
The handling of the radio bearers after the successful completion of the PDCP re-establishment, e.g. the re-transmission of unacknowledged PDCP SDUs (as well as the associated status reporting), the handling of the SN and the HFN, is specified in TS 36.323 [8].

1>
else:
2>
if the RRCConnectionReconfiguration message includes the radioResourceConfigDedicated:

3>
perform the radio resource configuration procedure as specified in 5.3.10;

NOTE 2:
If the RRCConnectionReconfiguration message includes the establishment of radio bearers other than SRB1, the UE may start using these radio bearers immediately, i.e. there is no need to wait for an outstanding acknowledgment of the SecurityModeComplete message.

1>
if the RRCConnectionReconfiguration message includes the dedicatedInfoNASList:

2>
forward each element of the dedicatedInfoNASList to upper layers in the same order as listed;

1>
if the RRCConnectionReconfiguration message includes the measConfig:

2>
perform the measurement configuration procedure as specified in 5.5.2;

1>
if the RRCConnectionReconfiguration message includes the reportProximityConfig:

2>
perform the proximity indication configuration procedure as specified in 5.3.5.7;

1>
submit the RRCConnectionReconfigurationComplete message to lower layers for transmission using the new configuration, upon which the procedure ends;

5.3.5.4
Reception of an RRCConnectionReconfiguration including the mobilityControlInfo by the UE (handover)

If the RRCConnectionReconfiguration message includes the mobilityControlInfo and the UE is able to comply with the configuration included in this message, the UE shall:
1>
stop timer T310, if running;

1>
start timer T304 with the timer value set to t304, as included in the mobilityControlInfo;

1>
if the carrierFreq is included:

2>
consider the target cell to be one on the frequency indicated by the carrierFreq with a physical cell identity indicated by the targetPhysCellId;

1>
else:

2>
consider the target cell to be one on the current frequency with a physical cell identity indicated by the targetPhysCellId;

1>
start synchronising to the DL of the target cell;

NOTE 1:
The UE should perform the handover as soon as possible following the reception of the RRC message triggering the handover, which could be before confirming successful reception (HARQ and ARQ) of this message.

1>
reset MAC;

1>
re-establish PDCP for all RBs that are established;

NOTE 2:
The handling of the radio bearers after the successful completion of the PDCP re-establishment, e.g. the re-transmission of unacknowledged PDCP SDUs (as well as the associated status reporting), the handling of the SN and the HFN, is specified in TS 36.323 [8].

1>
re-establish RLC for all RBs that are established;

1>
apply the value of the newUE-Identity as the C-RNTI;
1> if the RRCConnectionReconfiguration message includes the fullConfig IE:

2> perform the radio resource configuration procedure as specified in section 5.3.x.x
1>
configure lower layers in accordance with the received radioResourceConfigCommon;

1>
configure lower layers in accordance with any additional fields, not covered in the previous, if included in the received mobilityControlInfo;

1>
if the RRCConnectionReconfiguration message includes the radioResourceConfigDedicated:

2>
perform the radio resource configuration procedure as specified in 5.3.10;

1>
if the keyChangeIndicator received in the securityConfigHO is set to TRUE:

2>
update the KeNB key based on the fresh KASME key taken into use with the previous successful NAS SMC procedure, as specified in TS 33.401 [32];

1>
else:

2>
update the KeNB key based on the current KeNB or the NH, using the nextHopChainingCount value indicated in the securityConfigHO, as specified in TS 33.401 [32];

1>
store the nextHopChainingCount value;

1>
if the securityAlgorithmConfig is included in the securityConfigHO:

2>
derive the KRRCint key associated with the integrityProtAlgorithm, as specified in TS 33.401 [32];

2>
derive the KRRCenc key and the KUPenc key associated with the cipheringAlgorithm, as specified in TS 33.401 [32];

1>
else:

2>
derive the KRRCint key associated with the current integrity algorithm, as specified in TS 33.401 [32];

2>
derive the KRRCenc key and the KUPenc key associated with the current ciphering algorithm, as specified in TS 33.401 [32];

1>
configure lower layers to apply the integrity protection algorithm and the KRRCint key, i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply the ciphering algorithm, the KRRCenc key and the KUPenc key, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
perform the measurement related actions as specified in 5.5.6.1;

1>
if the RRCConnectionReconfiguration message includes the measConfig:

2>
perform the measurement configuration procedure as specified in 5.5.2;

1>
if the RRCConnectionReconfiguration message includes the reportProximityConfig:

2>
perform the proximity indication configuration procedure as specified in 5.3.5.7;

1>
submit the RRCConnectionReconfigurationComplete message to lower layers for transmission;

1>
if MAC successfully completes the random access procedure:

2>
stop timer T304;

2>
apply the parts of the CQI reporting configuration, the scheduling request configuration and the sounding RS configuration that do not require the UE to know the SFN of the target cell, if any;
2>
apply the parts of the measurement and the radio resource configuration that require the UE to know the SFN of the target cell (e.g. measurement gaps, periodic CQI reporting, scheduling request configuration, sounding RS configuration), if any, upon acquiring the SFN of the target cell;

NOTE 3:
Whenever the UE shall setup or reconfigure a configuration in accordance with a field that is received it applies the new configuration, except for the cases addressed by the above statements.

2>
the procedure ends;
NOTE 4:
The UE is not required to determine the SFN of the target cell by acquiring system information from that cell before performing RACH access in the target cell.
5.3.x.x
Reception of an RRCConnectionReconfiguration including the fullConfig IE  by the UE
If the RRCConnectionReconfiguration message includes the fullConfig, the UE shall:
1> release/ clear all current configurations except the security configuration and PDCP, RLC and logical channel configurations for the RBs;
1> If the RRCConnectionReconfiguration message includes the mobilityControlInfo:
2> apply the default physical channel configuration as specified in 9.2.4;

2> apply the default semi-persistent scheduling configuration as specified in 9.2.3;

2> apply the default MAC main configuration as specified in 9.2.2;
2> delete the SecurityAlgorithmConfig 
1> for each srb-Identity value included in the srb-ToAddModList that is part of the current UE configuration (SRB reconfiguration):

2> discard the current PDCP, RLC and logical channel configurations;
2> apply the specified configuration defined in 9.1.2 for the corresponding SRB;

2> reconfigure the PDCP entity in accordance with the received security configuration;

1>
for each eps-BearerIdentity value included in the drb-ToAddModList that is part of the current UE configuration:

2> perform the DRB release as specified in 5.3.10.2 without releasing the eps-bearerIdentity or informing upper layers
NOTE: 
This is to trigger the setup of the DRBs within the AS with the new configuration using eps-bearerIdentity as the anchor for associating the released and re-setup DRB.
1> for each eps-BearerIdentity value that is part of the current UE configuration but not part of the drb-ToAddModList
2> perform DRB release as specified in 5.3.10.2;
	*********    For information   ********


5.3.7
RRC connection re-establishment

5.3.7.1
General
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Figure 5.3.7.1-1: RRC connection re-establishment, successful
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Figure 5.3.7.1-2: RRC connection re-establishment, failure

The purpose of this procedure is to re-establish the RRC connection, which involves the resumption of SRB1 operation and the re-activation of security.

A UE in RRC_CONNECTED, for which security has been activated, may initiate the procedure in order to continue the RRC connection. The connection re-establishment succeeds only if the concerned cell is prepared i.e. has a valid UE context. In case E-UTRAN accepts the re-establishment, SRB1 operation resumes while the operation of other radio bearers remains suspended. If AS security has not been activated, the UE does not initiate the procedure but instead moves to RRC_IDLE directly.
E-UTRAN applies the procedure as follows:

-
to reconfigure SRB1 and to resume data transfer only for this RB;

-
to re-activate AS security without changing algorithms.

5.3.7.2
Initiation

The UE shall only initiate the procedure when AS security has been activated. The UE initiates the procedure when one of the following conditions is met:

1>
upon detecting radio link failure, in accordance with 5.3.11; or

1>
upon handover failure, in accordance with 5.3.5.6; or

1>
upon mobility from E-UTRA failure, in accordance with 5.4.3.5; or

1>
upon integrity check failure indication from lower layers; or

1>
upon an RRC connection reconfiguration failure, in accordance with 5.3.5.5;
Upon initiation of the procedure, the UE shall:

1>
stop timer T310, if running;

1>
start timer T311;

1> suspend all RBs except SRB0;

1>
reset MAC;

1>
apply the default physical channel configuration as specified in 9.2.4;

1>
apply the default semi-persistent scheduling configuration as specified in 9.2.3;

1>
apply the default MAC main configuration as specified in 9.2.2;

1>
perform cell selection in accordance with the cell selection process as specified in TS 36.304 [4];

5.3.7.3
Actions following cell selection while T311 is running

Upon selecting a suitable E-UTRA cell, the UE shall:

1>
stop timer T311;

1>
start timer T301;

1>
apply the timeAlignmentTimerCommon included in SystemInformationBlockType2;

1>
initiate transmission of the RRCConnectionReestablishmentRequest message in accordance with 5.3.7.4;

NOTE:
This procedure applies also if the UE returns to the source cell.
Upon selecting an inter-RAT cell, the UE shall:

1>
perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause 'RRC connection failure';
5.3.7.4
Actions related to transmission of RRCConnectionReestablishmentRequest message

The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:

1>
set the ue-Identity as follows:

2>
set the c-RNTI to the C-RNTI used in the source cell (handover and mobility from E-UTRA failure) or used in the cell in which the trigger for the re-establishment occurred (other cases);

2>
set the physCellId to the physical cell identity of the source cell (handover and mobility from E-UTRA failure) or of the cell in which the trigger for the re-establishment occurred (other cases);

2>
set the shortMAC-I to the 16 least significant bits of the MAC-I calculated:

3>
over the ASN.1 encoded as per section 8 (i.e., a multiple of 8 bits) VarShortMAC-Input;

3>
with the KRRCint key and integrity protection algorithm that was used in the source cell (handover and mobility from E-UTRA failure) or of the cell in which the trigger for the re-establishment occurred (other cases); and

3>
with all input bits for COUNT, BEARER and DIRECTION set to binary ones;
1>
set the reestablishmentCause as follows:

2>
if the re-establishment procedure was initiated due to reconfiguration failure as specified in 5.3.5.5 (the UE is unable to comply with the reconfiguration):

3>
set the reestablishmentCause to the value 'reconfigurationFailure';

2>
else if the re-establishment procedure was initiated due to handover failure as specified in 5.3.5.6 (intra-LTE handover failure) or 5.4.3.5 (inter-RAT mobility from EUTRA failure):

3>
set the reestablishmentCause to the value 'handoverFailure';

2>
else:

3>
set the reestablishmentCause to the value 'otherFailure';

The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.

5.3.7.5
Reception of the RRCConnectionReestablishment by the UE

NOTE:
Prior to this, lower layer signalling is used to allocate a C-RNTI. For further details see TS 36.321 [6];

The UE shall:

1>
stop timer T301;

1>
re-establish PDCP for SRB1;

1>
re-establish RLC for SRB1;
1>
perform the radio resource configuration procedure in accordance with the received radioResourceConfigDedicated and as specified in 5.3.10;

1>
resume SRB1;

1>
update the KeNB key based on the KASME key to which the current KeNB is associated, using the nextHopChainingCount value indicated in the RRCConnectionReestablishment message, as specified in TS 33.401 [32];

1>
store the nextHopChainingCount value;

1>
derive the KRRCint key associated with the previously configured integrity algorithm, as specified in TS 33.401 [32];

1>
derive the KRRCenc key and the KUPenc key associated with the previously configured ciphering algorithm, as specified in TS 33.401 [32];

1>
configure lower layers to activate integrity protection using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply ciphering using the previously configured algorithm, the KRRCenc key and the KUPenc key immediately, i.e., ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
perform the measurement related actions as specified in 5.5.6.1;

1> submit the RRCConnectionReestablishmentComplete message to lower layers for transmission, upon which the procedure ends;
5.3.7.6
T311 expiry

Upon T311 expiry, the UE shall:

1>
perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause 'RRC connection failure';
5.3.7.7
T301 expiry or selected cell no longer suitable

The UE shall:

1>
if timer T301 expires; or

1>
if the selected cell becomes no longer suitable according to the cell selection criteria as specified in TS 36.304 [4]:

2>
perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause 'RRC connection failure';
5.3.7.8
Reception of RRCConnectionReestablishmentReject by the UE

Upon receiving the RRCConnectionReestablishmentReject message, the UE shall:

1>
perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause 'RRC connection failure';
	*********    Next Change   ********


5.3.10
Radio resource configuration

5.3.10.0
General

The UE shall:

1>
if the received radioResourceConfigDedicated includes the srb-ToAddModList:

2>
perform the SRB addition or reconfiguration as specified in 5.3.10.1;

1>
if the received radioResourceConfigDedicated includes the drb-ToReleaseList:

2>
perform DRB release as specified in 5.3.10.2;

1>
if the received radioResourceConfigDedicated includes the drb-ToAddModList:

2>
perform DRB addition or reconfiguration as specified in 5.3.10.3;

1>
if the received radioResourceConfigDedicated includes the mac-MainConfig:

2>
perform MAC main reconfiguration as specified in 5.3.10.4;

1>
if the received radioResourceConfigDedicated includes sps-Config:

2>
perform SPS reconfiguration according to 5.3.10.5;

1>
if the received radioResourceConfigDedicated includes the physicalConfigDedicated:

2>
reconfigure the physical channel configuration as specified in 5.3.10. 6.

1>
if the received radioResourceConfigDedicated includes the rlf-TimersAndConstants:

2>
reconfigure the values of timers and constants as specified in 5.3.10.7;
5.3.10.1
SRB addition/ modification

The UE shall:

1>
for each srb-Identity value included in the srb-ToAddModList that is not part of the current UE configuration (SRB establishment):

2>
apply the specified configuration defined in 9.1.2 for the corresponding SRB;

2> establish a PDCP entity and configure it with the current security configuration, if applicable;

2>
establish an RLC entity in accordance with the received rlc-Config;

2>
establish a DCCH logical channel in accordance with the received logicalChannelConfig and with the logical channel identity set in accordance with 9.1.2;
1>
for each srb-Identity value included in the srb-ToAddModList that is part of the current UE configuration (SRB reconfiguration):

2>
reconfigure the RLC entity in accordance with the received rlc-Config;

2>
reconfigure the DCCH logical channel in accordance with the received logicalChannelConfig;
5.3.10.2
DRB release

The UE shall:

1>
for each drb-Identity value included in the drb-ToReleaseList that is part of the current UE configuration (DRB release
2>
release the PDCP entity;

2>
release the RLC entity or entities;

2>
release the DTCH logical channel;

1>
if the procedure was triggered due to handover:

2>
indicate the release of the DRB(s) and the eps-BearerIdentity of the released DRB(s) to upper layers after successful handover;

1> else:

2>
indicate the release of the DRB(s) and the eps-BearerIdentity of the released DRB(s) to upper layers immediately.

NOTE:
The UE does not consider the message as erroneous if the drb-ToReleaseList includes any drb-Identity value that is not part of the current UE configuration.

5.3.10.3
DRB addition/ modification

The UE shall:

1>
for each drb-Identity value included in the drb-ToAddModList that is not part of the current UE configuration (DRB establishment):

2>
establish a PDCP entity and configure it with the current security configuration and in accordance with the received pdcp-Config;

2>
establish an RLC entity or entities in accordance with the received rlc-Config;

2>
establish a DTCH logical channel in accordance with the received logicalChannelIdentity and the received logicalChannelConfig;
1> if the RRCConnectionReconfiguration message includes the fullConfig IE:
2> associate the established DRB with corresponding included eps-BearerIdentity;
1> else:
2>
indicate the establishment of the DRB(s) and the eps-BearerIdentity of the established DRB(s) to upper layers;

1>
for each drb-Identity value included in the drb-ToAddModList that is part of the current UE configuration (DRB reconfiguration):
2>
if the pdcp-Config is included:

3>
reconfigure the PDCP entity in accordance with the received pdcp-Config;

2>
if the rlc-Config is included:

3>
reconfigure the RLC entity or entities in accordance with the received rlc-Config;

2>
if the logicalChannelConfig is included:

3>
reconfigure the DTCH logical channel in accordance with the received logicalChannelConfig;

NOTE:
Removal and addition of the same drb-Identity in single radioResourceConfiguration is not supported.
	*********    Next Change   ********


–
RRCConnectionReconfiguration
The RRCConnectionReconfiguration message is the command to modify an RRC connection. It may convey information for measurement configuration, mobility control, radio resource configuration (including RBs, MAC main configuration and physical channel configuration) including any associated dedicated NAS information and security configuration.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

RRCConnectionReconfiguration message
-- ASN1START

RRCConnectionReconfiguration ::=
SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcConnectionReconfiguration-r8

RRCConnectionReconfiguration-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCConnectionReconfiguration-r8-IEs ::= SEQUENCE {


measConfig






MeasConfig





OPTIONAL,
-- Need ON

mobilityControlInfo




MobilityControlInfo



OPTIONAL,
-- Cond HO

dedicatedInfoNASList



SEQUENCE (SIZE(1..maxDRB)) OF












DedicatedInfoNAS


OPTIONAL,
-- Cond nonHO


radioResourceConfigDedicated

RadioResourceConfigDedicated
OPTIONAL, -- Cond HO-toEUTRA

securityConfigHO




SecurityConfigHO



OPTIONAL,
-- Cond HO

nonCriticalExtension-v890


RRCConnectionReconfiguration-v890-IEs
OPTIONAL
-- Need ON
}

RRCConnectionReconfiguration-890-IEs ::= SEQUENCE {


fullConfig-r8





ENUMERATED {true}



OPTIONAL, 
-- Cond HO-Reestab


nonCriticalExtension-v9x0


RRCConnectionReconfiguration-v9x0-IEs
OPTIONAL
-- Need OP

}

RRCConnectionReconfiguration-v9x0-IEs ::= SEQUENCE {


reportProximityConfig-r9


ReportProximityConfig-r9

OPTIONAL,
-- Need ON

nonCriticalExtension



SEQUENCE {}





OPTIONAL
-- Need OP

}

SecurityConfigHO ::=



SEQUENCE {


handoverType





CHOICE {



intraLTE






SEQUENCE {




securityAlgorithmConfig



SecurityAlgorithmConfig

OPTIONAL,
-- Need OP




keyChangeIndicator




BOOLEAN,




nextHopChainingCount



NextHopChainingCount



},



interRAT






SEQUENCE {




securityAlgorithmConfig



SecurityAlgorithmConfig,




nas-SecurityParamToEUTRA


OCTET STRING (SIZE(6))



}


},


...

}

ReportProximityConfig-r9 ::= SEQUENCE {


eutra-r9






ENUMERATED {allowed, notAllowed},


utra-r9







ENUMERATED {allowed, notAllowed},


...

}

-- ASN1STOP

	RRCConnectionReconfiguration field descriptions

	dedicatedInfoNASList
This field is used to transfer UE specific NAS layer information between the network and the UE. The RRC layer is transparent for each PDU in the list.

	nas-securityParamToEUTRA

This field is used to transfer UE specific NAS layer information between the network and the UE. The RRC layer is transparent for this field, although it affects activation of AS- security after inter-RAT handover to E-UTRA. The content is defined in TS 24.301.

	keyChangeIndicator

‘true’ is used only in an intra-cell handover when a KeNB key is derived from a native KASME key taken into use through the successful NAS SMC, as described in TS 33.401 [32] for KeNB re-keying. ’false’ is used in an intra-LTE handover when the new KeNB key is obtained from the current KeNB key or from the NH as described in TS 33.401 [32].

	nextHopChainingCount

Parameter NCC: See TS 33.401 [32]

	fullConfig
Indicates the reconfiguration message is the full configuration and UE should discarding the current configuration and this configuration as the full configuration.


	Conditional presence
	Explanation

	HO
	The field is mandatory present in case of handover within E-UTRA or to E-UTRA; otherwise the field is not present.

	nonHO
	The field is not present in case of handover within E-UTRA or to E-UTRA; otherwise it is optional present, need ON.

	HO-toEUTRA
	The field is mandatory present in case of handover to E-UTRA and when fullConfig IE is included; otherwise the field is optionally present, need ON.

	HO-Reestab
	This field is optionally present, need OR, for HO within E-UTRAN and for first reconfiguration after re-establishment; otherwise the field is not present.


	*********    Next Change   ********


–
PDCP-Config
The IE PDCP-Config is used to set the configurable PDCP parameters for data radio bearers.

PDCP-Config information element
-- ASN1START

PDCP-Config ::=





SEQUENCE {


discardTimer





ENUMERATED {












ms50, ms100, ms150, ms300, ms500,












ms750, ms1500, infinity


}














OPTIONAL,


-- Cond Setup


rlc-AM







SEQUENCE {



statusReportRequired



BOOLEAN


}














OPTIONAL,


-- Cond Rlc-AM


rlc-UM







SEQUENCE {



pdcp-SN-Size





ENUMERATED {len7bits, len12bits}


}














OPTIONAL,


-- Cond Rlc-UM


headerCompression




CHOICE {



notUsed







NULL,



rohc







SEQUENCE {




maxCID







INTEGER (1..16383)



DEFAULT 15,




profiles






SEQUENCE {





profile0x0001





BOOLEAN,





profile0x0002





BOOLEAN,





profile0x0003





BOOLEAN,





profile0x0004





BOOLEAN,





profile0x0006





BOOLEAN,





profile0x0101





BOOLEAN,





profile0x0102





BOOLEAN,





profile0x0103





BOOLEAN,





profile0x0104





BOOLEAN




},




...



}


},


...

}

-- ASN1STOP

	PDCP-Config field descriptions

	discardTimer

Indicates the discard timer value specified in TS 36.323 [8]. Value in milliseconds. Value ms50 means 50 ms, ms100 means 100 ms and so on.

	statusReportRequired

Indicates whether or not the UE shall send a PDCP Status Report upon re-establishment of the PDCP entity as specified in TS 36.323 [8].

	pdcp-SN-Size

Indicates the PDCP Sequence Number length in bits. Value len7bits means that the 7-bit PDCP SN format is used and len12bits means that the 12-bit PDCP SN format is used, as specified in TS 36.323 [8].

	maxCID

Indicates the value of the MAX_CID parameter as specified in TS 36.323 [8].

	profiles

The profiles used by both compressor and decompressor in both UE and E-UTRAN. The field indicates which of the ROHC profiles specified in TS 36.323 [8] are supported, i.e. value 'true' indicates that the profile is supported. Profile 0x0000 shall always be supported when the use of ROHC is configured. If support of two ROHC profile identifiers with the same 8 LSB’s is signalled, only the profile corresponding to the highest value shall be applied.


	Conditional presence
	Explanation

	Setup
	The field is mandatory present in case of radio bearer setup and when fullConfig IE is included in the RRCConnectionReconfiguration message. Otherwise the field is not present.

	Rlc-AM
	The field is mandatory present upon setup of a PDCP entity and when fullConfig IE is included in the RRCConnectionReconfiguration message for a radio bearer configured with RLC AM. The field is optional, need ON, in case of reconfiguration of a PDCP entity at handover when fullConfig IE is not included in the RRCConnectionReconfiguration message for a radio bearer configured with RLC AM. Otherwise the field is not present.

	Rlc-UM
	The field is mandatory present upon setup of a PDCP entity for a radio bearer configured with RLC UM. Otherwise the field is not present.


	*********    Next Change   ********


–
RadioResourceConfigDedicated
The IE RadioResourceConfigDedicated is used to setup/modify/release RBs, to modify the MAC main configuration, to modify the SPS configuration and to modify dedicated physical configuration.
RadioResourceConfigDedicated information element
-- ASN1START

RadioResourceConfigDedicated ::=

SEQUENCE {


srb-ToAddModList




SRB-ToAddModList


OPTIONAL, 

-- Cond HO-Conn

drb-ToAddModList




DRB-ToAddModList


OPTIONAL, 

-- Cond HO-toEUTRA

drb-ToReleaseList




DRB-ToReleaseList


OPTIONAL, 

-- Need ON

mac-MainConfig





CHOICE {




explicitValue




MAC-MainConfig,




defaultValue




NULL


}

OPTIONAL,















-- Cond HO-toEUTRA2

sps-Config






SPS-Config 




OPTIONAL,

-- Need ON

physicalConfigDedicated



PhysicalConfigDedicated

OPTIONAL,

-- Need ON

...,


radioResourceConfigDedicated-v9x0
RadioResourceConfigDedicated-v9x0-IEs
OPTIONAL
-- Need ON

}

RadioResourceConfigDedicated-v9x0-IEs ::=
SEQUENCE {


rlf-TimersAndConstants-r9


RLF-TimersAndConstants-r9 
OPTIONAL

-- Need ON

}

SRB-ToAddModList ::=



SEQUENCE (SIZE (1..2)) OF SRB-ToAddMod

SRB-ToAddMod ::=
SEQUENCE {


srb-Identity





INTEGER (1..2),


rlc-Config






CHOICE {



explicitValue





RLC-Config,



defaultValue





NULL


}

OPTIONAL,















-- Cond Setup


logicalChannelConfig



CHOICE {



explicitValue





LogicalChannelConfig,



defaultValue





NULL


}

OPTIONAL,















-- Cond Setup


...

}

DRB-ToAddModList ::=



SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod
DRB-ToAddMod ::=
SEQUENCE {


eps-BearerIdentity




INTEGER (0..15)


OPTIONAL,

-- Cond DRB-Setup

drb-Identity





DRB-Identity,


pdcp-Config






PDCP-Config



OPTIONAL,

-- Cond PDCP

rlc-Config






RLC-Config



OPTIONAL,

-- Cond Setup


logicalChannelIdentity



INTEGER (3..10)


OPTIONAL,

-- Cond DRB-Setup


logicalChannelConfig



LogicalChannelConfig
OPTIONAL,

-- Cond Setup


...

}

DRB-ToReleaseList ::=



SEQUENCE (SIZE (1..maxDRB)) OF DRB-Identity
-- ASN1STOP

	RadioResourceConfigDedicated field descriptions

	srb-Identity

Value 1 is applicable for SRB1 only.

Value 2 is applicable for SRB2 only.

	rlc-Config

For SRBs a choice is used to indicate whether the RLC configuration is signalled explicitly or set to the values defined in the default RLC configuration for SRB1 in 9.2.1.1 or for SRB2 in 9.2.1.2. RLC AM is the only applicable RLC mode for SRB1 and SRB2. E-UTRAN does not reconfigure the RLC mode of DRBs except when a Full Configuration is used, and may reconfigure the UM RLC SN field size only upon handover within E-UTRA or upon the first reconfiguration after RRC connection re-establishment.

	mac-MainConfig

Although the ASN.1 includes a choice that is used to indicate whether the mac-MainConfig is signalled explictly or set to the default MAC main configuration as specified in 9.2.2, EUTRAN does not apply "defaultValue".

	sps-Config

The default SPS configuration is specified in 9.2.3.

	physicalConfigDedicated

The default dedicated physical configuration is specified in 9.2.4.

	logicalChannelConfig

For SRBs a choice is used to indicate whether the logical channel configuration is signalled explicitly or set to the default logical channel configuration for SRB1 as specified in 9.2.1.1 or for SRB2 as specified in 9.2.1.2.

	logicalChannelIdentity

The logical channel identity for both UL and DL.


	Conditional presence
	Explanation

	DRB-Setup
	The field is mandatory present if the corresponding DRB is being set up (including bearer setup at handover to E-UTRA) and when fullConfig IE is included in the RRCConnectionReconfiguration message; otherwise it is not present.

	PDCP
	The field is mandatory present if the corresponding DRB is being setup and when fullConfig IE is included in the RRCConnectionReconfiguration message; the field is optionally present, need ON, when fullConfig IE is not included in the RRCConnectionReconfiguration message, upon handover within E-UTRA and upon the first reconfiguration after re-establishment; otherwise it is not present.

	Setup
	The field is mandatory present if the corresponding SRB/DRB is being setup and when fullConfig IE is included in the RRCConnectionReconfiguration message; otherwise the field is optionally present, need ON.

	HO-Conn
	The field is mandatory present in case of handover to E-UTRA and to only establish SRB1 in case of RRC connection establishment; otherwise the field is optionally present, need ON.

	HO-toEUTRA
	The field is mandatory present in case of handover to E-UTRA; In case of RRC connection establishment and RRC connection re-establishment the field is not present; otherwise the field is optionally present, need ON.

	HO-toEUTRA2
	The field is mandatory present in case of handover to E-UTRA; otherwise the field is optionally present, need ON.


	*********    Next Change   ********


–
HandoverPreparationInformation
This message is used to transfer the E-UTRA RRC information used by the target eNB during handover preparation, including UE capability information.

Direction: source eNB/ source RAN to target eNB

HandoverPreparationInformation message
-- ASN1START

HandoverPreparationInformation ::=
SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE{




handoverPreparationInformation-r8
HandoverPreparationInformation-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture


SEQUENCE {}


}

}

HandoverPreparationInformation-r8-IEs ::= SEQUENCE {


ue-RadioAccessCapabilityInfo

UE-CapabilityRAT-ContainerList,


as-Config






AS-Config




OPTIONAL, 

-- Cond HO


rrm-Config






RRM-Config




OPTIONAL,


as-Context






AS-Context



OPTIONAL, 

-- Cond HO

nonCriticalExtension-v9x0


HandoverPreparationInformation-r9-IEs





OPTIONAL

}

HandoverPreparationInformation-r9-IEs
::= SEQUENCE {


ue-ConfigRelease ::=


ENUMERATED {











rel9, spare7, spare6, spare5, spare4, spare3,











spare2, spare1, ...} 


OPTIONAL,

securityAlgorithmConfig-r9

SecurityAlgorithmConfig, 

-- Cond ASConfig

nonCriticalExtension



SEQUENCE {}





OPTIONAL

}

-- ASN1STOP

	HandoverPreparationInformation field descriptions

	ue-RadioAccessCapabilityInfo

E-UTRA radio access capabilities are always included and in case of inter-RAT handover to E-UTRA, UTRA radio access capabilities may be included. (If UTRA radio access capabilities are received from the source RAN, they are ignored by target eNB.) In case of inter-RAT handover to E-UTRA and the source is GERAN, GERAN capabilities are always included.

	as-Config

The complete radio resource configuration. Applicable in case of intra-E-UTRA handover.

	rrm-Config

Local E-UTRAN context used depending on the target node’s implementation, which is mainly used for the RRM purpose.

	as-Context

Local E-UTRAN context required by the target eNB.

	ue-ConfigRelease
Indicates RRC protocol release which the source eNB supports and this could be used by target eNB to decide if the source is from a later release than target and if the target should perform a Full configuration. If this parameter is not included, the target assumes that the source eNB is using the release 8 version of RRC protocol towards the UE.

	securityAlgorithmConfig

Indicates the security algorithms used towards the UE.


	Conditional presence
	Explanation

	HO
	The field is optionally present in case of handover within E-UTRA; otherwise the field is not present.  The source eNB complying to this version of the specification shall include this field.

	ASConfig
	This field should be present when AS-Config is not included in the HandoverPreparationInformation message; otherwise the field is not present.
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