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1 Introduction 
In [1] SA2 indicated that the problem of possible mismatch of PLMN in UE and MME for Kasme derivation during inter-PLMN handover is settled down. And the only issue left is possible Kasme mismatch in UE and MME during emergency attach scenario in shared network case for Release-9. AS solution is preferred by SA2 that would enable UE to select one PLMN for emergency calls .
2 Target scenario
There are mainly 5 solutions on the table [2]. And during the email discussion the argument mainly result from different understanding of target scenario. So before diving into the detail of solution, the target scenario is depicted at first.

Here is cited text from [1] :

Regarding the problem of possible Kasme mismatch in UE and MME during emergency attach scenario in shared network case for Release-9, SA2 has concluded as follows. First not to allow RAN to change the PLMN the UE selected. This is based on the fact that the RAN cannot select an MME that has roaming-agreement with UE’s HPLMN in a network sharing deployment . This removes the problem of potential Kasme mismatch.

 And in 23.401 4 kinds of UE’s behaviors are defined due to local regulation and an operator’s policy i.e.

1, valid UE only. No limited service state UEs are supported in the network.
2, Only UEs that are authenticated are allowed. These UEs must have a valid IMSI. These UEs are authenticated and may be in limited service state due to being in a location that they are restricted from service. A UE that can not be authenticated will be rejected
3, IMSI required, authentication optional.
4, all UE are allowed.
Our understanding is AS solution should target for those UEs which is high lighted in second bullet. For other UEs , as long as UE can know which PLMNs support emergency call , either they all can succeed or they all fail due to the limitation of local regulation and operator’s policy.
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Figure 1 example of target scenario
One example of the scenario is depicted in In Figure 1. PLMN2 and PLMN3 support IMS emergency call. And UE’s PLMN1 and PLMN4 doesn’t support emergency call. And there is roaming agreement between HPLMN and PLMN3. When UE enters a cell where these 4 PLMNs are broadcasted then UE would select PLMN1 and camp on that cell in limited service if this cell is located within one TA where UE’s service is restricted.
3 Discussion on solution 1/2

Solution 1 or 2 suggest to broadcast bitmap information in SIB1 or SIB2 to indicate which PLMN support IMS emergency call.

Solution1/2 is believed to be feasible for the high lighted scenario. The main argument on solution 1and 2 is its signaling overhead for limited UEs. To broadcast 6 bits bitmap in SIB1 and SIB2 is quite expensive. And the bitmap only make sense for those UEs in the scenario high lighted in section 2. 

4 Discussion on solution 3/3bis/4
Solution3 suggest that if current cell support IMS emergency call then the supporting PLMN is located in fixed position in the PLMN list. Solution 3bis simplify the solution to simply say the fixed position is the 1st one or 2nd one if primary PLMN does not support. And solution 4 indicate explicitly either primary PLMN or 2nd PLMN supports IMS emergency call.

The main argument from our side for solution3/3bis/4 is not all the PLMNs which support IMS emergency call is  revealed via BCCH. So UE may miss the PLMN which has roaming agreement with its HPLMN. Then when UE start an emergency call the authentication will fail during attach procedure. For example in Figure 1, PLMN1 is primary PLMN. And PLMN2 is put in fixed position e.g. 2nd position after primary PLMN in the PLMN list. UE will try PLMN1 at first. Since PLMN1 doesn’t support emergency call then UE would try PLMN2 again. Since PLMN2 has no roaming agreement with UE’s HPLMN, so emergency attach fails again due to authentication failure. 
During email discussion some companies think UE retry after 1st failure is UE’s implementation. However there is one requirement in section 10.1.2 of 22.101v960 cited as below:  
A UE that is connected to a domain in which it is possible for the UE to make calls, should use that domain to make an emergency call. In the case where an emergency call attempt by a UE fails, the UE should automatically make a second attempt on the other domain if the UE support
So if UE supports both CS and PS domain, after 1st failed attempt UE would try to do it in CS domain. And if UE supports only PS domain in LTE then something similar should also be specified if UE want to do this automatically. So if solution3/3bis is chosen then NAS specification is impacted.  
5 Discussion on solution 5

Solution 5 propose to include one bitmap within RRC CONNECTION SETUP message. The number of bits is equal to the number of PLMNs within PLMN list. The main benefit of the solution 5 is extra signaling is only required for those UE which makes emergency call. And UE need only try one time.
The main argument on solution5 is potential impact on UE’s behavior in terms of PLMN selection. So normally PLMN selection is done in IDLE mode.  However for the high lighted scenario in section 2 UE might change its selected PLMN in idle mode because the selected PLMN may not support IMS emergency call. For example in Figure 1, UE first select PLMN1 normally. And when UE try emergency call UE should turn to PLMN3 because only PLMN3 both support IMS emergency call and has roaming agreement with its HPLMN.
In NAS specification it is not required that such kind of switch of PLMN if required has to be done before RRC CONNECTION REQUEST is triggered. In fact when RRC CONNECTION REQUEST message is triggered  the establishment cause will be set as “emergency call ” and UE id will be set as random id, so UE doesn’t have to decide the PLMN before transmission of RRC CONNECTION REQUEST message. And if additional information about PLMNs supporting emergency call is signaled via RRC CONNECTION SETUP message, UE can just switch PLMN before sending RRC CONNECTION SETUP COMPLETE message.
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Figure 2

6 Conclusion 
Based on the above discussion we think for solution 3/3bis/4 in [2] sometimes the functionality is broken. And for solution1/2 signaling overhead is not justified to deal with limited scenario and UE. So we propose to agree on solution 5 as the AS solution for this issue.
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