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1 Introduction
During the last RAN2#68bis meeting, RACH for RN had been discussed and some open issues were brought up, which are listed in the table below:
	Open issues:
1) Will RN ever perform RACH in CONN after initial startup/started R-PDCCH monitoring? Or do we always go via IDLE/power on sequence? 
2)  If the RN does perform RACH, does it temporarily give up R-PDCCH monitoring? If so, when/how is it turned on again?


In this contribution, we focus on the first issues. Two questions are discussed. The first one is:
· Can the scenarios, which will trigger random access in Rel-8/9, be avoided for a RN?

If some scenarios can not be avoided entirely, the second question is:

· Can the Idle/power on sequence be applied for these scenarios which are unavoidable for a RN?
After discussion, it seems that the scenarios which need a random access can not be avoided totally. And starting an Idle/power on sequence is unacceptable for one of the scenarios.
2 Discussion
2.1 Can the scenarios, which will trigger random access in Rel-8/9, be avoided for a RN?

The scenarios which will need a random access for a RN has been discussed in [1], and is summarized in following:
· Scenario1:  Transition from RRC_Idle to RRC_Active;
· Scenario2:  RRC Connection Re-establishment;
· Scenario3:  DL data arrival while UL is “non-synchronised”;
· Scenario4:  UL data arrival while UL is “non-synchronised”;
· Scenario5:  UL data arrival and UL is “synchronised”, but there is no D-SR resource for the RN;
· Scenario6:  UL data arrival and UL is “synchronised”, but D-SR has reached the max D-SR repetition;
· Scenario7:  Intra-cell handover caused by security.
· Scenario1:  Transition from RRC_Idle to RRC_Active.

For scenario1, RN will work as a UE, and Un interface has not been established at that time. Thus there is no resource split between Un and Uu interface. RN can initiate the random access procedure using the random access resource like a normal UE. Rel-8/9 random access procedure can be baseline for this scenario.

RN will work as an eNB during the other scenarios except scenario1. In order to decrease the impact to the R-UEs, RN had better avoid the scenarios which will perform a random access when it works as an eNB. The other scenarios are discussed in the following sections.
· Scenario2: RRC Connection Re-establishment
For relay, there are three reasons which will trigger the RRC Connection Re-establishment in term of Rel-9 specification [2]: 

· ​Radio link failure is detected.
· Integrity check failure was indicated from lower layers.
· RRC connection reconfiguration failure.
RLF, integrity check failure and RRC connection reconfiguration failure are usually caused by the poor channel condition or high interference on the Un. It is unreasonable to assume that the channel condition on the Un interface is good forever. Therefore, the scenario of RRC Connection Re-establishment can not be ruled out.
· Scenario3/4: UL/DL data arrival while UL is “non-synchronised”
There is uplink transmission on the Un interface at most time since RN serves many R-UEs when it works as an eNB. Hence, the uplink synchronization can be maintained normally. But it can not be excluded the scenario that there is little uplink data on the Un interface. For example, there may be a few active R-UEs in the midnight. When there is no uplink data transmission, X2/S1 message exchange can also be used for time alignment maintenance. Even though the message on Un is not enough to maintain the uplink time alignment, the DeNB can still schedule the RN to perform some redundant uplink transmission, such as empty BSR.

Based on the analysis above, the scenario that UL/DL data arrival while UL is “non-synchronised” can hardly happen, e.g. by special eNB implemention.
· Scenario5: UL data arrival and UL is “synchronised”, but there is no D-SR resource

Whether there is D-SR resource or not for a RN is up to the DeNB configuration. This scenario can be avoided, if the DeNB always allocates D-SR reource for RN.
· Scenario6: UL data arrival and UL is “synchronised” , but D-SR has reached the max D-SR repetition
If the error configuration or channel condition on the Un interface becomes bad due to, e.g. interference, the D-SR may fail even after the maximum retransmission. Hence, this scenario can not be avoided entirely.

· Scenario7: Intra-cell handover caused by security.
In [2], intra-cell handover caused by security is introduced:

	For each radio bearer an independent counter (COUNT, as specified in TS 36.323 [8]) is maintained for each direction. For each DRB, the COUNT is used as input for ciphering. For each SRB, the COUNT is used as input for both ciphering and integrity protection. It is not allowed to use the same COUNT value more than once for a given security key.
In order to avoid such re-use, the eNB may e.g. use different RB identities for successive RB establishments, trigger an intra cell handover or an RRC_CONNECTED to RRC_IDLE to RRC_CONNECTED transition.


Intra-cell handover has to be adoped if the RB is really lasting a long time which leads to the wrapround of COUNT according the description above. Therefore, this scenario can also happen.
Based on the analysis above, at least scenario2/6/7, which will trigger a random access in Rel-8/9, can still happen when RN works as an eNB according to current Rel-8/9 procedure.
Proposal 1：At least scenario2/6/7 should be taken into account when considering the random access on Un.
2.2 Can the Idle/power on sequence be applied for these scenarios?

It was understood at last meeting that always using Idle/power on sequence to support the scenario in which random access is needed may be sufficient since the frequcency was quite low. That means the RN has to release the Un and fall back to a UE and then restart the power on procedure when a random access has to be triggered. Moreover, all the UEs that are working under RN will also lose their connections if this happen.
From scenario point of view, RN goes back to IDLE and recovers from power on sequence may be acceptable for scenario2 and 6 because they are mainly caused by poor channel condition or high interference.
However, for scenario7 the frequency of the security update due to COUNT wrapround should be investigated carefully. An assumption is made below:
Assumptions:

· It is assumed that the mapping on Un is QoS based. All the VoIP RBs are mapping into one Un RB, i.e. all the UE’s VoIP packet under RN will be delivered though the Un RB. Note during the life of the Un RB, some UEs may release the VoIP, but others establish VoIP again. Hence, the Un RB can last a long period even though the voice call duration of one UE may be short. 
· The ratio between talk spurt and silence period is 4 : 6. That means (400ms/20ms + 600ms/160ms) = 23.75 VoIP packets will be produced during 1 second for each VoIP session.

· There are 1000 VoIP session in average under the RN at same time. 
According the assumptions above, the wrapround period of COUNT on the Un RB is (2^32/(23.75×1000)) = 180841 seconds, which is about 50 hours. 
Based on the analysis above, the RN has to go back to Idle/power on sequence once every two days. Once the RN go though Idle/power on sequence, all the R-UEs which the RN is serving will lose their connections. Moreover, the Idle/power on sequence due to VoIP also impact other traffic, even though the traffic only starts a short time before. At the moment of Idle/power on, the user experience will be broken seriously.
In term of the discussion above, applying Idle/power on sequence for scenario7 seems unacceptable. Random access should be supported in this case unless introducing some new mechanisms.
Proposal 2：Going back to Idle/power on sequence is unacceptable at least for scenario7.
3 Conclusion
Two proposals are made based the discussion:

Proposal 1：At least scenario2/6/7 should be taken into account when considering the random access on Un.

Proposal 2：Going back to Idle/power on sequence is unacceptable at least for scenario7.
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