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* * * First Change * * * *

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

Carrier frequency: center frequency of the cell.
E-RAB: An E-RAB uniquely identifies the concatenation of an S1 Bearer and the corresponding Data Radio Bearer. When an E-RAB exists, there is a one-to-one mapping between this E-RAB and an EPS bearer of the Non Access Stratum as defined in [17].

Hybrid cell: A cell broadcasting a CSG identity which is accessible as a CSG cell by UEs which are members of the CSG and as a normal cell by all other UEs.
MBMS-dedicated cell: cell dedicated to MBMS transmission. MBMS-dedicated cell is not supported in this release.

Frequency layer: set of cells with the same carrier frequency.

Handover: procedure that changes the serving cell of a UE in RRC_CONNECTED.

MBMS/Unicast-mixed: cell supporting both unicast and MBMS transmissions.
Membership Verification: The process that checks whether a UE is a member or non-member of a hybrid cell 
Access Control: The process that checks whether a UE is allowed to access and to be granted services in a closed cell 
CSG ID Validation: The process that checks whether the CSG ID received via handover messages is the same as the one broadcast by the target E-UTRAN
* * * Next Change * * * *

4.6.2
Functional Split

The HeNB hosts the same functions as an eNB as described in section 4.1, with the following additional specifications in case of connection to the HeNB GW:

-
Discovery of a suitable Serving HeNB GW

-
A HeNB shall only connect to a single HeNB GW at one time, namely no S1 Flex function shall be used at the HeNB in case of connection to the HeNB GW.

-
If the HeNB is connected to a HeNB GW, it will not simultaneously connect to another HeNB GW, or another MME. 

-
The TAC and PLMN ID used by the HeNB shall also be supported by the HeNB GW.

-
When the HeNB connects to a HeNB GW, selection of an MME at UE attachment is hosted by the HeNB GW instead of the HeNB;

-
HeNBs may be deployed without network planning. A HeNB may be moved from one geographical area to another and therefore it may need to connect to different HeNB GWs depending on its location.


The HeNB GW hosts the following functions:

-
Relaying UE-associated S1 application part messages between the MME serving the UE and the HeNB serving the UE;

-
Terminating non-UE associated S1 application part procedures towards the HeNB and towards the MME. Note that when a HeNB GW is deployed, non-UE associated procedures shall be run between HeNBs and the HeNB GW and between the HeNB GW and the MME.

-
Optionally terminating S1-U interface with the HeNB and with the S-GW.

-
Supporting TAC and PLMN ID used by the HeNB.

-
X2 interfaces shall not be established between the HeNB GW and other nodes.

A list of CSG IDs may be included in the PAGING message. If included, the HeNB GW may use the list of CSG IDs for paging optimization.

In addition to functions specified in section 4.1, the MME hosts the following functions:

-
Access control for UEs that are members of Closed Subscriber Groups (CSG):

-
In case of handovers to CSG cells, access control is based on the target CSG ID provided to the MME by the serving E-UTRAN.

-
Membership Verification for UEs handing over to hybrid cells:

-
In case of handovers to hybrid cells Membership Verification is triggered by the presence of the Cell Access Mode and it is based on the target CSG ID provided to the MME by the serving E-UTRAN.

-
CSG membership status signalling to the target E-UTRAN in case of attachment/handover to hybrid cells.

-
Optionally performing paging optimisation.

-
Routing of handover messages towards HeNB GWs based on the TAI contained in the handover message.

NOTE:
The MME or HeNB GW should not include the list of CSG IDs for pagingwhen sending the paging message directly to an untrusted HeNB or eNB.

* * * Next Change * * * *

4.6.4
Mobility to HeNB’s CSG and Hybrid cells

Mobility from eNB/HeNB to a HeNB’s CSG/hybrid cell can take place with the S1 Handover procedure. In the following call flow the source EUTRAN can be an eNB or a HeNB.

The procedure applies to any scenario where the CSG-ID is provided by the UE or provided by the source eNB.
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Figure 4.6.4-1: Mobility to HeNB’s CSG and hybrid cells

1)
Source E-UTRAN includes the target E-CGI and the CSG ID in the Handover Required message sent to the MME. If the target is a hybrid cell the Cell Access Mode of the target is included

2)
The MME performs UE access control or membership verification to the CSG or hybrid cell based on the CSG ID received in the Handover Required message and the stored CSG subscription data for the UE. If the access control procedure fails, the MME ends the handover procedure by replying with the Handover Preparation Failure message. If the Cell Access Mode is present, the MME determines the CSG Membership Status of the UE handing over to the hybrid cell and includes it in the Handover Request message.

3)
The MME sends the Handover Request message to the target HeNB including the target CSG ID received in the Handover Required message.  If the target is a hybrid cell the CSG Membership Status will be included in the Handover Request message.

4)
The target HeNB performs CSG ID validation and if such validation is successful it allocates appropriate resources. UE prioritisation may also be applied if the CSG Membership Status indicates that the UE is a member. 
5)
The target HeNB sends the Handover Request Acknowledge message to the MME via the HeNB GW if present.

6)
The MME sends the Handover Command message to the Source E-UTRAN.
* * * End of Changes * * * *
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