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1 Introduction
A Type-1 RN has the functionality of both UE (“UE operation”) and eNB (“RN operation”). A backhaul link from DeNB to RN should be configured prior to the RN operation. In RAN2 68bis meeting, requirements for start up by a RN are briefly discussed [1]. It is agreed that the DeNB should be able to distinguish an access request of a RN from that of a normal UE. The need for a special access control for RN is for further study.
This document discusses a possible access control method for a RN.

2 Discussion
The DeNB may require distinguishing access request from a RN at least for the following reasons.

1). CAC upon RN setup request

2). Capability for rejection of a connection request from a RN. eg. The eNB does not have the capability to support a RN or if multi-hopping is to be disabled 
3). Random access procedure by a RN while in “RN operation” eg: due to radio link failure or RA access after reach of maximum number of transmissions for the D-SR [2]. 

4). Un bearer configuration/reconfiguration.  

An example scenario for the use of RN operation is after a natural disaster like earthquake. In such a scenario, connection request from a RN should be prioritised over connection request from a normal UE. It may even be necessary to temporally prohibit the normal UE access to the network to ensure successful RN connection. 

Not all the eNBs may have capability to support RN connections. Rel-8 eNB does not have capability to support a RN while not all Rel-10 eNB may have RN support capability. Another scenario is that multi-hopping, where Rel-10 RN may have capability to disable multi-hopping. In the above scenarios, the eNB should be able to prevent connection establishment from a RN. In order to do so, the eNB should be able to identify that a connection request is from an RN.

The requirements for RA procedure by a RN while in “RN operation” are discussed in [2]. It is concluded that at least after the maximum number of transmissions is reached for the D-SR transmission and random access for RRC re-establishment due to radio link failure, random access by a RN while in “RN operation” is needed. A large number of UEs may be served by the RN when random access procedure is triggered. Therefore, the access of RN while in “RN operation” should be given a higher priority in order to minimise interruption seen by the UEs attached to the RN.  
A Type-1 RN is expected to perform as a normal UE and to follow normal UE procedure at least during initial connection establishment. After the initial connection establishment and configuration of Un bearers, the RN may start serving the UEs attached to the RN in its “RN operation”. In order to support fast “RN operation” establishment, the RN should be distinguish from normal UEs in the early state.

The above analysis suggests that the eNB should be able to identify connection request is from a RN early as possible. The early identification of a connection request from a RN minimises the number of message transmissions in case the connection is to be rejected.
The earliest possible way to control the RN access is via the random access procedure. One possible way to distinguish RN access from a normal UE access is to allocate a set of preambles for the use of RN access. The introduction of the new set of preambles is backward compatible as the normal UE access will be based on the set of preambles as signalled in Rel-8. The network has control of the set of preambles allocation for use by RNs. The preamble set can be signalled over system information when RN access is enabled in the eNB. The absence of a separate set of preambles for RN access indicates that the RN connection is not supported by the corresponding eNB. 

The configuration of RN – eNB pair could also be controlled by OAM in some scenarios. The OAM informs the eNB of possible connection of a RN or possible connections of a group of RNs. In such a scenario, it is possible to assign a preamble or a group of preambles for RN accesses. The pre-assigned preamble information is provided to both the group of RNs and the corresponding eNB. Based on the pre-assigned preamble information, the eNB can identify the RN or the group of RNs. 
The above procedure provides a simple method of access control for relays at RACH access. After the RA procedure, the RN should be authenticated and verified based on layer 3/NAS signaling.
3 Conclusion and proposal
We analysed the requirements for access control for relays. In some scenarios, it is important to differentiate access by RNs from normal user access as early as possible to prioritise the RN access over the normal user access. This applies both for initial access (in UE operation) and for subsequent RACH access (in RN operation).  It is shown that random access preamble can be used to differentiate access by a RN from normal users. This can be supported by OAM without any changes to specifications or using signalling (e.g. SIB) to provide the pre-assigned set of preambles to the RNs.  
It is proposed that RAN 2 considers the random access preamble based access control in the concept of relays.

Proposal: Random access preamble can be used to differentiate access by a RN from normal UE access for (but not limited to) RN prioritisation.
Need for signalling the pre-assigned preambles to RN is FFS.
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