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1. Introduction
At the last RAN2 meeting a few papers discussed that the relay node should indicate its presence to the donor eNodeB. In [1,2] it was suggested that a new cause value should be introduced in the RRC connection request message, also suggested in [3] which in addition mentioned that an RN indicator could be an option. Another option could be to signal this information during the authentication procedure after initial RRC connection set-up. The latter would avoid any changes to the content of the radio interface messages which are a scarce resource and additional parameters should be included with care. This paper analyses the cases and suggests a way forward. 
2. The proposal and issues 
The identified issues in [1-3] are: 
a) Selecting the correct MME for the relay node as UE and relay node may have different MMEs;

b) Un subframe configuration (MBSFN synchronisation) between relay node and donor eNodeB;
c) Prevent multi-hop operation of relay nodes; 
d) Secure relay node access to barred or congested donor eNodeB
What is important, and mentioned in [3], is that before the relay node can come into operation it needs to be authenticated as not being an impersonator of a relay node. This information needs to be transferred to the donor eNodeB via the MME who performs the authentication. The main question is therefore if additional RRC signalling is really needed to let the donor eNodeB know it is a relay node accessing before authentication is done? The reason for this question is that the number of spare bits in the RRC CONNECTION REQUEST message is very limited, thus any use of these spare bits needs to be proven as really necessary. Similarly, there is no reason to use any of the three spare establishment cause values either unless proven it is really necessary. 

To aid the discussion, Figure 1 is introduced. It shows a typical signalling flow for the alternative 2 (proxy case) [4]. It is expected that no significant differences in conclusion would occur if alternatives 1 or 3 would have been taken as basis for the analysis. 
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Figure 1: Example of signaling flow at initial access of a relay node (alternative 2, proxy case).
MME selection and Un/Uu synchronisation
Case a), the MME selection issue, is seen as the determining factor if a relay node indication should be signalled to the donor eNodeB already during the RRC set-up or if it could be done solely during the attach and UE context set-up procedures, keeping all information flow internal to network and not affecting the radio interface signalling. As the MMEs have a pooling concept and procedures such as load balancing are kept simple and easy, our view is that all MMEs in an MME pool
 will need to have same functionality in order to utilise the existing Rel-8/9 procedures without modifications (thus all legacy operations are supported without changes, such as load balancing etc.). Thus, it is sufficient to transfer the relay node indication to the donor eNodeB during the UE context set-up procedure after a successful authentication. The details of the issue in b) about synchronisation MBSFN subframes between donor and relay node, exemplified in [1, 2], is discussed in a separate paper [5]. It should be executed when the relay node is authenticated and donor eNodeB knows it is a relay node accessing.  From timing perspective there is no need to do such synchronisation before relay node authentication is completed and secured. 
Proposal 1: Relay node knowledge should be transferred to the donor eNodeB during the UE context set-up procedure. The MME will get this information on NAS level during the Obtain subscription data phase.
Prevent multi-hop operation
The same reasoning applies also to case c) above dealing with preventing multi-hop access. That is, the accessed relay node will get information from the MME that it is an RN trying to access and can then reject the connection during the UE attach procedure.

Connection priority to quickly get (back) in operation
Regarding case d), to secure that a relay node gets proper access priority and can access even in restricted access conditions existing Rel-8/9 mechanisms can be used enabling such behaviour.  Using the high numbered Access class values and using high priority access prioritising relay access, faster access can be provided in the mentioned scenarios.  

Proposal 2: Priority access can be used to enable high priority access and secure fast access (and re-establish Un connection in e.g. radio link failure) in highly congested areas. 
Authentication parameter to identify a relay node
As already identified in e.g. [3] the relay node needs to be authenticated in order verify in a secure way that it is actually a relay node and not pretending as a rough relay node. The donor eNodeB needs this information. Some possibilities mentioned earlier are e.g. creation of a relationship between IMSI and relay node device type, assigning relay node dedicated IMSI-series [3]. The details are FFS in SA2.
Proposal 3: The mechanism to identify a relay node should be limited to core network and no RAN involvement is needed.
3. Summary
It has been shown that there is no need to use the scarce radio interface bits during RRC set-up of a relay node to let the donor eNodeB know it is a relay node that is accessing. Instead it is sufficient to do so during the attach and UE context procedures that anyhow needs to be performed.

To summarise it is proposed that:

Proposal 1: Relay node knowledge should be transferred to the donor eNodeB during the UE context set-up procedure. The MME will get this information on NAS level during the obtain subscription data phase 

Proposal 2: Priority access can be used to enable high priority access and secure fast access (and re-establish Un connection in e.g. radio link failure case) in highly congested areas 
Proposal 3: The mechanism to identify a relay node should be limited to core network and no RAN involvement is needed
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� An MME pool covers a geographical area (e.g. multiple tracking areas).
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