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1 Introduction
In RAN2 #68bis the access control of RN when RN start-up is discussed and it's agreed that 

· DeNB needs to know somehow that it is talking to an RN
· Special access control might be required for the RN (FFS)
2 Discussion
Two use cases are mentioned in [1] to explain the necessity of connection admission control when RN tries to connect to the network. In order to implement the access control, DeNB should firstly be able to distinct RN from normal UE in RRC connection setup procedure when RN starts up.
Two main solutions can be used for DeNB to identify the RN role:
· Solution1: The RN role related information is sent to E-UTRAN through RRC message (e.g. a RRC establishment cause) to E-UTRAN.

· Solution2:  The RN role related information is sent through S1 from MME to E-UTRAN (e.g. Initial context setup procedure) after the successful authentication of RN role in the core network.

2.1 Analysis on solution1

For solution1, basically 2 variants were mentioned in RAN2 #68bis,
· A) A new RRC establishment cause should be defined in [2]. The new RRC establishment cause is used to indicate E-UTRAN the RN role in RRC setup procedure.

· B) The RRC establishment cause of "high priority access" is reused to implicitly indicate the RN role in RRC setup procedure.
In order to implement the access control in the early stage, the parent E-UTRAN node (e.g. DeNB or eNB) should be able to distinct RN from normal UE (e.g. to reject the RRC connection request in early stage) as mentioned in [1]. But considering that there is no urgent demand for parent E-UTRAN node (e.g. DeNB or eNB) to explicitly identify the RN role in the RRC connection procedure, so in the second variant, the usage of RRC cause value "high priority access" may be enough to guarantee the RN can access to E-UTRAN in priority. After the RN role is identified by parent E-UTRAN node (e.g. through an indication from core network), and if parent node of RN is unable to provide the donor service, the parent node of RN can initiate the RRC release procedure.
2.2 Analysis on solution2

There may be potential risk if a malicious UE with valid IMSI would pretend to be a RN and use RN start up procedure. Acting as a RN may bring some extra advantage, e.g. the RN node may be semi-statically configured with specific physical resources, or the RN node may be scheduled in priority by the DeNB.  So DeNB has to be able to verify the RN role before supplying RN specific service.
Traditionally the authentication and authorization functionality for normal UE resides in the core network which is defined in [3]. If the Rel-8 authentication and authorization for UE is reused here for RN and the IMSI of RN-UE is pre-registered at the HSS by the operator, after the RN identity has been successfully authenticated by the core network, a new indication can be used by MME to indicate DeNB through S1 that RN identity is successfully authenticated.

3 Enhanced solution
During the RN Start-up procedure, the RN initiates the Attach procedure with the network as if it is a UE.  But during the authentication, the HSS recognizes the UE is actually an RN, possibly based on the pre-registered IMSI of the RN-UE.  The HSS assigns a special Subscriber Profile ID (SPID) value that is reserved by the operator and is used for identifying RNs only.  The MME obtains the special SPID from the HSS and includes the SPID in the INITIAL CONTEXT SETUP REQUEST message that the MME sends to the DeNB. OAM system also informs all eNBs about the meaning of the special SPID before.  Subsequently, the eNB recognizes that the UE is an RN based on the special SPID value. If an eNB does not support the donor functionality at all or if the eNB can not accept any more RNs due to overload after running RRM algorithm, it will release the RRC at this point. Otherwise, the eNB will proceed to setup the dedicated bearer(s) for this RN, and so on.
In order to ensure the RN receives higher priority for access, the RN may set the "high priority access" in the RRC Connection Request.
4 Comparison table
	
	Define new RRC establishment cause
	Reuse "high access priority"
	New S1 indication form MME to E-UTRAN
	Forwarding the  reserved SPID from MME to E-UTRAN 

	Pros
	- early rejection possible

	- no impact on standard
	- prohibit UE with valid IMSI access in RN role
	- prohibit UE with valid IMSI access in RN role;
- no impact on the rel8 MME if MME is not required to separated RN from normal UE

	Cons
	- impact on standard; 

- the reserved RRC establishment cause resource is very limited;

- can not prohibit UE with valid IMSI access in RN role
	- the RN role can not be identified clearly by E-UTRAN;
- can not execute early rejection;
- can not prohibit UE with valid IMSI access in RN role
	- impact on standard;

- can not execute early rejection;
- the rel8 MME has to be enhanced to recognize RN
	- can not execute early rejection


5 Conclusion
In this paper, we reviewed the existing solutions and proposed an enhanced solution. The enhanced solution has no or little impact on the standard.  
Proposal: We propose the enhanced solution of reusing "SPID" and "high access priority" as described in section 3.
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