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6.9.3.2 Control plane impacts (Relays)
1   Introduction
Transmissions of multi-hop RN are considered as a low priority scenario. The 2-hop relay, in which at most one RN presents between UE and DeNB, is the primary focus at current stage. In 2-hop relay scenarios, when an RN powered on, the RN may discover and attempt to attach to another RN, which results in a multi-hop relay and violates the 2-hop relay restriction. This document discusses how E-UTRA prevents a new RN from attaching to another RN.
2   Discussion
In 2-hop RN scenarios, during RN start up, E-UTRA has to ensure the new RN’s attach point is an DeNB rather than another RN to prevent multihop relay from occurring. There are five approaches to achieve this goal.
1. Modified MIB/SIB

2. Dedicated RA preamble for RN
3. Dedicated RA-RNTI for RN
4. RRC connection control [1]
5. NAS connection control 
All above approaches for RN access control are performed before the RN authentication. 
We discuss respectively advantages and disadvantages of each approach. In some scenarios, such as in the disaster relief, RN may be required to have higher network attachment priority than UEs. Therefore, we investigated the capability of providing priority attachment for RN of each approach. In addition, for possible extensions of the multi-hop relay support in the future, the capability of controlling multi-hop relay topology is also studied. These approaches are shown in Fig.1 and compared as follows.
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Fig. 1 The 5 approaches

2.1   Modified MIB/SIB
2.1.1   Description

In this approach, a field “cell type” is added to MIB/SIB. DeNB and RN will transmit MIB/SIB with respective cell type. Having received the MIB/SIB, the new RN recognizes the cell type of the transmitting station. The new RN can select an DeNB to attach.
2.1.2   Advantages

1.  Reuse existing RA-Preamble, RA-RNTI and RRC.
2.  The “cell type” could further be used for other cell types such as HeNB.
2.1.3   Disadvantages

1.  Needs to modify MIB/SIB.

2.  There is no guidance for a new RN to discover an DeNB. If a new RN is within coverage of DeNB and a number of RNs, this approach results in considerable time waste to the new RN during random access.
3.  Cannot provide priority attachment for RN.
4.  Cannot support the multi-hop relay topology control.
2.2   Dedicated RA preamble for RN
2.2.1   Description

In this approach, a dedicated RA preamble is reserved for RN. RN will use the dedicated RN RA preamble for contention. Having received the dedicated RN RA preamble, DeNB recognizes an RN is sending preamble and sends RA-RNTI. In contrast, an RN received the dedicated RN RA preamble shall ignore it.
2.2.2   Advantages

1.  Reuse existing MIB/SIB, RA-RNTI and RRC.
2.  Can provide priority attachment for RN.
2.2.3   Disadvantages

1.  Needs to modify RA preamble.

2.  There is no guidance for a new RN to discover an DeNB. If a new RN is within coverage of DeNB and a number of RNs, this approach results in considerable time waste to the new RN during random access.

3.  In case a new RN sends the dedicatedd RN RA preamble to another RN, there is no way for the receiving RN to specify the reason of rejection to the new RN.
4.  Collisions between RN needs further study.
5.  Cannot support the multi-hop relay topology control.
2.3   Dedicated RA-RNTI for RN

2.3.1   Description

In this approach, a dedicated RA-RNTI is reserved for RN. That is, certain t_id(s) and f_id(s) are reserved for RN. RN will use the dedicated RA-RNTI for contention. Having received an RA preamble at the dedicated t_id and f_id, DeNB recognizes an RN is sending preamble and sends RA-RNTI. An DeNB can provide dedicated RA-RNTI for RN, whereas RN does not. In this way, a new RN can discern DeNB.

2.3.2   Advantages

1.  Reuse RA-Preamble and RRC.
2.  Can provide priority attachment for RN.
3.  Can support the multi-hop relay topology control. An RN not accepting subordinate RN will not allocate the dedicated RA-RNTI. But the attachment needs MME’s confirm as described in approach 5.
2.3.3   Disadvantages

1.  Need to define the dedicated RA-RNTI.

2.  The dedicated RA-RNTI requires extra radio resources.

3.  MIB/SIB as well as PRACH configurations need modifications.
2.4   RRC connection control
2.4.1   Description

In [1], an EstablishmentCause value of “rn-Setup” is carried in the RRCConnectionRequest for the new RN to declare itself as an RN during RRC connection setup. If an RN receives the RRCConnectionRequest message, it shall response the new RN with an RRCConnectionReject message. 
2.4.2   Advantages

1.  No RAN1 change required.
2.  Modification is minor, only a new EstablishmentCause value is needed.
3.  Can provide priority attachment for RN at the RRC level.
4.  Can support the multi-hop relay topology control. An RN accepts the RRC connection request if and only if it accepts subordinate RN. But the MME needs to control the overall topology after RN attached (as described in approach 5 in 2.5).
2.4.3   Disadvantages

1.  If a new RN is within coverage of DeNB and a number of RNs, since the new RN cannot distinguish DeNB from RN, the new RN may need to go through many RRC connection request/rejection cycles before it eventually attaches to DeNB. Also, without any guidance to the reason of RRC connection rejection, the new RN later may again perform network attachment with the RN who had rejected it before.
2.  The problem mentioned above can be resolved by sending the RRCConnectionReject message along with the recommended list of DeNBs to the new RN. However, this scheme depends on an assumption that RN can distinguish neighboring DeNBs from RNs, which has not been discussed nor agreed in RAN2. Also the RRCConnectionRejection message needs further modifications.
2.5   NAS connection control
2.5.1   Description
During RN attachment, after a new RN provides MME its IMSI/P-TMSI, the MME recognizes the attaching “UE” is actually an “RN”. The MME then checks the attaching point of the new RN. If the attach point is also an RN, or for other considerations the MME disagrees the RN attaching to the current DeNB, the MME sends AttachReject message along with an EMM cause of “Topology control” and the list of recommended DeNBs to the new RN.
2.5.2   Advantages

1.  No RAN1 change required. No RRC change required.
2.  All network attachments require MME’s approval.

3.  MME is aware of the network topology and can provide the optimized (in terms of cell loading or other considerations) list of recommended DeNBs to the new RN.
4.  The new RN is assure of successful attachment during the re-attachment process, regardless the number of RNs in the neighbourhood of the new RN.
5.  Can support the multi-hop relay topology control. In multi-hop relay scenarios, a new RN is allowed to attach to another RN. When a new RN is attaching, the attach point (either an RN or an DeNB) is not likely has sufficient knowledge to decide whether to accept this new attachment. Whereas MME could control the network topology by regulating RN’s attachment.
6. Can provide priority attachment for RN at the NAS level.

2.5.3   Disadvantages

1.  Need to modify the AttachReject message to accommodate the list of recommended DeNBs and add a new EMM cause value of “Topology control”.
3   Conclusion

We have studied five approaches for preventing a new RN from attaching to another RN in 2-hop scenarios and conclude the following.

1. Approaches 1,2 and 3 need RAN1 modifications, which impacts PHY specifications.

2. Without RAN1 modifications, approach 5 (Using NAS connection control) can provide a deterministic RN start up time when the number of RNs in the neighbourhood is large.

3. Approaches 4 and 5 have similar capability of providing priority attachment for RN.
4. In general, MME has enough information for performing the network topology control. It is straight forward for MME to make the attach point decision.
5. Approach 5 has the best capability for multi-hop relay topology control. It would facilitate multi-hop relay in the future.
Proposal 1: The attaching point of an RN to E-UTRA is controlled at the NAS level by MME.
Proposal 2: Modify NAS AttachReject message to accommodate the recommended DeNB list and add a new EMM cause value of “Topology control”. 
The specification impacts in the TS 24.301 are shown below.
Table 8.2.3.1: ATTACH REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Attach reject message identity
	Message type

9.8
	M
	V
	1

	
	EMM cause
	EMM cause

9.9.3.9
	M
	V
	1

	78
	ESM message container
	ESM message container

9.9.3.15
	O
	TLV-E
	6-n

	(TBD)
	Recommended eNB list
	(TBD)
	O
	(TBD)
	(TBD)


Table 9.9.3.9.1: EMM cause information element

	Cause value (octet 2)

	

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	1
	0
	
	IMSI unknown in HSS

	0
	0
	0
	0
	0
	0
	1
	1
	
	Illegal UE

	0
	0
	0
	0
	0
	1
	0
	1
	
	IMEI not accepted

	0
	0
	0
	0
	0
	1
	1
	0
	
	Illegal ME

	0
	0
	0
	0
	0
	1
	1
	1
	
	EPS services not allowed

	0
	0
	0
	0
	1
	0
	0
	0
	
	EPS services and non-EPS services not allowed

	0
	0
	0
	0
	1
	0
	0
	1
	
	UE identity cannot be derived by the network

	0
	0
	0
	0
	1
	0
	1
	0
	
	Implicitly detached

	0
	0
	0
	0
	1
	0
	1
	1
	
	PLMN not allowed

	0
	0
	0
	0
	1
	1
	0
	0
	
	Tracking Area not allowed

	0
	0
	0
	0
	1
	1
	0
	1
	
	Roaming not allowed in this tracking area

	0
	0
	0
	0
	1
	1
	1
	0
	
	EPS services not allowed in this PLMN

	0
	0
	0
	0
	1
	1
	1
	1
	
	No Suitable Cells In tracking area

	0
	0
	0
	1
	0
	0
	0
	0
	
	MSC temporarily not reachable

	0
	0
	0
	1
	0
	0
	0
	1
	
	Network failure

	0
	0
	0
	1
	0
	0
	1
	0
	
	CS domain not available

	0
	0
	0
	1
	0
	0
	1
	1
	
	ESM failure

	0
	0
	0
	1
	0
	1
	0
	0
	
	MAC failure

	0
	0
	0
	1
	0
	1
	0
	1
	
	Synch failure

	0
	0
	0
	1
	0
	1
	1
	0
	
	Congestion

	0
	0
	0
	1
	0
	1
	1
	1
	
	UE security capabilities mismatch

	0
	0
	0
	1
	1
	0
	0
	0
	
	Security mode rejected, unspecified

	0
	0
	0
	1
	1
	0
	0
	1
	
	Not authorized for this CSG

	0
	0
	0
	1
	1
	0
	1
	0
	
	Non-EPS authentication unacceptable

	0
	0
	1
	0
	0
	1
	1
	1
	
	CS domain temporarily not available

	0
	0
	1
	0
	1
	0
	0
	0
	
	No EPS bearer context activated

	0
	1
	0
	1
	1
	1
	1
	1
	
	Semantically incorrect message

	0
	1
	1
	0
	0
	0
	0
	0
	
	Invalid mandatory information

	0
	1
	1
	0
	0
	0
	0
	1
	
	Message type non-existent or not implemented

	0
	1
	1
	0
	0
	0
	1
	0
	
	Message type not compatible with the protocol state

	0
	1
	1
	0
	0
	0
	1
	1
	
	Information element non-existent or not implemented

	0
	1
	1
	0
	0
	1
	0
	0
	
	Conditional IE error

	0
	1
	1
	0
	0
	1
	0
	1
	
	Message not compatible with the protocol state

	0
	1
	1
	0
	0
	1
	1
	0
	
	Topology control

	0
	1
	1
	0
	1
	1
	1
	1
	
	Protocol error, unspecified

	
	
	
	
	
	
	
	
	
	

	Any other value received by the mobile station shall be treated as 0110 1111, "protocol error, unspecified". Any other value received by the network shall be treated as 0110 1111, "protocol error, unspecified".
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