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1. Introduction

This document analyses the remaining FFS issues in TS 36.355.  No draft CR is provided since several issues will require online discussion before a particular change to close them can be proposed.

2. Discussion

2.1. Items treated in other contributions

The following FFS items are the subject of active discussions and are not treated in this document:

· Transport ack (section 4.1.4, ASN.1)

· Session ID (section 4.1.4, ASN.1)

· Reliability and transport requirements (section 4.3.1)

· Range of prs-Configuration Index (ASN.1; treated as part of OTDOA completion)

· EARFCN in OTDOA neighbour cell list (ASN.1; treated as part of OTDOA completion)

· Maximum size of OTDOA neighbour cell list (ASN.1; treated as part of OTDOA completion)
2.2. Oversights and capturing of agreements

The following issues are marked as FFS in the specification, but in fact have already been the subject of agreements; we assume the changes can be made without controversy.

· Protocol version (section 4.1.4, ASN.1): Agreed not to have this field in Rel-9

· Transmission of server capabilities to target (section 5.1): Agreed not to support this functionality in Rel-9

In addition, it was pointed out during offline discussion at RAN2#68 that the extension mechanism for LPP message types is erroneously implemented; this error can be corrected by replacing the ASN.1 snippet below:

-- ASN1START

LPP-MessageBody ::= CHOICE {


c1





CHOICE {



requestCapabilities


RequestCapabilities,



provideCapabilities


ProvideCapabilities,



requestAssistanceData

RequestAssistanceData,



provideAssistanceData

ProvideAssistanceData,



requestLocationInformation
RequestLocationInformation,



provideLocationInformation
ProvideLocationInformation,


abort





Abort,



error





Error,



...


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

with the corrected version:

-- ASN1START

LPP-MessageBody ::= CHOICE {


c1





CHOICE {



requestCapabilities


RequestCapabilities,



provideCapabilities


ProvideCapabilities,



requestAssistanceData

RequestAssistanceData,



provideAssistanceData

ProvideAssistanceData,



requestLocationInformation
RequestLocationInformation,



provideLocationInformation
ProvideLocationInformation,


abort





Abort,



error





Error,



spare7 NULL, spare6 NULL, spare5 NULL, spare4 NULL,



spare3 NULL, spare2 NULL, spare1 NULL, spare0 NULL


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

Proposal 1: Adopt the changes described in this section.
2.3. Remaining items

2.3.1. Management of position method ID space

Section 4.1.3 indicates that it is FFS how a space of position method identifiers would be “partitioned to allow for future definition of additional positioning methods”.  In fact, as the ASN.1 is structured, there is no explicit identifier for this purpose; the specific position method to which a particular set of IEs applies is indicated by the high-level structure of the message.  As the message sequences are extensible, there seems to be no issue to be resolved here.
Proposal 2: Delete the editor’s note in section 4.1.3.

2.3.2. Lifetime of old transaction IDs
Section 4.2 specifies that a transaction ID shall not be reused for some interval after the transaction has been completed; the length of this interval is left as FFS.  One possibility would be to leave this interval to the target and server implementation; the alternative would be to specify a time that can be assumed “long enough” to prevent any confusion.

Since LPP assumes in-order delivery, it is not really necessary to specify any guard time on ID reuse, assuming that the end of the previous transaction using the ID is understood to encompass verified delivery, not merely transmission, of the final message.  As long as the receiver has seen the “end transaction” flag for a particular ID, it should be able to understand any subsequent message with that same ID as initiating a new transaction.  Thus it seems unnecessary to specify an explicit guard band.  However, it may be helpful to clarify when the sender should understand that the previous transaction is complete for this purpose.
Proposal 3: Indicate that the sender may reuse a transaction ID at any time after the final message of the previous transaction with the same ID is known to have been received.
2.3.3. Requirements for transmission of Request Assistance Data
Alone among the procedural sections, the requirements for the transmission of a Request Assistance Data message (section 5.2.3) are not filled in.  Originally, this apparent omission reflected the fact that the “interesting” behaviour for this message takes place in upper layers.  For the protocol requirements, we suggest the following text:

When triggered to transmit an LPP Request Assistance Data message, the target device shall:

1> set the IE servingCellID to the E-CGI of the serving cell;

1> set the IEs for the method-specific assistance data to request the data indicated by upper layers.
Proposal 4: Adopt the requirements above into section 5.2.3.
2.3.4. Detection of duplicates
Section 5.4.3 indicates that duplicate messages are discarded, but leaves the mechanism for duplicate detection as FFS.  It seems clear that a sequence number is the simplest approach; accordingly, we propose to introduce a sequence number, scoped to a particular pair of endpoints (rather than, e.g., to a particular transaction).  The sequence number does not need to be extremely large, since LPP assumes in-order delivery.  However, it should be remembered that several transactions may be taking place in parallel, and in particular that a single target may be in communication with multiple servers whose replies are asynchronous with one another.  Thus the sequence number space needs to be large enough to allow for outstanding messages to multiple servers without risk of collision.  The size of the sequence number interacts with the requirements for reliable transport, as discussed in [1]; we therefore leave it open here.
Proposal 5: Specify a sequence number in each LPP message, to be used for duplicate detection, with the size to be determined after the discussion on reliability has concluded.

Note that, while it is possible for the receiver to use the transaction ID for duplicate detection as well (i.e., messages with the same sequence number but different transaction IDs would not be duplicates), such behaviour would never be useful except in the case of a gross error (sequence number reuse) on the part of the sender.

In case the final decision in CT4 and SA2 on session IDs makes the LPP layer aware of a session ID, it seems reasonable that the sequence numbers could be per-session, and this might allow a shorter sequence number since the outstanding messages would be distributed over several sessions.  This seems to be an issue that can be revisited when CT4 and SA2 have responded, but we do not consider that it impairs the ability of RAN2 to agree to Proposal 5.

2.3.5. Criteria for restart of aborted procedure
Section 5.4.4 leaves as FFS the question of how the initiator of a procedure should decide whether to restart the procedure if an Error message was received that caused the procedure to abort.  This seems to be an area that can safely be left to implementation.

Proposal 6: Leave to target/server implementation the question of whether to restart a procedure that was aborted due to an Error message.

We assume that the intent is for the Abort procedure to never result in a restart, but this point can be discussed.

2.3.6. Value of maxEPDU
The constant maxEPDU, used to dimension the sequence of external PDUs in a particular message, has an FFS value.

There seem to be no concrete criteria for judging what is “reasonable” for this constant.  It is certainly conceivable that a message could contain information for two or three external position methods, but probably unlikely that it would contain information for dozens of them.  In case the size of the list is exceeded, it would be possible to extend the containing messages with an additional list, although this change would of course not allow legacy receivers to benefit from the extended list—thus a mutual negotiation of protocol version would probably be necessary.

Since the size of the list causes no great bandwidth expense, we suggest that leaving substantial headroom is to be preferred.  A value of 16 seems tolerably future-proof.

Proposal 7: Set the value of maxEPDU to 16.

It should be noted that in the control-plane case, the unbounded design of the external PDUs means that the maximum size of a NAS PDU could be exceeded.  Guidance could be captured in the specification to avoid this potential problem; we have no strong opinion.

2.3.7. RSRP and RSRQ as positioning measurements
While it is understood that RSRP and RSRQ can be used for E-CID positioning, it is FFS in the current specification whether they can be carried as positioning measurements by LPP, or should always be treated only as RRC measurements (and provided to the server by the eNode B rather than the target).

However, if we consider the case of UE-assisted E-CID positioning over the user plane, it is clearly necessary to provide these measurements via LPP.  We suggest that this case should not be excluded on protocol grounds, and therefore that RSRP and RSRQ should be considered as positioning measurements, and in particular that they should be  kept in the IE ECID-SignalMeasurementInformation.
Proposal 8: Remove the editor’s note on ECID-SignalMeasurementInformation, while keeping RSRP and RSRQ measurements in the list of positioning measurements.
3. Conclusion

This contribution offered the following proposals:

Proposal 1: Adopt the changes described in Section 2.2 of this document.
Proposal 2: Delete the editor’s note in section 4.1.3.

Proposal 3: Indicate that the sender may reuse a transaction ID at any time after the final message of the previous transaction with the same ID is known to have been received.
Proposal 4: Adopt the requirements above [in section 2.3.3 of this paper] into section 5.2.3.

Proposal 5: Specify a sequence number in each LPP message, to be used for duplicate detection, with the size to be determined after the discussion on reliability has concluded.

Proposal 6: Leave to target/server implementation the question of whether to restart a procedure that was aborted due to an Error message.

Proposal 7: Set the value of maxEPDU to 16.
Proposal 8: Remove the editor’s note on ECID-SignalMeasurementInformation, while keeping RSRP and RSRQ measurements in the list of positioning measurements.
RAN2 are requested to discuss and approve these proposals.  Qualcomm will be glad to provide a corresponding CR.















































































































































