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1. Introduction

This document addresses the question of how transaction IDs can be managed in LPP.

2. Discussion

2.1. Scope of a transaction ID and disambiguating information
RAN2 have agreed that the transaction ID has a directional component (UL or DL; one bit), which prevents IDs allocated by the target and the server from colliding.  This is clearly necessary.
Similarly, since the transaction ID needs to be unique between a particular target and server, it may need some embedded information on the identity of these nodes.  The same applies if a server E-SMLC is unable to recognize when multiple location sessions concern the same target UE as discussed more fully in [1]. In that case, some additional embedded information is needed on the identity of the session 
We thus submit that both a server ID and session ID may be needed in LPP messages to ensure that any transaction ID can be seen as unique by both a target and server. However, because the server ID and session ID are needed to ensure uniqueness of both transaction IDs and transport parameters and because they may be useful for other reasons (e.g. identify the server to the target), they should be included as common IEs. Moreover, these common IEs should be optional and not mandatory since when SUPL is used, LPP support of reliable transport is not needed and the server, target and session identities are all known to both ends through use of session binding at the SUPL protocol level. 

Assuming that a server ID and session ID are included as optional common IEs as proposed in [1], the structure of a transaction ID could be as follows:

LPP-TransactionID ::= SEQUENCE {

direction

ENUMERATED { ul, dl },


uniqueID

BIT STRING(SIZE(n))
}

Here the constant n should be “large enough” to provide a space of transactions adequate to hold the maximum number that could reasonably be in progress between the same two endpoints and on the same location session at once; we suggest 16 (n=4).  

Proposal 1: The LPP transaction ID is structured as a direction indicator and a 4-bit value assigned by the originating node.

2.2. The trouble with MO-LRs
Proposal 1 depends on including an optional server ID and session ID as common IEs to ensure uniqueness of transaction IDs as well as possibly other information used to support reliable transport. For server initiated sessions (i.e. MT-LR and NI-LR), both parameters would be inserted by the server and would be available to the target for any LPP messages returned to the server.

For a target initiated MO-LR, the first LPP message (for the first LPP transaction) may be originated by the target and piggybacked on the MO-LR request. Once the server receives this, it can include the correct server ID and session ID in subsequent messages and the target (once it receives these) can insert these IDs in subsequent LPP messages that it returns to the server. In order to ensure that the transaction ID used by the target for the first LPP message is seen as unique by the server and that any reply to this message by the server (e.g. to return requested assistance data) is seen as carrying the same transaction ID by the target, a few additional conventions are needed.
We propose that the target omit the server ID and session ID in any LPP message piggybacked on an MO-LR request and include a uniqueID value in the transaction ID that is unique within the target over all transactions for which a target ID and server ID were omitted. As an alternative, the target could assign "unknown" values for the server ID and session ID which would serve the same purpose. As this is the first LPP message for the new session, there will not be a problem of uniqueness at the server because the LPP message will be received as part of a new location session request from the MME. Regarding any LPP reply to the first LPP message from the server, the target will not be able to match the returned transaction ID using the server ID and session ID provided by the server (since these were not known when the first LPP message was sent in the MO-LR request), but the target will be able to match the transaction ID when the server ID and session ID are either removed or set to "unknown" values (depending on which of these conventions is agreed to be used). 
Proposal 2: In the case that the originating target node does not know the server ID and session ID, it either omits these IDs or sets them to "unknown" values. The target also assigns a value for the transaction uniqueID that is unique within the target over all transactions for which a target ID and server ID were omitted or set to “unknown” values
Proposal 3: The server includes the correct server ID and session ID in all LPP messages to the target and a target that cannot recognize a transaction ID for the included server and session Ds attempts to match this against any open transaction for which the server and session IDs were omitted or set to unknown values.
2.3. Redundant signalling
Assuming that the server ID is always included with a reserved value indicating “unknown” when a UE initiates an MO-LR that includes an initial LPP message, the foregoing description suggests a flow similar to Figure 1.


[image: image1]
Figure 1: Redundant signalling of server ID inside and outside LPP
Here the server ID first appears inside LPP message 2 (steps 2a and 2b), where it is being provided explicitly to the UE so that it can be used for future transaction ID generation.  The first two steps have no redundant signalling; however, when a new transaction is initiated in step 3a, the server ID is needed both outside the LPP message (for routing, with the field “consumed” by the MME) and inside it (as part of the transaction ID).

We consider that this redundancy is acceptab le and preferable to a layering violation that would allow a single field in step 3a to be used for both purposes.

Proposal 3: The server ID is signalled separately in the uplink transport message for routing purposes and within the transaction ID.
3. Conclusion

This contribution offered the following proposals:

Proposal 1: The LPP transaction ID is structured as a direction indicator, an optional server ID, and a 4-bit value assigned by the originating node.
Proposal 1b: RAN2 should evaluate the appropriate scope and semantics of the server ID field, and consider whether to generlize it using an InitiatorID.
Proposal 2: In the case that the originating node does not know the server ID, it indicates “unknown server” in the corresponding portion of the transaction ID structure.
Proposal 3: When (first) responding to a message indicating “unknown server” in the transaction ID, the server includes its own identity in the LPP message.
RAN2 are requested to discuss these proposals and come to a conclusion.
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