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1.
Introduction 
This document aims at establishing further requirements and clarification for detection criterion of radio link failure with consideration of carrier aggregation, especially focusing on downlink aspects. 
2.
Discussion
2.1
Current agreement
During RAN2 #67bis, following agreements were made, regarding DL RLF:

Radio downlink failure

A. Problem detection on one CC does not necessarily imply re-establishment triggering
B. Re-establishment is triggered if all PDCCH CCs fail
C. FFS if re-establishment is even triggered under more restrictive conditions (e.g. in case of problems on an even smaller subset of CC’s).
2.2
Remaining issues for downlink failure detection
Question 1: What if not all PDCCH CCs are concerned for PDCCH monitoring?

Regarding the agreement B, we note that it is possible that UE monitors PDCCH of part of CCs having PDCCH. For example, UE is configured with three CCs and all three CCs have PDCCH. If UE is configured to monitor PDCCH of only a single CC, then the failure of the CC should trigger re-establishment. This observation requires small clarification of the agreement B as follows: 
Proposal 1: Re-establishment is triggered if all CCs including PDCCH which UE is monitoring fail
Next question is related to the ‘more restrictive conditions’ which is captured in agreement C. 

Question 2: Should UE declare RLF if a CC proving security input fails?

There would be a ‘security CC’ which provides EARFCN used for security derivation. Based on the EARFCN, security in PDCP is established, and the PDCP is shared by several CCs. From the attribute of the source of security parameter, we may think that the special CC should be given a special status than other CCs, e.g., by arguing that the failure of security CC should always trigger re-establishment. 
From the PDCP perspective, however, once security is established, every CC that is connected to the PDCP is considered to be possible transmission path, each having the same importance. If failure of security CC is just a loss of one transmission path, and thus this would not always abrupt whole downlink transmissions, then it is clear that the failure of the CC currently providing security input is not a necessary condition to declare RLF. So we propose that: 
Proposal 2: Re-establishment is not triggered if a security CC which UE is monitoring fails while there is at least one alive CC including PDCCH which UE is monitoring

Question 3: Is any other restrictive condition required to declare RLF?

If proposal 2 is agreeable, then it would be natural to accept that unless there is no alive PDCCH CC which UE is monitoring, the failure of any CC should not lead to RLF declaration. So we propose that:
Proposal 3: Re-establishment is not triggered if a non-security-CC fails while there is at least one alive CC including PDCCH which UE is monitoring

It should be noted that, if proposal 1, 2 and 3 are all agreed, then the failure of all CCs including PDCCH which UE is monitoring  becomes a necessary and sufficient condition to declare radio downlink failure, and thus to trigger re-establishment. So we propose that:
Proposal 4: Remove FFS for ‘other restrictive conditions’ for RLF declaration from previous agreements
Question 4: Is per DL CC failure detection supported?

When it comes to supportability of per DL CC failure detection, it should be first decided whether in/out-of sync from L1 is per CC indication or joint indication spanning several CCs. Regarding this question, it is noted that since we have a well defined mechanism for failure detection of a single CC exists in REL-8, we should be able to reuse this mechanism as much as possible. 
The most straightforward extension of existing mechanism into CA could be to inherit the existing mechanism for failure detection of each CC. Then LTE-A UE would naturally have per-CC DL failure detection mechanism, where in-sync/out-of-sync is independently indicated per each CC. The in/out-of-sync is determined based on hypothetical PDCCH decoding error rate, and common reference signal strength is used to calculate the PDCCH error rate. Since every carrier has the common reference signals, REL-8 mechanism to detect a failure of (DL) CC can be applied for CC failure detection for any carrier type without any modification. That is, LTE-A UE declares the failure of concerned DL CC failure upon the expiry of e.g., T310 which needs to be defined per CC. So we propose:
Proposal 5: per DL CC failure detection shall be supported, and the criteria of DL CC failure shall be the same as REL-8 mechanism  
Question 5: If failure of DL CC is detected while UL CC may still alive, shall UE abandon the CC?

Upon failure of a certain DL CC, UE can take two options:

· Approach 1. Associated UL CC is considered as being invalidated 

· Approach 2. Associated UL CC is not always s considered as being invalidated
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Figure 1. Availability of CC upon DL CC failure

In the first approach, the failure of DL CC propagates into the declaration of UL CC, resulting in the CC becoming unavailable to the UE. That is, if DL CC fails, then UE simply abandons the CC, even when UL CC quality can be still good. It should be noted that, in a specific case where only a single UL CC is configured for CA, this approach necessarily leads to unnecessary RLF. 

In the second approach, the status of UL CC remains unaffected by the failure of DL CC. If the associated UL CC should be able to work for CA, the link from the UL CC to failed DL CC should be relocated, and this relocation of link should be able to be done by CC management procedure. This is another requirement we should capture. 

From the observations above, we propose to adopt the second option to make better use of available (UL) CC resource and to prevent unnecessary RLF that may be caused by the first approach. So we propose:

Proposal 6: Upon failure of a certain DL CC, associated UL CC is not always considered as being invalidated. 

3.
Conclusion
Regarding radio link failure considering carrier aggregation, followings are proposed:

Radio downlink failure

Proposal 1: Re-establishment is triggered if all CCs including PDCCH which UE is monitoring fail (Clarification of previous agreement by adding highlighted phrases)

Proposal 2: Re-establishment is not triggered if a security CC which UE is monitoring fails while there is at least one alive CC including PDCCH which UE is monitoring

Proposal 3: Re-establishment is not triggered if a non-security-CC fails while there is at least one alive CC including PDCCH which UE is monitoring

Proposal 4: Remove FFS for other restrictive conditions for RLF declaration from previous agreements
Proposal 5: per DL CC failure detection is supported, and the criteria of DL CC failure is the same as REL-8 mechanism
Proposal 6: Upon failure of a certain DL CC, associated UL CC is not always considered as being invalidated. 
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