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1 Introduction and objective

The handling of different eNB releases during a HO was discussed in the previous meetings [1][2][3] and was deferred for further email discussion.    This document contains the initial kick-off discussion document and the summary of the discussion.  The discussion clarified the solutions further.  The revision marks are towards the kick-off discussion document.
It also proposed a way forward in section 4.
1.1 Objective of the email discussion
· Primary focus: To have a better understanding of the two solutions under discussion to address HO to target eNBs of an earlier release
· Related topics
· Re-establishment handling

· Release of features not supported by target eNB (if the solution can support it, it is beneficial but not essential. Target can comprehend the signalling and should support the necessary signalling to deactivate what it doesn’t support)
· Benefits and drawbacks can be discussed as well (not included yet) but only after a proper understanding of the solutions!
· Solutions discussed so far:

· Solution 1: Source adapts to target release: already assumed possible and not intended to be discussed here

· Solution 2: Target provides a release version in HO command and the UE uses the “Default configuration” of this release as the baseline for delta configuration in the HO command
· Solution 3: Target provides a “full configuration” indication and performs full configuration in the HO command

2 Discussion

This section looks at the solutions in more detail and some additional issues.
2.1 Detailed discussion on solution 2

In solution 2: Target provides a release version in HO command and the UE uses the autonomously releases all configuration related to later releases.  The delta signalling in the HO command is based on the remaining UE configuration that release.   For more details please refer to Discussion point 2a in section 3.1.


In general, one can think of two types of extensions that may be used in the future: configurations that replace the current one and new configurations that are in addition to the current one. 
· Examples where the configuration is an extension extracted out of Rel-9 are:
· logicalChannel-SRmask, rlf-TimersAndConstants-r9, ueRxTxTimeDiffPeriodical-r9, reportProximityConfig-r9
(Some of them are Need OR and hence it will be cleared of course but they are listed here to give an example of the nature of IEs that need to be addressed.)

At least in most cases, it should be possible for the UE to identify these from the release tag and “deactivate” the corresponding functionality.  

· Configuration which is a replacement of the current configuration is: eia0-v9x0,
(It is already possible for source eNB to know if the target supports emergency calls and hence this particular case does not arise but it is again used here simply as an example of a possible configuration.)

In this case, in most cases, the target eNB should be able to identify that a new configuration is being used and reconfigure it using a configuration supported by the target eNB.  For the example above which uses one of the spare values, the eNB can detect a spare value is being used and perform a reconfiguration to an algorithm supported.  In another hypothetical example, take the case of a new rlc-config extension.  The target eNB can detect a non-supported extension and reconfigure to one supported or release the bearer as appropriate. 
From the analysis above, it seems that at this point in Rel-9 no concrete issue is identified.  
Discussion point #2a: Is the expectation that the UE will autonomously “deactivate” the configurations with release tag greater than the target indicated release?

Since there are (at least) two types of extensions possible (apart from critical extensions which is discussed later), there may be ambiguity in which one should be configured by target eNB and which ones should be autonomously deactivated by UE.  Hence it might be useful to explicitly capture cases where special treatment is necessary as suggested in [2].  In addition, a list of IEs which should be autonomously be deactivated by UE and its deactivated state (value) could also be captured.  The(se) list(s) re should be separate list(s) per release.
Discussion point #2b: If we go with this solution, configurations that not “deactivated” should be captured in a list.  In addition, do companies feel that it is necessary to explicitly capture which configurations should be autonomously deactivated by UE and what exactly deactivated means (value)?  

Another point to discuss is how to release additional bearers if we were to have more than 8 bearers in a future release.  The solution proposed in [2] is, if the target can’t support the same number of DRBs as in the source, the target could only keep the high priority DRBs from the list of DRBs provided by the source and signal the release of the additional ones.  
Discussion point #2c: Any comments on this solution (of target being able to comprehend and deactivate additional bearers) for releasing any additional (beyond 8) bearers (should they be defined a future release)?  
Discussion point #2d: Has any further issues been identified for Delta configuration?

2.2 Detailed discussion on solution 3

The principle behind this solution is that the target provides a “full configuration” indication and performs full configuration in the HO command.  But some clarification is needed also for the Full configuration.  While full configuration is similar to the HO to E-UTRAN procedure, there are some differences.  Primarily, security is already active and best not to introduce a possibility of “restarting” security. 
[3] did not identify the details what is the baseline for the “full” configuration.  
One possibility is to go through an RRC release and a procedure similar to the HO to E-UTRAN for the complete establishment of all bearers and security at the same time.  However, this will require a new handling of security establishment as the security key handling during inter-RAT HO is different.

Another possibility is to use the default configuration for the lower layers and SRBs while performing a Full configuration for the DRBs.   Since security cannot be restarted, it will be good not to break the model that SRB1 and SRB2 are active when security is active; so these need to be maintained.  As default configurations are defined for the SRBs and MAC main, Physical channel, a good starting point for the  full configuration will also be to use these default configurations.  The full configuration is only provided for the DRBs and the UE reconfigures using this configuration and disregards the current configuration.  Let us call this Solution 3a.  
Yet another possibility (say, Solution 3b) is to use the default configuration for the lower layers and SRBs as in 3a but for the UE RRC to locally release and establish all the DRBs again according to the new configuration.  Such release should be kept locally in the RRC to avoid NAS impact. 

This does not seem vastly different from solution 3a and whether 3b or 3a is preferred could be discussed.

Discussion point #3a: For the “full” configuration of DRBs option, is it better to release and establish the DRBs or simply directly reconfigure with the new configuration?
Additional specification impact: Another specification impact that is identified is that some of the conditions for inclusion of IEs also need to change (that were previously only for bearer Setup will now also need to be allowed for reconfiguration)

Release of additional bearers is possible but requires the source to prioritise the bearers such that the target only needs to handle the first 8 and the UE autonomously deactivates any bearer not configured by the target eNB.

Discussion point #3b: Is this solution for releasing any additional (beyond 8) bearers acceptable should they be defined a future release?  (Of course the intention here is to just have an understanding of the solution but the final decision can possibly wait until this scenario arises.)
Discussion point #3c: Has any further issues been identified for Full configuration?

An example pseudo procedural text for solution 3a (which includes the release of any additional bearers) is given in Annex A. The change to the conditional inclusion of the IEs is not included in this (yet!).
2.3 Re-establishment handling

For re-establishment, the UE uses the default MAC main and Physical channel configurations.  Since the default configuration for all the post Rel-8 features are “deactivated”, no additional issue is identified.  Since the source passes the short MAC-I and other re-establishment parameters to the target eNB, there is no issue even if the target cannot comprehend or support the source algorithms.

Hence whatever solution is adopted and works for the HO case seems to also address re-establishment scenario.  

Discussion point #4a: Has any further issues been identified for the re-establishment case that cannot be handled by either solution adopted for the HO case?

2.4 Critical extension of HandoverPreparationInformation
A critical extension of the HandoverPreparationInformation will mean that the target eNB will not be able to comprehend any of the following (and any new additional configuration):


ue-RadioAccessCapabilityInfo

UE-CapabilityRAT-ContainerList,


as-Config






AS-Config




OPTIONAL, 

-- Cond HO


rrm-Config






RRM-Config




OPTIONAL,


as-Context






AS-Context



OPTIONAL, 

-- Cond HO
For ue-RadioAccessCapabilityInfo, the target eNB can go with the some basic Rel-8.  Not being to comprehend the as-Config means not only that the target knows nothing about the UE configuration but also the source system information and hence extensions need to be considered carefully.    Target eNB will lose the rrm-config but it is not critical.  Failure to decode the as-context will mean that the re-establishment procedure towards the target will fail.  

From the above discussion, it seems possible to continue with the HO even when the HO preparation message is critically extended but with quite severe restrictions.   Hence critical extension of this message should be considered carefully.  It seems possible to defer further discussion of this until there is a need for critical extension of this message.

Discussion point #5a:  Are there any further issues identified with (including the Critical extension of) the HO preparation Information that need to be addressed now?  
2.5 Release of features not supported by target eNB
Both solutions seem to be able to handle this but it is more efficient in solution 2 as it can use Delta signalling and keep the HO command smaller for this case.
Discussion point #6a:  Any further points to discuss on Release of features not supported by target eNB?
3 Summary
From the above discussion so far, it seems both solutions can address the issue but some further details needs to be worked out for both solutions.   The following points are identified as the starting point of email discussion.  Please provide comments in response to the questions directly below where appropriate.   Additional comments outside of this are welcome of course in the last discussion point. 
Delta configuration solution:

Discussion point #2a: Is the expectation that the UE will autonomously “deactivate” the configurations with release tag greater than the target indicated release?

Email discussion comments: 

Summary of the discussion: The email discussion clarified solution 2 as follows: 
 “The basis for the delta signalling used in the Reconfiguration message is the current UE configurations plus releasing all parts of configurations that are defined in later protocol release. It is the same principle as in the current intra LTE HO in Rel-8 (except the release of configurations defined in a later release).  UE shall release all configurations that are defined in a later protocol release comparing to the release indicator.  If the release indicator in mobilityControlInfo is not received, consider the release indicator is Rel-8.  

When a configuration/value is a replacement of the configuration/value defined in an older release (typically when the extension is introduced in enumeration and choice), the target eNB would signal a value (defined in the target release)in the reconfiguration message if the new extension configuration/value was used in the source eNB. So there is no ambiguity in that case and the UE would reconfigure by replacing the current configuration with the received value.
The release indicator tells any configuration that are defined in later protocol should be interpreted as Need OR even though the Need ON applies when it is HO between same releases, in order to enable delta signalling which has been used in rel-8 and would be also very valuable in Rel-10.”
(Note the description of solution 2 above has been updated to reflect this.)
Discussion point #2b: If we go with this solution, configurations that not “deactivated” should be captured in a list.  In addition, do companies feel that it is necessary to explicitly capture which configurations should be autonomously deactivated by UE and what exactly deactivated means (value)?
Email discussion comments: 

Summary of the discussion: Some companies expressed a preference to list up individual features that need to be deactivated for clarification. 
Discussion point #2c: Any comments on this solution (of target being able to comprehend and deactivate additional bearers) for releasing any additional (beyond 8) bearers (should they be defined a future release)?   

Email discussion comments: 

Summary of the discussion: No comments were made on this point.

Discussion point #2d: Has any further issues been identified for Delta configuration?

Email discussion comments: 

Summary of the discussion: 
There was discussion on whether there could be ambiguity on UE behaviour on how the UE releases the configuration of a future release.  However, the proponents provided the following response:

 * the procedural text (e.g. In 5.3.5.4) will indicate that the UE shall release all configurations that are defined in a later protocol release comparing to the release indicator (if the release indicator in mobilityControlInfo is not received, consider the release indicator is Rel-8). And it is clear from the version tagging in which protocol release one configuration is defined. When a configuration/value is a replacement of the configuration/value defined in an older release (typically when the extension is introduced in enumeration and choice), the target eNB would signal a value (defined in the target release)in the reconfiguration message if the new extension configuration/value was used in the source eNB. So there is no ambiguity in that case and the UE would reconfigure by replacing the current configuration with the received value.

Two examples were mentioned/discussed where the UE autonomous reconfiguration may not be so straightforward: 
* Measurement configuration involving a new Event in Rel-10. There was discussion on whether the UE should implicitly delete the configuration or can be done explicitly.  It was commented that implicit deletion is as simple since the removal of a report configuration should lead to removal of report config ID and then potentially to removal of measurement ID.   But it may be possible for the target to remove the reportConfigId explicitly when the target sees for one eventId the uncomprehensible configurations are received from the source eNB. But it was commented that does not seem straightforward when the ID itself is future extended because the target would not support the signaling of the extended ID space in "report config ID(s) for removal" list.
* Configurations related to Rel-10 Carrier Aggregation. It was also commented that there might be a risk that if Delta configuration should be difficult for some future configuration, we may end up with multiple solutions: Full and delta configuration.
It was commented that even solution 2 will impact existing eNBs if the eNB implementation has not taken care of extension mechanisms.  But this was disputed by most companies.    
* It was also commented that it might impose considerable implementation/testing complexity on the terminals, which could be an overkill when this scenario is rare
Concerns mentioned can be summarised as (Note: there as no consensus on these concerns in the email discussion):

1) UE behaviour may not always be obvious for a certain release indication leading to inter-operability problems and increased testing

2) Risk that this may not be possible in a future release and full configuration may need to be introduced
Full configuration solution:

Discussion point #3a: For the “full” configuration of DRBs option, is it better to release and establish the DRBs or simply directly reconfigure with the new configuration?
Email discussion comments: 

Outcome of the discussion:  In all cases, companies were assuming that it will have to be done in the AS with no impact on NAS.  This means that for the release/establish and local RRC release option, the AS in the UE still has to maintain some information (BearerIdentity was mentioned).
There was also discussion on what would be the base configuration for the full configuration:

Two options were discussed:
 - Security, SRB2 and DRBs should be released in the AS in the UE and re-established.  This would then be similar to HO to E-UTRAN.  Any potential security issues with resetting HFN was discussed but this was not considered an issue.  However, it was agreed that UE AS should maintain some DRB contexts when the bearers are released and re-established so that association with the correct EPS context can be maintained.
 - Security is reconfigured fully as per signalled configuration, SRB2 is first reconfigured to default before applying the signalled configuration, the DRBs are also fully configured using the signalled configuration discarding the current configuration.  A concern was raised that if the UE does not go back to SRB1 only, the UE needs to figure out the delta between the current configuration and the configuration provided by the full configuration in order to recognize release of some configurations. And how UE does the comparison of the Full configuration with the current configuration.  
The discussion did not identify any show stopper with either option but there was no clear preference either.  Further discussion will be needed to finalise a solution if this option is chosen.  
Discussion point #3b: Is this (where the UE autonomously releases the additional bearers not configured by the target eNB) solution for releasing any additional (beyond 8) bearers acceptable should they be defined a future release?
Email discussion comments: 

Outcome of the discussion: The functionality needed in the UE for this was identified as: UE should compare the received DRB ids with the current DRBs Ids to identify which DRBs to release.
Discussion point #3b: Has any further issues been identified for Full configuration?

Email discussion comments: 

Support by Rel-8 eNB was discussed and it was confirmed that deployed Rel-8 eNBs will need to be upgraded to support full configuration towards a UE of a later release.  The Rel-8 eNB will need some special handling if it is to be handled in the network – strictly then it won’t be a Rel-8 eNB since it will have to handle Rel-9 UE ASN.1.  In other words, one can say that the procedure as such wont’ work towards a Rel-8 eNB.  If this is considered a big issue, then a default handling would need to be defined for the UE similar to the way solution 2 handles this scenario.
The concerns raised can be summarised as: 
· This is new functionality to be supported.
· It does not work when the target is an existing Rel-8 eNB.  Rel-8 eNBs will need to be upgraded to support this functionality. 
· The comparison the UE has to do for the full configuration if the SRB2/DRB is not released or the specification impact if they are released.
Common topics

Discussion point #4a: Has any further issues been identified for the re-establishment case that cannot be handled by either solution adopted for the HO case?

Email discussion comments: 

Outcome of the discussion: No further issues were identified during the discussion.
Discussion point  #5a:  Are there any further issues identified with (including the Critical extension of) the HO preparation Information that need to be addressed now?  

Email discussion comments: 

Outcome of the discussion: It was commented that Critical extension was not needed for the HO preparation message in UMTS so far and it should hence it should be possible to avoid it also for LTE.
Discussion point #6a:  Any further points to discuss on Release of features not supported by target eNB?  Both solutions can handle this but solution 2 should provide a smaller HO command than solution 3 for this case.
Email discussion comments: 

Outcome of the discussion: There was no discussion on this point.
Discussion point #7: Any additional points that need to be discussed as part of this email discussion?
Email discussion comments: 
One additional point discussed was on how frequently this issue would happen.  Solution 1 was also discussed in more detail.  Both these discussions are summarised below.
Discussion on how frequently this would happen:
Some companies said it won’t happen frequently but this was disputed as eNBs are likely to be upgraded together.  However, it was pointed out that some eNBs may never be upgraded to a certain release especially when in the future some functionality requires HW changes in the eNB.
Discussion on Solution 1:

Solution 1 was discussed in more detail as part of the email discussion.  
 - the assumption is that source eNB is aware of the the neighboring eNB releases (this could be either by OAM or signalling that is not yet discussed by RAN3)
 - source eNB performs RRCConnectionReconfiguration according to Release of the target eNB, before performing handover preparation
 - if source is not aware of the target release, it always defaults to Rel-8 configuration

The main benefit identified was that the necessary impact can be isolated to the new eNB being introduced in the network, not the existing ones
Some companies expressed a view that solution 1 is not as simple to implement.  If the reconfiguration is done immediately prior to HO, then if the HO fails, the source will need to do a reconfiguration again.   Also it implies the new functionality/feature will not be able to be activated in the source.
The concerns raised for solution 1 can be summarised as:

1) Features of a later release cannot be used in the border cells of an eNB of a previous release or needs additional reconfigurations.  It is not so simple.

2) Source may not be aware of the target eNB release (reconfigure to Rel-8)

3) Some target eNBs may never get upgraded

Proposed way forward
There were proponents to all three solutions.  With the better understanding of the different solutions, it is proposed to now take a decision between the solutions at the meeting.

1) If solution 1 is chosen, then the following needs to be discussed:

a. Should OAM or network signalling be used for target eNB release (leave to RAN3?)
b. If source does not know target eNB release, should it reconfigure to Rel-8?

2) If solution 2 is chosen, then the following needs to be discussed:

a. Should we capture the UE behaviour for each feature in a later release
3) If solution 3 is chosen, then the following needs to be discussed:
a. What is the baseline and model for the full configuration

i. Release and re-establishment of all contexts besides SRB1?

ii. Reconfiguration from default configuration for L/L2 and SRB2?

b. What should be handling of Rel-8 target eNBs
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5 Annex A: Pseudo procedural text for solution 3a

An example pseudo procedural text for solution 3a (which includes the release of any additional bearers). The change to the conditional inclusion of the IEs is not included in this.  (Duplication of some of this can be avoided by referring to the appropriate section.) 

> if RRC-reconfiguration indicates full_config 

2>
apply the default physical channel configuration as specified in 9.2.4;

2> apply the default semi-persistent scheduling configuration as specified in 9.2.3;

2> apply the default MAC main configuration as specified in 9.2.2;

2> apply the CCCH configuration as specified in 9.1.1.2;

1> for each srb-Identity value included in the srb-ToAddModList that is part of the current UE configuration

2> apply the specified configuration defined in 9.1.2 for the corresponding SRB;

2> establish a PDCP entity and configure it with the current security configuration, if applicable;

2>
establish an RLC entity in accordance with the received rlc-Config;

2>
establish a DCCH logical channel in accordance with the received logicalChannelConfig

1>
for each drb-Identity value included in the drb-ToAddModList that is part of the current UE configuration (DRB reconfiguration):

2>
configure it with the current security configuration and in accordance with the received pdcp-Config discarding the current configuration; 

2>
configure the RLC entity or entities in accordance with the received rlc-Config discarding the current configuration;

2>
reconfigure a DTCH logical channel in accordance with the received logicalChannelIdentity and the received logicalChannelConfig discarding the current configuration;

1>
for each of the SRBs or DRBs that are part of current UE configuration for which for the srb-Identity value or  drb-Identity value is not in the radioResourceConfigDedicated:

2> perform DRB release as specified in 5.3.10.2;

2> perform SRB release as specified in 5.3.10.xb (new);
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