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1 Introduction

Last CT1 meeting agreed [1] on using Emergency cause value for TAU.  This was re-discussed at CT plenary resulting in the LS [2].

This contribution looks at the topic in more detail, the motivations and consequences makes suggestions on the way forward.

2 Discussion

2.1 Motivation for Emergency TAU

SA2 had discussed and it seems “agreed” that TAU originated by normally registered UEs with IMS bearer service should be considered as “Emergency service”.  The motivation was because of a previously agreed MME overload handling which would have blocked TAUs from UEs with IMS bearer service.  This would mean that the TA of the UE will not be up to date and a call back (should the UE be in RRC Idle) to the UE will fail.
However, RAN uses the RRC Emergency cause value along with the random number to identify UEs in limited service state and performs MME selection to one that supports IMS Emergency call if the UE selected PLMN does not support IMS Emergency calls.  A consequence then of the CT1 decision to use Emergency cause value for normally registered UEs is that even a TAU from a normal UE will be subject to MME selection if the selected PLMN does not support IMS Emergency call.  
2.2 Possibility of TAU failure from using Emergency cause value

This does not seem to be a problem for most cases since the PLMN in which the UE originated the IMS Emergency call is also the registered and selected PLMN and also guaranteed to support IMS Emergency call.
However, there may be some exceptions.  Take for example, an operator A, who has only limited coverage (say in initial deployment) and has a roaming agreement with another operator B, for the rest of the country (as was the case during the initial UMTS deployment days for green field operators).  Now consider the case where this operator A offers IMS Emergency call but operator B does not (again possible since the green field LTE operator is more likely to offer full range of IMS services than a legacy operator).  

In the situation discussed above, if the UE originated an IMS Emergency call with operator A and then roamed into operator B, the UE selected PLMN B does not support IMS Emergency call and the eNB will select an MME of a PLMN (say operator C) supporting IMS Emergency call.  But since operator A had roaming agreement with operator B, he is unlikely to have roaming agreement with operator C and the TAU will fail.
If the above discussion is valid, it seems there may be marginal cases where using Emergency cause value for the TAU will result in a failed TAU and hence also a failed Emergency callback.
2.3 Solutions to avoid TAU failure

One possible solution for this could be to not include the registered GUMMEI (registeredMME) in the RRC connection setup complete message for UEs in limited service state performing an Emergency Attach.  This can then be used for eNB to perform the MME selection.  A UE performing a TAU with Emergency bearer service can continue to use the Emergency cause value in RRC Connection request but provides the GUMMEI in the RRC Connection setup complete message and will be routed to operator B where the TAU will not fail (Note: it will still not be possible to reach the UE using IMS Emergency call back but it may be possible to reach the UE using CS service if the UE is reachable on the same MSISDN).
There does not seem to be any drawback from doing this since the GUMMEI is not really relevant for the Emergency Attach (the NAS message has all the information the MME needs anyway).  So even if the benefits seem to be for marginal cases, it might still be useful to consider this.
Proposal #1: UE performing Emergency Attach should not provide GUMMEI in the RRC Connection set up complete.  Liaise with CT1 for verification and to capture in their specs if acceptable.

2.4 General discussion on MME overload handling:

Emergency services are identified in today’s RAN3 specs based on RRC cause value.  However, it should be noted that in the future (or today depending on country specific regulatory reasons), there may be other services that are considered as high priority as Emergency call.  In fact, the Rel-8 23.401 states:

NOTE 3:
The support for emergency sessions (and subsequent support within priority services) are not fully supported in this release.

The dependence on RRC cause value for multiple applications may cause problems in the future.  Another solution to the CT1 issue could have been to introduce a new optional IE in RRC connection set up complete that can provide clear information about the TAU etc. rather than depend on RRC connection cause value.  This may well be a cleaner solution.  However, it seems possible to address the issues identified without this IE as per proposal above; further, the solution of this optional IE is still available for future releases should any further requirement be identified.  

Proposal #2: Discuss whether a new IE to carry additional information should be considered already for Rel-9 for a clean solution.
3 Conclusion and proposals

This contribution looked at the motivation for using Emergency cause value for TAU and the possibility of TAU failure was identified.  The following proposals are made to mitigate the risk of TAU failure:

Proposal #1: UE performing Emergency Attach should not provide GUMMEI in the RRC Connection set up complete.  Liaise with CT1 for verification and to capture in their specs if acceptable.

Proposal #2: Discuss whether a new IE to carry additional information should be considered already for Rel-9 for a clean solution.
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5 Annex: Relevant extracts from specifications
5.1 MME Overload handling 23.401
Using the OVERLOAD START message, the MME can request the eNodeB to:

-
reject all RRC connection requests that are for non-emergency mobile originated services; or

NOTE 1:
This blocks PS service and service provided by MSC following an EPS/IMSI attach procedure.

-
reject all new RRC connection requests for EPS Mobility Management signalling (e.g. for TA Updates) for that MME; or

-
only permit RRC connection requests for emergency sessions and mobile terminated services for that MME.

NOTE 2:
The MME can restrict the number of responses to paging by not sending paging messages for a proportion of the events that initiate paging. As part of this process, the MME can provide preference for paging UEs with Emergency Bearer Services.

5.2 Extract from 36.413
5.2.1.1 8.7.6.1
General

The purpose of the Overload Start procedure is to inform an eNB to reduce the signalling load towards the concerned MME. 

The procedure uses non-UE associated signalling.

5.2.1.2 8.7.6.2
Successful Operation
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Figure 8.7.6.2-1: Overload Start procedure
The eNB receiving the OVERLOAD START message shall assume the MME from which it receives the message as being in an overloaded state. 

If the Overload Action IE in the OVERLOAD START message is set to 

-
"reject all RRC connection establishments for non-emergency mobile originated data transfer " (i.e. reject traffic corresponding to RRC cause "mo-data "[16]), or

-
"reject all RRC connection establishments for signalling " (i.e. reject traffic corresponding to RRC cause "mo-data" and "mo-signalling"[16]),or

-
"only permit RRC connection establishments for emergency sessions" (i.e. only permit traffic corresponding to RRC cause "emergency"[16]).

The eNB shall ensure that only signalling traffic corresponding to permitted RRC connections is sent to the MME.
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