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1 Introduction

As already pointed out and discussed in several working groups in the past meetings (see e.g. [1], [2], and [3]), in case of network sharing, there is an issue with the PLMN-ID’s and IMS emergency call. 

The problem will be briefly summarized, and then possible options to solve the problem will be presented, with their pros and cons. Some of the solutions were already mentioned in the previous discussions, and some of them are presented in this document for the first time. 

In particular, some highlight is put on AS-based solutions, since the LS from CT1 [2] explicitly requests RAN2 to study the feasibility of such solutions. 

2 Summary of the problem
The following scenario is considered:

A. UE is in limited service camping on a shared E-UTRAN cell which broadcasts its support for IMS emergency (1 bit).

B. The UE sends an emergency attach towards one of the PLMNs behind the shared E-UTRAN cell.

C. The eNB selects an MME of a PLMN that support emergency which is different from the PLMN provided by the UE.

D. The UE and MME/HSS uses different PLMN Ids as input to master key K_ASME derivation. 

Subsequently ciphering and integrity protection will fail due to the different security keys used by the UE and the MME.
3 Possible solutions

Option A
Use of NULL algorithm

In this solution, when the network sees that the PLMN selected by the UE had to be changed because it does not support IMS emergency call, it decides to use a NULL algorithm. This will bypass the issue of the K_ASME mismatch.  

Pros
· Least impacts to the specs

· No UE impact

Cons

· The network would have to use a NULL algorithm every time an emergency attach for IMS is requested since there is only one (selected) PLMN IE in the Initial UE NAS message from eNodeB to MME, also the MME does not know whether the PLMN was selected by UE or reselected by eNB.

· In the last RAN2 meeting, it was mentioned that the NULL algorithm is anyway used for UE in limited service, so this solution should be OK and straightforward. However this is maybe not a valid argument since looking at TS 23.401, subclause 4.3.12.1, there may be situations where even UE’s in limited service need to be authenticated, as pointed out also in [2]. 

Option B
NAS solution – Indicate the new selected PLMN to the UE within the Authentication Request message. 
Pros 
· It was mentioned in the last RAN2 meeting, and also in the RAN3 LS [3] that this solution was the only valid one because in case of network sharing the MME will perform the PLMN selection in fine (so there is no possibility to have any AS solution). However we can note that there is no description of this behaviour in any specification. It’s even the opposite. When looking at TS 23.251 (Network Sharing), it says:

	4.2.4     Assignment of core network operator and core network node

When a UE performs an initial access to a shared network, one of available CN operators shall be selected to serve the UE. […] For supporting UEs, the selection of core network operator by the UE shall be respected by the network. Supporting UEs inform the RNC/eNodeB of the network identity of the chosen core network operator.


In our case, the eNB reselects the CN operator but the MME still sees the selected PLMN as a UE selection. So, according to the above, our view is that the MME does not change the selection. So all in all, this “pro” is likely not to be one. 

Cons

· This solution is a bit artificial since it’s affecting the NAS message for the network and all UE’s, irrespective IMS emergency call is supported or not. This is cumbersome while the issue originates from the AS layer : the AS layer provides the list of PLMN’s in case of sharing, and hence should provide the essential properties of each PLMN so that the UE can initiate a proper attach. 
· Also, as already pointed out by CT1 in [2], this solution would also mean to change the requirement that the UE uses the PLMN ID broadcast by the selected PLMN with the system information for the derivation of K_ASME. This requirement is essential to ensure the binding of a set of EPS authentication parameters to a specific PLMN, i.e. to ensure cryptographic separation between different networks. 
Option C

AS solution – dedicated: non-critical extension of the RRCConnectionReconfiguration message 
An ad-hoc RRCConnectionReconfiguration message including the selected-PLMN-Id (3 bits, i.e. an index into the list of PLMNs) as a non critical extension can be purposely sent by the cell which decides to change the PLMN.
Pros
· No impact on System Information (compared to option D below)
Cons

· Signalling procedure overhead, i.e. utilizes an RRCConnectionReconfiguration message which would not have been sent in a normal case. 
Option D
AS solution – Broadcast:  Introduce new indicator(s) in system information to indicate which PLMN in the IE PLMN-IdentityList supports IMS emergency call.
Initally RAN2 decided to have only one bit (IE imsEmergencySupportIndicator-r9)  to indicate the support of IMS emergency call for all PLMN’s included in the IE PLMN-IdentityList (instead of a bitmap for example). The idea to have several bits (one bit indicator per PLMN, basically) was mentioned, but at that time the assumption was that the network sharing configuration where not all PLMN’s would support IMS emergency calls was not a valid scenario. Now that we know that this is a valid scenario, a natural solution would be to include in system information the information needed by the UE to know which PLMN supports the feature. There are several alternatives to achieve this: 

Option D.1

Replace the IE imsEmergencySupportIndicator-r9 in SIB1 by a bitmap 

In this option, the IE imsEmergencySupportIndicator-r9 would be replaced by a 6-bits bitmap, i.e.1 bit per PLMN. Each bit within the new bitmap will indicate whether the corresponding entry in IE PLMN-IdentityList supports or not IMS emergency call. It’s then up to the UE to select a PLMN supporting the feature. 
Pros

· Clear and straightforward solution, the UE still selects the PLMN within a list (as in the current behaviour).  

Cons
· It brings a 5-bits overhead to SIB1.

Option D.2 
Specify that in case imsEmergencySupportIndicator-r9 is set to “supported”, the PLMN supporting IMS emergency call (or one of the PLMN’s supporting emergency call) should be placed at a pre-defined position in the list of PLMN’s. 
This would enable the UE to easily select a PLMN supporting the feature in case of network sharing. 
This specific place in the IE PLMN-IdentityList cannot be the first place in all cases, because this first place is currently dedicated to the Primary PLMN, i.e. the one used by the UE to derive the CGI. So we propose that the PLMN supporting the feature should be put in the second place in the list, in case the Primary PLMN does not support the feature. Of course, if the Primary PLMN supports the feature, both PLMNs would coincide in the first place of the IE PLMN-IdentityList. So we need an additional bit to indicate if the PLMN supporting IMS emergency calls has to be found in the first place or in the second place of the list. There are basically to ways to realize this, which are detailed below in D.2.1 and D.2.2. 
Note: generally speaking, apart from being more far more efficient in terms of overhead, Option D.2 differs from Option D.1 in the sense that in Option D.1, the UE chooses the PLMN and in Option D.2 the operator chooses the PLMN. In other words, if several PLMN’s support IMS emergency calls, only one is indicated, and the UE shall always use it. 
Option D.2.1
Replace the IE imsEmergencySupportIndicator-r9 in SIB1 by a 2 bits indicator having the following meaning: 
00– IMS emergency call not supported by any of the PLMN’s in the list.

01 – IMS emergency call is supported, and a supporting PLMN is in the first position in the list and it is the Primary PLMN.

10 – IMS emergency call is supported, the Primary PLMN does not support the feature, and a supporting PLMN is in second position.

11 – Reserved

Pros 
· Simple and straightforward: provides a direct mean for the UE to select the right PLMN for emergency attachment. 
Cons

· Adds 1 bit to SIB1
Option D.2.2
Keep the IE imsEmergencySupportIndicator-r9 in SIB1 as it is today, and introduce an optional 1 bit indicator imsEmergencyPLMN-Position which would simply indicate whether a supporting PLMN is the first position or in the second position in the list (in case the IE imsEmergencySupportIndicator-r9 is set to “supported”). 
Pros

· Same as Option D.2.1. In addition: 
· Leaves unchanged the current field imsEmergencySupportIndicator-r9 in SIB1. 
· The new indicator imsEmergencyPLMN-Position can be placed in SIB2 if it is felt that overloading SIB1 is critical (the UE has anyway to read SIB2). 

Cons
· None.
4 Conclusions

In this document we have investigated different solutions currently on the table to solve the issue of K_ASME mismatch at IMS emergency call establishment. 
This analysis shows that: 
1) A solution based on using the NULL algorithm is probably not viable in all cases due to potential local regulatory rules. 
2) A NAS solution based on including the PLMN-ID in the Authentication Request message relies on the fact that the MME performs the PLMN selection in fine, which is not established. In addition, it breaks the requirement that the UE uses the PLMN ID broadcast by the selected PLMN. 
3) The most logical solution is the AS broadcast solution: since the AS layer provides to the UE the list of PLMN’s in case of sharing, it should also provide the essential properties of each PLMN.

Regarding the AS solution, we have shown that there are optimized ways to provide the necessary information in SIB1 or SIB2 (i.e. introduce just 1 additional bit). So in summary we have a preference for options D.2.1 or D.2.2 reminded below, and the corresponding CR can be easily provided. 
Proposal : pick-up one of the 2 options below. 
Option D.2.1

Replace the IE imsEmergencySupportIndicator-r9 in SIB1 by a 2 bits indicator having the following meaning: 
00– IMS emergency call not supported by any of the PLMN’s in the list.

01 – IMS emergency call is supported, and a supporting PLMN is in the first position in the list and it is the Primary PLMN.

10 – IMS emergency call is supported, the Primary PLMN does not support the feature, and a supporting PLMN is in second position.

11 – Reserved

Option D.2.2

Keep the IE imsEmergencySupportIndicator-r9 in SIB1 as it is today, and introduce an optional 1-bit indicator imsEmergencyPLMN-Position which would simply indicate whether a supporting PLMN is the first position or in the second position in the list (in case the IE imsEmergencySupportIndicator-r9 is set to “supported”). This new 1-bit indicator can be put in SIB2.
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