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1. Introduction
This document discusses possible extension of the RRC protocol for the Un interface from the RN start up perspective. 
2. Use Cases of RN Dedicated Establishment Cause
This section investigates the use cases where the dedicated establishment cause for the RN should be defined. 
2.1
MBSFN subframe synchronization during the RN start up

In [1] some proposals were made to achieve MBSFN subframe timing synchronization between the DeNB and the RN:

1. MBSFN subframe synchronization between the DeNB and the RN should be established before the RN goes into normal operation;

2. This synchronization should be realized by the Un RRC protocol;

3. The DeNB should manage the MBSFN subframe configuration for the RNs connected to the DeNB, i.e., the DeNB should allocate the MBSFN subframe configuration for the RN when the RN requests Un connection setup.

For the DeNB to take these necessary steps, the DeNB has to be able to distinguish whether an RRCConnectionRequest was from a UE or from an RN. The simplest way would be to indicate a specific establishment cause in the RRCConnectionRequest message, when the request was to establish Un from an RN (see Figure 1). 
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Figure 1: Overview of MBSFN subframe synchronization procedure during the RN start up
2.2
Un bearer configuration/reconfiguration/release

To convey U-plane data over the Un interface, RN EPS bearers need to be configured during the RN start up procedure or upon UE access at the RN. Details of this procedure, in particular the trigger for setting up the RN EPS bearers, are for further study. In any case it might be necessary that the DeNB is aware that the bearers being setup are for the Un rather than for normal Uu of a UE. Such aspects are also for further study.
2.3
CAC upon RN setup request
Some use cases can be considered that the DeNB should be able to differentiate CAC for an RN and a UE. Figure 2 shows two typical scenarios. When an operator sets up an RN after a natural disaster like earthquake, the DeNB should ensure that the RN setup is successful, while the UEs in the DeNB coverage may have to be prohibited from access (Figure 2(a)). Figure 2(b) shows another use case in which a decision is made whether a multi-hop Un connection should be established or not. If multi-hopping is to be disabled, the RN2 needs to be able to reject the connection request from the RN1. For the RN2 to do this, the RN2 needs to be able to distinguish that a connection request is from an RN. 
In order to support these use cases, access barring can be considered instead. However, to allow differentiated access control between normal UEs and RNs, some extra information is necessary on the broadcast channel. Since RN setup should be quite infrequent, it seems to be overkill if some system information is defined for this purpose. It seems the request/ reject approach is sufficient. Therefore, to allow the differentiated access control, including a specific establishment cause in the RRCConnectionRequest message seems to be desirable. This should be feasible since the establishmentCause currently has 3 spares.
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Figure 2: Use cases of CAC for the RN
Taking these use cases into consideration, RN specific establishment cause should be defined so as to identify that a connection setup is from an RN. 
3. Investigation of Cause Value Dedicated for RN
This section investigates what type of cause value needs to be defined for the RN. Reviewing the Rel-8 specification, three types of cause value are defined for the UE (mt-Access, mo-Signalling and mo-Data) except for emergency and high priority access [2]. It can be considered that the RN has a role as UE, however, the RN itself cannot be paged and also do not originate any U-plane sessions. Therefore, only a single cause value for the RN start up (e.g., rn-Setup) is sufficient to cover the purpose. 
4. Conclusion and proposal
This document investigated the necessity of RN specific establishment cause. It is proposed that the establishment cause value for the RN start up (e.g., rn-Setup) should be defined in the RRC Connection Request message to setup the Un. ASN.1 impact is shown below: 
RRCConnectionRequest message
-- ASN1START

RRCConnectionRequest ::=


SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionRequest-r8



RRCConnectionRequest-r8-IEs,



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCConnectionRequest-r8-IEs ::=

SEQUENCE {


ue-Identity






InitialUE-Identity,


establishmentCause




EstablishmentCause,


spare







BIT STRING (SIZE (1))

}

InitialUE-Identity ::=



CHOICE {


s-TMSI







S-TMSI,


randomValue






BIT STRING (SIZE (40))

}

EstablishmentCause ::=



ENUMERATED {











emergency, highPriorityAccess, mt-Access, mo-Signalling,











mo-Data, rn-Setup, spare2, spare1}

-- ASN1STOP
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(b) Preventing multi-hop setup
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(a) RN setup in Emergency Scenario
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