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1 Introduction
3GPP is introducing support for Machine to Machine type of communications in mobile networks [1]. A part of this task is to assess the impact on different protocol layers and functions in the Radio Access Network. This contribution aims to narrow down the different areas and M2M categories into a smaller set of use cases, so an assessment of the network impact from a finite number of devices and applications can be made effectively. 
2 Discussion 
2.1 Analysis of SA1 categories
Machine to machine communications can be categorized in many different ways depending on the application. A preliminary categorization is available in TS 22.368. These categories are listed and briefly analyzed below:

· Low mobility.
This feature applies for those devices which do not move, move infrequently, or within a limited area. Mobility procedures can be reduced and simplified in this type of devices. This can be solved defining a concrete configuration separately for each subscription which requires low mobility. Therefore, we do not see any impact in RAN2. 
· Time controlled.
Time controlled devices are those devices which send or receive data during certain defined periods of times. The network needs to be able to let access to these devices at those concrete times; however, the network can also change and communicate these periods. A feasible approach for this sort of devices is to handle these issues at the application layer. No RAN2 impact is then foreseen. 
· Time tolerant.
Data which needs to arrive but without setting any time constrains is time tolerant. A clear consequence is that the network can be able to allow or restrict access to these devices as well as to limit the data transferred or set load thresholds. This functionality can be easily placed in the application layer. RAN2 does not need to be impacted.  
· Packet switched only.
HSPA/LTE networks do already support packet switch; hence, this is a configuration issue. 
· Online small data transmissions.
This feature applies to devices which are connected/online and transmit frequently small amount of data. Network already support the transmissions of small amount of data effectively and there are sufficient parameters to control these transmissions. Therefore, this is again a configuration issue. 
· Offline small data transmissions.
Unlike the previous feature, offline small data transmissions means that the device connects to the network when it needs to transmits or receives data and then it disconnects. From RAN2 perspective, this feature does not differ much compared with the previous feature, so no impact is expected.
· Mobile originated only.
The main characteristic of this feature is that mobility procedures can be reduced and performed only at the time of a mobile originated communication. These characteristics have certain degree of similarity with low mobility. Hence, no impact in RAN2 is expected. 
· Infrequent mobile terminated.
This feature has very similar characteristics as “mobile originated only”. Most of these characteristics refer to the mobility procedures. As argued before, this issue is related to the configuration. 

· MTC monitoring.
MTC devices are used to detect events which may result in vandalism or theft. The main characteristics of these devices related to the mechanisms to detect these events which are tightened to the application layer. Once an event has been detected, the network needs to ensure that the device can send the warning notification with the minimum amount of allocated resources. This is already in placed in RAN2, so no impact is expected.

· Offline indication.
This attribute is used for those applications which need an indication when the connection between the device and the network is lost. Current networks can easily detect when the connection has been lost and they can easily forward the indication further. From RAN2 perspective, there is no impact. 
· Jamming indication.
This feature is similar to the offline indication. Devices which are jammed have to indicate so. As before, no RAN2 impact is expected.

· Priority alarm message.
Requirements are still to be added; however, it feels obvious that this type of messages will need to have some level of priority. Prioritization is already possible in current networks so no changes are needed in RAN2.

· Extra low power consumption.
Requirements are still to be added. Yet, current networks support different mechanisms to allow low power consumption. Proper configurations may achieve this goal. 
· Secure connection.
Some devices may need secure connections towards a server even in roaming situations. Mobile networks already provide secure connections. The degree of security required for those devices still needs to be studied; however, we see no impact at RAN2 layer.
· Location specific trigger.
Devices may be configured to send an indication when they enter certain areas. These devices may need to reduce the mobility procedures, for instance. This feature is similar to other previously mentioned which did not have any impact at RAN2. 
· Group based MTC features.
· Group based policing.
· Group based addressing.

Group based features means that the network can address to a group of devices to enforce a new QoS for a set of devices or send any other type of message to this set of devices.
This feature can be already found in network. We see no RAN2 impact.

To summarize, in general, we do not see any impact in RAN2. Minor issues might, though, arise depending on the applications or areas which are seen as more priority.
2.2 Prioritization of use cases
A vast amount of devices and applications fall inside one or more of the categories mentioned above. 

In essence, Machine to Machine type of communications does not differ much from other type of communications and most of the use cases can be supported with the existing functionality and procedures with the right configuration. This leads us to think that no major changes may be foreseen in order to adapt the current networks to handle Machine to Machine communications.  

Further studies will naturally be needed to shed light on whether changes or additions are needed. Yet, in order to set some focus on the studies, we feel that only a subset of machine to machine features, applications, and devices needs to be studied. The most suitable Machine to Machine applications and devices to be studies are those which are widely accessible and which volume is large enough to have some impact in the networks. Note that the main areas will encompass several of the categories listed in 22.368.
We think that the main areas which RAN2 should focus are:
· Metering – Examples in this area can be already found out in the market. Yet, these devices do not widely use mobile networks. Metering devices are, though, widely spread and would greatly benefit of Machine to Machine applications over mobile networks. In general, metering devices are placed in fixed positions and transmit their data on a periodic basis. Hence, these devices are characterized by low mobility and time controlled, for instance. Mobile networks needs to ensure that these devices have access during those periodic times and, at the same time, do not block other priority users. 

· Road Security – Road security belongs to the Security service area. Road security is tightly linked to Priority Alarm Message feature. These applications and devices are also characterized for being time tolerant; however, specific characteristics may depend on the concrete application and usage. 

· Consumer electronics and devices – In an era in which all content is likely to be available in a digital format, we think that end user devices are key devices to be considered for Machine to Machine communications. The large variety of consumer electronics makes difficult to frame them within a certain set of characteristics. Some may generate large amount of data while others may generate small amounts of data. Some may require high mobility, throughput, and availability while others may not require any of those. Then, networks need ensure that these devices are served according to their needs.
Based on this discussion, we propose that:

Proposal 1: The main focus areas for Machine to Machine type of communications should be restricted to:
· Metering

· Road Security
· Consumer electronic and devices

3 Proposal

We kindly ask RAN2 to discuss and agree on the following proposal:
Proposal 1: The main focus areas for Machine to Machine type of communications should be restricted to:

· Metering

· Road Security
· Consumer electronic and devices
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