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4.3
LPP Transport

4.3.1
Transport Layer Requirements 

LPP requires reliable, in sequence delivery of LPP messages without duplication from the underlying transport layers. In this case, no additional transport support is needed at the LPP level. However, LPP can provide its own optional support for reliable in order delivery of LPP messages in the case of an underlying transport layer that is not fully reliable. This section describes the transport capabilities that are available within LPP.
4.3.2
LPP Duplicate Detection
This capability is able to detect and discard duplicate LPP messages when the underlying transport or the use of other LPP capabilities ensure reliable in order delivery of LPP messages with the possibility of duplication. 
Each LPP message carries a server ID, a session ID and a sequence number.
For downlink transfer, each server shall be assigned and make use of its own server ID and shall assign a session ID unique within the server to each location session (MT-LT, MO-LR and NI-LR). For uplink transfer, a target device shall use the same server ID and session ID as the server when sending LPP messages to the server that relate to any session initiated by the server. When a target device transfers an LPP message to a server as part of a target initiated MO-LR and piggybacks the message in the MO-LR request, LPP transport capabilities shall not be used and a server ID and session ID need not be included.
The sequence of LPP messages transferred in a particular direction (uplink or downlink) between a particular target and server on a particular session is referred to as a transport stream. The server is always aware of the start and end of any location session and hence knows the start and end of the downlink transport stream. The target may not always be aware of the end of a location session and hence may sometimes perceive consecutive location sessions from the same sever and with the same session ID as being parts of the same session. From a transport perspective, this does not matter.
A sender assigns an initial sequence number in the first LPP message for a particular transport stream and increases this number monotonically (modulo the sequence number size) in each succeeding (non-retransmitted) LPP message for this transport stream. The initial sequence number and its monotonically increasing successors shall differ from any of the sequence numbers carried by the transport stream the last time it was used for some previous location session. This may be achieved by mapping current UTC time to an initial sequence value or by recording previous sequence numbers in non-volatile memory. A receiver should erase memory of previous sequence numbers for any transport stream following an implementation defined period of inactivity for this stream (e.g. one hour is recommended). This requirement ensures that a UE will eventually treat a location session as being ended even when not explicitly informed when the session actually ended. 
A receiver detects a duplicate if a received message for a particular transport stream carries a sequence number N within the following range modulo the sequence number size:


S – n   ≤   N   ≤   S
where S is the sequence number of the last received non-duplicate message for this stream and n is FFS.
Editor's Note:
it is FFS whether n=0 can be used (i.e. whether it can be assumed that duplicates are only possible for the last received message).
4.3.3
LPP Acknowledgment
4.3.3.1
General 
This option builds on the LPP duplicate detection capability and requires support of the latter in order to operate. In addition to the parameters for LPP duplicate detection, each LPP message carries an acknowledgment indicator that is set to either request an acknowledgment or provide an acknowledgment. LPP messages on each transport stream are sent one at a time and include a request for acknowledgment. At a receiver, an acknowledgment is returned for each correctly received LPP message (including for any duplicate). The acknowledgment carries the same server ID, same session ID and same sequence number as the received message plus an indication that it is an acknowledgment. Once a sender receives an acknowledgment for an LPP message, it is permitted to send the next LPP message for that transport stream. No message reordering is needed at the receiver since this stop and wait method of sending ensures that messages arrive in the correct order for each transport stream. 

4.3.3.2
Procedure related to Acknowledgment
Figure 4.3-1 shows the procedure related to acknowledgment.
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Figure 4.3-1: LPP Acknowledgment procedure

1.
Endpoint A sends an LPP message N to Endpoint B for a particular transport stream with server ID S and session ID Q.

2.
If LPP message N arrives correctly such that its server ID, session ID and sequence number can all be decoded (regardless of whether the rest of the message can be correctly decoded), Endpoint B returns an acknowledgment for message N. 
3.
Endpoint A sends the next LPP message N+1 for the transport stream to Endpoint B when this message is available.
4.3.4
LPP Retransmission
4.3.4.1
General 
This capability builds on the acknowledgment and duplicate detection capabilities and requires support of both of these in order to operate. When an LPP message is sent and not acknowledged, it is resent by the sender following a timeout period up to an implementation determined number of times. If still unacknowledged after that, the sender aborts all activity for the associated transport stream. 
4.3.4.2
Procedure related to Retransmission 
Figure 4.3-2 shows the procedure related to retransmission when combined with acknowledgment and duplicate detection.
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Figure 4.3-2: LPP Retransmission procedure
1.
Endpoint A sends an LPP message N to Endpoint B for a particular transport stream with server ID P and session ID Q.

2.
If LPP message N arrives correctly such that its server ID, session ID and sequence number can all be decoded (regardless of whether the rest of the message can be correctly decoded), Endpoint B returns an acknowledgment for message N. If the acknowledgment is received correctly by Endpoint A (such that the acknowledged massage can be identified), Endpoint A skips steps 3 and 4. 
3.
If the acknowledgment in step 2 was not sent or not received correctly, Endpoint A retransmits LPP message N after a timeout period.

4.
 If LPP message N in step 3 arrives correctly such that its server ID, session ID and sequence number can all be decoded (regardless of whether the rest of the message can be correctly decoded and whether or not the message is considered a duplicate), Endpoint B returns an acknowledgment. Steps 3 and 4 may be repeated an implementation determined number of times if the acknowledgment in step 3 is not sent or not received correctly by Endpoint A If the acknowledgment in step 4 is still not received after the retransmission limit is reached, Endpoint A aborts all procedures and activity associated with the transport stream.

5.
Once an acknowledgment in step 2 or step 4 is correctly received, Endpoint A can send the next LPP message N+1 for the transport stream to Endpoint B when this message is available..
[...]6.2
LPP PDU Structure

–
LPP-PDU-Definitions
This ASN.1 segment is the start of the LPP PDU definitions.

-- ASN1START

LPP-PDU-Definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

-- ASN1STOP

–
LPP-Message
The LPP-Message provides the complete set of information for an invocation or response pertaining to a single LPP transaction.

-- ASN1START

LPP-Message ::= SEQUENCE {


-- LPP Version is FFS


transactionID


TransactionID

OPTIONAL,


endTransaction


BOOLEAN


serverID



INTEGER (0..255)
OPTIONAL,


sessionID



OCTET STRING (1..4)
OPTIONAL,

reliableTransport

ReliableTransport
OPTIONAL,

lpp-MessageBody


LPP-MessageBody

OPTIONAL,

...
}

-- ASN1STOP

	LPP-Message  field descriptions

	serverID

This field identifies a particular server

	sessionID

This field identifies a particular location session within the server identified by the serverID

	reliableTransport

This field is included when LPP supports its own reliable transport and is omitted otherwise

	lpp-MessageBody

This field is omitted in an LPP transport level ack


–
LPP-MessageBody
The LPP-MessageBody identifies the type of a message and contains all LPP information specifically associated with that type. 

-- ASN1START

LPP-MessageBody ::= CHOICE {


c1





CHOICE {



requestCapabilities


RequestCapabilities,



provideCapabilities


ProvideCapabilities,



requestAssistanceData

RequestAssistanceData,



provideAssistanceData

ProvideAssistanceData,



requestLocationInformation
RequestLocationInformation,



provideLocationInformation
ProvideLocationInformation,


abort





Abort,



error





Error,



...


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

–
LPP-TransactionID
The LPP-TransactionID identifies a particular LPP transaction, the initiator of the transaction and optionally an associated  LCS session. 

-- ASN1START

LPP-TransactionID ::= SEQUENCE {


initiator



Initiator,


transactionNumber

TransactionNumber


-- Session ID is FFS

}

Initiator ::= ENUMERATED {


locationServer,


targetDevice,


...

}

TransactionNumber ::= INTEGER (0..255)

-- ASN1STOP

–
ReliableTransport 
The ReliableTransport IE enables duplicate detection, in order delivery and recovery from LPP message loss. 
-- ASN1START

ReliableTransport ::= SEQUENCE {,


sequenceNumber

SequenceNumber,

acknowledgment

Acknowledgment

OPTIONAL,

...

}
SequenceNumber ::= INTEGER (0..4294967295)

-- 0 .. 2**32 - 1
Acknowledgment ::= ENUMERATED {


request,


response

}

-- ASN1STOP

	· Transport  field descriptions

	acknowledgment

This field indicates whether an acknowledgement is requested for an LPP message or whether an acknowledgement is being provided. 

	sequenceNumber
This field provides a means of identifying an LPP message that can be used for acknowldgment purposes and/or to detect duplicates.
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