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1. Introduction

This document addresses the question of how to support reliable transport for LPP when used with the 3GPP Control Plane solution.

2. Discussion

2.1. RAN2 LS and Responses from CT4, RAN3, SA2
RAN2 previously discussed 2 alternative solutions for support of reliable LPP transport: Alt 1 and Alt 2. With Alt 1, an eNodeB indicates possible DL LPP message non-delivery to the MME via a NAS NON-DELIVERY INDICATION message which is returned to the E-SMLC to enable LPP retransmission. With Alt 2, reliable transport is provided solely within the LPP layer between the E-SMLC and UE with no impact to the MME. These solutions and some related questions were provided to 4 WGs (CT1, CT4, RAN3, SA2) in LS R2-097372. A response from CT4 (R2-097500) indicates Alt 1 would be a feasible addition to the SLs interface; a response from RAN3 (R3-093283) indicates RAN3 is still discussing the feasibility of Alt 1 but points out possible limitations on indicating LPP message loss for RLF events with some eNodeB implementations; and a response from SA2 (S2-097527) indicates SA2 is still analyzing the MME impacts of both solutions but "SA2 preference is to select the solution which can minimize the impact on the MME".
It is clear from these responses that there are various concerns with Alt 1 including whether it is feasible (RAN3) and regarding its impacts to the MME (SA2). It is also clear that Alt 1 would require some support from within the LPP layer (e.g. to detect duplicates, ensure in order delivery, retransmit potentially lost LPP messages) and hence would include some portion of an Alt 2 solution besides impacting the MME.
No WGs have expressed any concerns over Alt 2 and since this has no impacts to the MME we propose that RAN2 adopt Alt 2 as the solution in Rel-9.

Proposal 1: LPP reliable transport shall be supported according to the Alt 2 solution in R2-097372.

2.2 Support of Multiple Servers and Multiple Sessions
A target UE may have simultaneous location sessions (e.g. MT-LR, MO-LR, NI-LR) ongoing with two or more E-SMLC servers at the same time. This implies the need for separate support of reliable LPP transport between the UE and each E-SMLC – e.g. in order to distinguish transport parameters sent by one server from those sent by another. This could be achieved by including a server ID in each LPP message as part of transport support. This would allow different servers to use the same parameter values – e.g. for sequence numbers and acknowledgments - without interference. It would also allow a target to use the same parameter values with respect to different servers.  
Proposal 2: Include a server ID to support reliable transport between a target and multiple servers without interference.
Note that this server ID could potentially be the same as the server ID proposed for inclusion in the transaction ID structure in [1].

A similar problem to that introduced by multiple servers occurs due to the need to allow more than one simultaneous location session between a UE and any E-SMLC. In this case, the E-SMLC may not be aware that the multiple location sessions are for the same UE since draft TS 29.171 for the SLs interface between the MME and E-SMLC currently defines the IMSI and IMEI as optional parameters in an LCS-AP Location Request message.
From the E-SMLC perspective, this limitation may not be much of a drawback, since the E-SMLC can support each location session independently of others even when these are for the same UE. Possible lack of knowledge of the UE identity by an SMLC or SAS is also a feature in the control plane location solutions for GERAN and UTRAN and has not caused any problems. However, since an E-SMLC might assign the same transport parameter values to LPP messages for different sessions to the same UE, inclusion of a session ID in LPP messages is also justified similarly to inclusion of a server ID.
Proposal 3: Include a session ID to support reliable transport to allow multiple simultaneous sessions between the same target and server. Reconsider this proposal only if a session ID will be conveyed at a protocol level below LPP (e.g. at the NAS level) or if an E-SMLC will always be aware of the UE identity.

The issues concerning uniqueness of the transport parameters with multiple servers and multiple sessions also apply to ensuring uniqueness of transactions IDs. Hence it seems better to convey the server ID and session ID as part of the common message header where they can be available for both transport support and transaction IDs (see [1]; this option would be as opposed to, e.g., including both parameters twice within the different structures for transaction ID and transport support). Both parameters should also be optional since in the case of SUPL, the server and target identities are already known to both ends and session identification is provided at the SUPL level.
Proposal 4: Include the server ID and session ID as optional parameters in the common LPP message IEs.
For convenience of subsequent description, the term "transport stream" will now be used to refer to a particular sequence of LPP messages transferred in one direction (either uplink or downlink) between a particular target and server and on a particular session. The inclusion of a server ID and session ID ensures that reliable transport for each transport stream can be supported independently of other transport streams.
2.3 LPP Transport Capabilities
In order to detect duplicate LPP messages, each LPP message could carry a sequence number that increased monotonically in each succeeding LPP message for a particular transport stream. Assuming other transport capabilities ensure reliable in order transport of LPP messages (as discussed further down), a duplicate could be detected when the sequence number of a received LPP message for any transport stream was the same as the sequence number for some earlier received message for the same transport stream. In order for this to work reliably across successive sessions between the same target and server, where the same session ID is assigned (e.g. an MT-LR with session ID X followed at some later time by an NI-LR with the same session ID X), a receiver would either need to know when a particular session had started and ended or the sequence numbers used for different sessions would need to differ. The first requirement may be impossible to support without adding additional LPP messages to convey the end of any session since location sessions can end unpredictably – e.g. via a local abort or the realization in a server or target that there is now enough information to complete a session.. It is therefore proposed to focus on the second requirement and to support a large sequence number space that will allow, as an implementation option, a unique mapping of current UTC time to an initial sequence number for any transport stream similar to initial sequence number assignment for TCP. A sequence number size of 232 would allow a mapping in increments of 100ms per sequence number with a wraparound time of 13.6 years as an example. The cost of such a large sequence size would mainly just be a couple of additional octets per message.

Proposal 5: Use sequence numbers to detect LPP message duplicates and a large sequence number size (232 is suggested) to ensure different sequence numbers for different sessions that use the same session ID.

In order to detect non-delivery of LPP messages and ensure in order delivery without requiring a receiver to buffer and reorder received LPP messages, it is proposed to adopt a simple send and wait mechanism in which a sender sends one LPP message at a time on any transport stream. A receiver acknowledges each received LPP message and a sender sends the next LPP message for the stream once the acknowledgmnent is received. This simple scheme is used by RRLP but the higher bandwidth in EPS and larger allowed LPP messages should avoid most of the throughput and delay limitation of RRLP. Although more efficient transfer mechanisms could be defined, these would introduce additional complexity that seems not justified given that most of the time there will be at most one session per target device transporting only a small number of LPP messages in each direction.

 Proposal 6: Employ a send and wait acknowledgment mechanism on each transport stream to ensure in order LPP message delivery and detect lost LPP messages.
In order to resend potentially lost LPP messages, it is proposed that a sender retransmit any unacknowledged LPP message following some timeout period since previous transmission.  Following some implementation dependent number of retransmissions, a sender should abort all activity associated with a particular LPP transport stream if some LPP message remains unacknowledged. This would mean aborting the associated location session and all of its constituent ongoing transactions.

Proposal 7: Employ timeout based retranmsmission of unacknowledged LPP messages from a sender and abort all activity associated with a transport stream when an LPP message has timed out more than an implementation determioned number of times. 

2.4 MO-LR Support

With the E-UTRAN control plane location solution, all location sessions (MT-LR, NI-LR, MO-LR) are initially invoked via the serving MME for the target UE. This leads to a location request from the MME to a suitable E-SMLC (e.g. as defined in TS 23.271). The E-SMLC may subsequently invoke one or more LPP transactions with the target UE. Thus, the UE will always perceive the location session to have been started by the E-SMLC. It can thus use the same server ID and session ID in any LPP messages that is sends to the E-SMLC either as part of a continuing transaction (e.g. to return location information or UE capabiliuties) or as part of a new transaction invoked be the UE (e.g. to request assistance data). The single exception to all this is when a UE piggybacks an LPP message on an MO-LR request. In this case, the UE does not know the server ID or the session ID that the E-SMLC will later assign which would seem to make transport support problematic. However, since loss of this particular LPP message can only occur when the associated MO-LR request is also also lost, it is proposed to rely on whatever mechanism is being used to ensure MO-LR reliability and not to separately invoke reliable transport for the LPP message.
Proposal 8: Do not employ reliable LPP transport for any LPP message piggybacked on an MO-LR request.
Of course this proposal would require that the reliability fields be optional (in addition, they should be optional so that they can be omitted in the user-plane case).
3. Conclusion

This contribution offered the following proposals:

Proposal 1: LPP reliable transport shall be supported according to the Alt 2 solution in R2-097372.

Proposal 2: Use a server ID to support reliable transport between a target and multiple servers without interference
 Proposal 3: Include a session ID to support reliable transport to allow multiple simultaneous sessions between the same target and server. Reconsider this proposal only if a session ID will be conveyed at a protocol level below LPP (e.g. at the NAS level) or if an E-SMLC will always be aware of the UE identity.Proposal 4: Include the server ID and session ID as optional parameters in the common LPP message header.
Proposal 5: Use sequence numbers to detect LPP message duplicates and a large sequence number size (232 is suggested) to ensure different sequence numbers for different sessions that use the same session ID.

Proposal 6: Employ a send and wait acknowledgment mechanism on each transport stream to ensure in order LPP message delivery and detect lost LPP messages.

Proposal 7: Employ timeout based retranmsmission of unacknowledged LPP messages from a sender and abort all activity associated with a transport stream when an LPP message has timed out more than an implementation determioned number of times. 

Proposal 8: Do not employ reliable LPP transport for any LPP message piggybacked on an MO-LR request.

RAN2 are requested to discuss these proposals and come to a conclusion.
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