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1. Introduction
To improve the support for machine-type communications (MTC), RAN technical enhancements for UTRAN and E-UTRAN should be studied considering the MTC specific service requirements identified by SA1, such as, low mobility, time controlled, extra low power consumption, group based MTC features, etc[1]. As mentioned in [2], in MTC systems, a large number of communicating terminals can be deployed in a small area. If those communicating terminals access the mobile network simultaneously, it may cause serious traffic jam. Therefore, it is necessary to implement access control of MTC devices to alleviate the influence caused by the access of MTC devices. In this contribution, we investigate the access control of MTC devices, and provide some possible alternatives. Here, access control only takes account of the access of UE from idle state to connection state.
2. Discussion
2.1. Existing access control schemes
2.1.1 AC barring

In UTRAN/E-UTRAN, access class (AC) barring is used to implement access control, which can suppress excessive traffic and avoid congestion. When the UE requests to establish a connection, the UE should first perform an access class barring check. If AC barring check is successful, the UE will send a random access preamble and start a RRC connection establishment process; otherwise, UE can not initiate RRC connection establishment process, immediately.
In legacy access class (AC) barring scheme, there are 16 access classes. AC 0-9 represents normal UEs, AC 10 represents an emergency call, and AC 11-15 represents specific high priority services, such as security services, public utilities (e.g. water/gas suppliers). A UE may be assigned one or more access classes depending on the particular cell access restriction scheme. 
For ACs 0-9, UTRAN and E-UTRAN adopted different AC barring schemes.
· In UTRAN: This is achieved by setting a barred status to certain AC. The more AC is bared, the more traffic is reduced. 
If the same barring status is kept, the same user is always barred, while others can get to access freely. To distribute the restriction among all the users, the AC barring status need to be rotated after some period of time. 
· In E-UTRAN: AC barring is achieved by broadcasting an access probability and AC barring time for the UE corresponding to ACs 0-9. 

When initiating an L3 access, UE draws a random number 
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 and compares 
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 with the current access probability 
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, the UE proceeds to the RA procedure; otherwise, the UE will be barred for a AC barring time duration.
For ACs 10-15, UTRAN and E-UTRAN use the similar principle to explicitly indicate whether or not network access for corresponding AC is allowed for UEs. 

2.1.2 Problems of current AC barring scheme to support MTC
In MTC systems, it is possible that a very large number of MTC devices are deployed in one certain area compared with traditional mobile communication systems. Although access control scheme (i.e. AC barring) is adopted in UTRAN and E-UTRAN systems to limit the number of possible UEs using RACH, it is maybe not capable enough to support machine-type communications. For example, in a residential area, if the MTC devices on gas meter report the gas consumption at the same specified time, which hardly happens in traditional mobile communication systems, the network is likely to be congested. To make UTRAN/E-UTRAN efficiently to support MTC feature, we propose the access control scheme should be improved for MTC devices.
Proposal 1：The access control scheme should be improved for MTC devices.
2.2. Access control of MTC devices
In UTRAN/E-UTRAN, AC barring is an efficient way to control access load. Since MTC devices may multiple times than traditional UTRAN/E-UTRAN terminals, if the MTC devices are treated as normal UTRAN/E-UTRAN terminals, the performance of UTRAN/E-UTRAN terminals may be affected seriously. In addition, if the congestion happens, the QoS of machine-type communications can not be guaranteed as well. To reduce the effect of MTC to traditional mobile communications and guarantee the performance of machine type communications, the access control schemes in UTRAN/E-UTRAN systems should be enhanced, such as improving the AC barring scheme. 
2.2.1 Issues for access control of MTC devices
To improve access control for MTC devices, the follow issues need to be considered:
· Whether is it needed to make a distinction between MTC devices and normal mobile terminals?

MTC devices can be used to various applications and may have different MTC feature. For the MTC applications which traffic characteristics and requirements of real-time are similar with human-to-human communications, it is maybe unnecessary to distinguish corresponding MTC devices in these application scenarios with normal mobile terminals; while for the MTC devices which are used to transmit MTC services with MTC features such as time tolerant, small data transmissions, etc., it may be essential to differ such MTC devices from normal mobile terminals to reduce the impact on human-to-human communications.
· How to distinguish MTC devices from normal mobile terminals?

· Whether is it needed to make a distinction between MTC devices with different feature(s) or belonging to different MTC groups?

According to application scenarios, features, etc., MTC devices can be divided into different types, Different types of MTC devices may have their specific access control requirements. So, it may be necessary to distinguish MTC devices of different types. 
· How to distinguish MTC devices with different feature(s) or belonging to different MTC groups?

· Which methods can be used to control access of MTC devices?

2.2.2 Possible alternatives

Access control of MTC devices can be implemented through two different ways:
1) Design independent MTC specific access control information
For example, in E-UTRAN, add independent MTC specific AC barring information in SIB2 or new SIB, which is independent of current AC barring information to avoid impact on normal UTRAN/E-UTRAN terminals. 
2) Modify exist AC barring scheme
Modify existing AC barring scheme to control the access of MTC devices. For example, in E-UTRAN, besides access probability and AC barring time, an additional parameter 
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is broadcasted for the MTC devices. Only the random number 
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can the MTC device proceeds access process.
Currently, we don’t have any preference of any alternative above yet. In order to get a way forward on the study, we kindly ask RAN2 to discuss this issue. 
Proposal 2: RAN2 is asked to discuss the principle of access control for MTC devices.
3. Conclusion
Our proposals are given as follows:

Proposal 1：Access control should be improved for MTC devices;

Proposal 2：RAN2 is asked to discuss the principle of access control for MTC devices.
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