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1. Introduction
Some issues about CC management in CA have been discussed in RAN2#67bis meeting, and two agreements have been made that “The handover procedure can be used for any CC related reconfiguration, and the other new CC management procedure which is different from handover can be adopted for CC addition/CC removal”. However, the details about the CC management procedure still need further study, such as whether the random access is needed for new CC management procedure, what other CC reconfiguration can be performed by the new CC management procedure and so on. In this contribution, we further investigate how to manage the CC of LTE-A UE, and study the characteristics and functions of new CC management procedure.
2. Discussion
2.1. Methods for CC management
According to the conclusions of RAN2 #67bis meeting, the following two procedures have been agreed to manage the CC of LTE-A UE. 
Procedure 1: RRCConnectionReconfiguration including mobilityControlInfo (i.e. “intra-cell handover”). 
Procedure 2: RRCConnectionReconfiguration without mobilityControlInfo. 

The Procedure 1 is characterized as:

· Update AS key;

· Reestablish PDCP and RLC entity;

· Reset and reconfigure MAC entity;
· Need random access to build UL synchronization.
The Procedure 2 is characterized as:

· Do not change AS key;

· Do not reestablish PDCP and RLC entity;

· Do not reset of MAC entity;
· Need random access (FFS)
As we have discussed some CC change scenarios in [1], we will focus on the special cell management problem in this contribution and consider the following two detailed issues:
1) Issue1: Whether Procedure 2 can be adopted for some scenarios of special cell change?
2) Issue2: Whether random access is needed for Procedure 2? 

Before answering these two issues, we think there is a need for clarifying potential features of special cell. 
2.2. Special cell’s features
In previous meetings, it was agreed that the special cell provides the security input and the NAS mobility information (such as ECGI, PCI, ARFCN, etc.). For the security input feature, it is mostly related to the handover procedure. More specifically, the target special cell’s PCI and ARFCN information will be provided to calculate the KeNB* and thereby the AS keys. From this point, special cell should be one of the target configured working CCs. For the NAS mobility feature of providing TAI and ECGI, one of the roles of reporting ECGI is to aid law enforcement agencies and charging in MME. It is reasonable to perform charging based on the ECGI information of one configured working CC, i.e. the one corresponding to the special cell.
Besides the agreed two features, we also think it is possible and beneficial to link the special cell with other features, since there may be some functionality that is bound with a specific CC for UE working with multiple CCs. For example, as what we have suggested for the SI updating procedure, the connected mode UE monitors the paging message or SIB1 through a specific cell to receive the SI update notification [2]. In this way, air resources can be saved. Another potential factor lies in some CC-specific physical resource configuration which has been agreed by RAN1, like configuring Scheduling Request (SR) resource on only one specific carrier [3]. For these specific functionalities, not just limited to the just mentioned, we think it’s reasonable to relate the special cell with them (or one of them) and enhance special cell’s features. Therefore, we prefer not to treat the special cell as a logical concept, i.e., the carrier acting as the special cell should at least be one of the configured CCs (no matter whether activated or deactivated) and also reasonable to have as good quality as possible. 
Proposal 1: Special cell should be one of the configured CCs. 
2.3. Issue1: Whether special cell change can be performed by Procedure 2?

First, we present some possible special cell change scenarios.
2.3.1 Scenarios for special cell change
When UE moves within following scenarios: 

1) the configured CCs of UE have different coverage area, such as the scenarios shown in Fig.1;
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Fig.1 Scenarios of configured CCs with different coverage area

In Fig.1 (a), the coverage of CC2 is smaller than CC1. If the configured CC of UE are CC1and CC2, and CC2 is corresponding to UE’s special cell, when UE moves out of the coverage of CC2 (still in CC1), the special cell would become unsuitable for the UE.

In Fig.1 (b), there are two repeaters for CC1 and CC3, respectively. For UE configured with CC1, CC2 and CC3, the coverage of CC1 and CC3 would be different due to the repeaters. For the same reason as Fig.1 (a), out of the coverage would cause the special cell unsuitable.
2) in an femto dense area, when the femto cell and the special cell of UE are on the same frequency, then, the signal transmitted from femto cell is interference for the special cell. If the interference is too strong, the special cell would become unsuitable for the UE.
It may occur that the CC corresponding to the special cell becomes unsuitable to a UE. Then, the special cell should be changed. Other configured CC can be chosen as the new special cell, or assign a new CC to UE and link the special cell to the new added CC.
2.3.2 Alternatives for special cell change

Certainly, Procedure 1 (i.e handover procedure) can be adopted to implement special cell change, while we think that Procedure 2 should also be supported to serve this purpose. Reasons are listed as follows:
1) Procedure 2 can reduce traffic interruption and data loss compared with Procedure 1;

2) There is no security problem to continue using the former AS key when the special cell of UE changes within UE’s configured CC set.
Whether Procedure 1 or Procedure 2 is adopted can be up to the implementation of eNB, when altering special cell within UE’s configured CC set.
With this proposed treatment, we would like to provide our understanding to the relationship between the special cell and AS key updating. That is, only when there is a requirement to update the AS key, like in the case of handover, special cell’s related parameters will be provided as the input to the updating algorithm. In other words, special cell change does not always and necessarily trigger the AS key’s updating action. 
Proposal 2: The special cell change can be performed through Procedure 2.
2.4. Issue2: Whether the random access is needed for Procedure 2? 

The LS from RAN4 has pointed out that there may be different TA values for the aggregated carriers of LTE-A UE in secnario2-4 [4] which is caused by aggregated carriers experiencing different wireless broadcasting environments. We share the same opinions with DoCoMo that scenario 2 should be an important scenario in LTE R10 due to continuing using the repeaters of former release access network which are frequency selective. If the scenarios which have distinct TA values for different CC are confirmed, we think random access procedure may be needed for CC management. Following two scenarios are possible:

1) If the common TA set of CC for LTE-A UE can be determined by eNB, eNB can indicate UE whether to execute random access on added CC.
2) If eNB can not make sure whether the new added CC have the same TA value with CC that UE has configured, UE should default to implement random access on each added CC. 

Based on above analysis, we consider that if multiple TA environments exist, RA procedure may be needed for CC management in Procedure 2. UE can perform random access according to the indication from eNB. 
Proposal 3: eNB may indicate UE to perform random access for CC management in Procedure 2. 
3. Conclusion
The possible characteristics and functions of new CC management procedure (Procedure 2) are summarized in following two tables, respectively. 

Table 2. The characteristics of Procedure 2
	1
	Not update AS key

	2
	Not reestablish PDCP and RLC entity;

	3
	Not reset MAC entity; 
When the aggregated CC of UE changes, reconfigure the MAC entity according to the modified aggregated CC of UE, such as: add the HARQ entity for new CC; delete the HARQ entity for unused CC, etc.

	4
	Perform random access according to indication from eNB.


Table 3. The functions of Procedure 2
	1
	Add CC;

	2
	Remove CC except the special cell;

	3
	Change the special cell within UE’s configured CC set.


Our proposals are given as follows:

Proposal 1: Special cell should be one of the configured CCs.
Proposal 2: The special cell change can be performed with Procedure 2;

Proposal 3: eNB may indicate UE to perform random access for CC management in Procedure 2.
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