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1 Introduction
The topic of backward compatibility across eNBs of different releases was discussed over the last two meetings [1].  Two possible solutions were documented in the RAN2#67bis meeting minutes after offline discussion:

1) For source to reconfigure to the target release

2) To signal and use a default configuration for a release 

This document discusses both these solutions in more detail and looks at another possible solution.
2 Discussion

The two shortlisted solutions listed in the last meeting were:

1) For source to reconfigure to the target release

2) To signal and use a default configuration for a release 

Another possibility that was mentioned but discussed in detail was the 

3) Full configuration option

The three are discussed on more detail below.

2.1 Source reconfigures to the target release
In this option, the source performs reconfiguration to the target release.  This has no RRC specification impact and is the simplest solution.  It can handle all cases including increase in the number of DRBs in a future release.  

Some of the comments/concerns on this solution are addressed below.

1) This requires that the source knows the target release: There are a number of ways to achieve this, including SON or simply target rejecting HO preparation when it cannot comprehend some IE in the RRC configuration.  It should also be noted that there is already an assumption that the source knows the IMS emergency call capability of the target eNB.  
2) It goes against norms of specification that backward compatibility should be built into the specifications.  It should be noted that the fundamental issue here comes from the different ways of handling backward compatibility in RRC and network interfaces and the use of RRC signalling over a network interface and RRC depends on knowing the UE release.  
It should be noted that adopting this solution should not imply any change to the normal backward compatibility handling built into the network interfaces (X2-AP).
3) Adapting to a mix of eNBs from different release is difficult: Networks upgrades need to be done after a lot of planning, testing etc. and it can be expected that a region of eNBs will be upgraded almost together.  So there is normally a clear “border” between eNBs of different releases and this border is not a large one.  So the cases where this configuration needs to be done is only a transient case and even then only for a very small fraction of the HOs.
4) HeNB handling: While the above may be true for normal macro network, it does not hold for HeNBs – there could be a large number of HeNBs of different releases which may not get upgraded with the rest of the network.  Hence these H(e)NBs of different releases are spread around the macro coverage.  However, this is not seen an issue since only the UE in the neighbourhood of its own CSG cell need to be reconfigured to the HeNB release.   So the spread of H(e)NBs of different releases does not result in a large scale reconfiguration of the UEs but only when a UE is close to its CSG H(e)NB.
5) Hybrid cells: This is a bigger issue than HeNB since all UEs can access the hybrid and any UE being handed over to the hybrid will need to be reconfigured first.  There may be a mix of hybrid cells of different releases.  
Such reconfigurations can add about 50ms to the HO delay.  One may argue that HO to hybrid cells is less likely to be a time critical HO and hence this may well be acceptable.
In summary, it seems that this may well be acceptable solution except possibly for a hybrid cell.  

Proposal 1: Discuss if this (Source reconfigures to the target release) solution is sufficient for Rel-9 and more complex solutions could be considered in future releases if felt necessary

2.2 Using a default configuration for a release
The fundamental principle here is for a the target eNB to indicate its release to the UE in the HO command and the UE  reconfigures to a default configuration for this release before applying the configuration in the HO command.  

This works well for configuration of new functionality that are independent of the functionality or configuration of the previous release.  So if a target eNB indicates itself as Rel-8 (the default), the UE will release all Rel-9 functionality.  HO command message size is not adversely impacted.   However there is potential for complexity as discussed below.

1. Specification complexity: The default configuration for each release should be carefully specified.  Whenever new functionality is introduced, the default configuration will also need to be updated.  The risk with this solution is that the there may be ambiguities in the default configuration.
2. Risk of inter-operability: In general, where a Rel-9 feature has dependencies on Rel-8 configuration, the deactivation of the Rel-9 feature and the UE autonomous reconfiguration to a Rel-8 default configuration may not be so clear and unambiguous and could lead to inter-operability problems. 
Some of these cases can be handled by target doing a “full” configuration of the Rel-8 functionality but whether this will work in all cases will need careful study of the specs and could lead to several late corrective CRs.
3. Inefficiencies on HO within the same release: When non-critical extensions are used, the default should either disable them and take any related Rel-8 parameters to a known configuration.  This may force the use of Need OR for Rel-9 configurations which could otherwise have been Need ON, resulting in inefficiencies for vast majority of the HOs just to handle a transient and infrequent case of HO. (Examples of this can be seen in the RRC extension examples CR where most of the extensions have Need OR.)
4. Handling more DRBs in later release: Handling of configurations such as additional Radio bearers though may be possible, become more difficult.

5. eNB implementation complexity: The eNB will need to handle the different IEs differently – whether it is a critical extension, what configuration to use when the UE is using a non-critical extension that eNB did not comprehend etc.

Take a hypothetical example: Rel-9 introduced NULL algorithm (or say we introduced EIA3 in a later release).  This cannot be covered by a “default” configuration.  The target eNB must in these cases where it receives a configuration not supported/comprehended must reconfigure the UE towards a configuration supported by the target eNB, say EIA1 here.  

Another case is when a critical extension is used, the target eNB cannot comprehend the entire message and must hence perform a “full” configuration.

Thus each configuration will need be handled differently by the target eNB.
While a lot of the above are concerns which could probably be addressed, it is felt that the risks and additional complexity associated with the solution does not make it worthwhile and the benefits are not significant.
2.3 Full configuration
Another option is to use full configuration for these HOs.  By indicating a full configuration, there is no ambiguity on which the baseline configuration.  It also allows setting of Need code based on the optimal setting for a particular release leading to more efficient HOs for the vast majority of HOs. It is relatively simple and has minimal specification impact.  Implementations are also simple as the configuration to be used by the target eNB will not depend on the configuration possibilities of the source eNB.  
Additional bearers in a later release can be handled by having UE release the bearers not set up by the target.

1. Baseline for full configuration: However, even full configuration has some issues to be addressed.  There has to be a baseline even for full configuration.  This could be just SRB1 default configuration of Rel-8 but with security active.  Alternatively, SRB2 could be considered included as well.
2. HO message size: The other drawback is the potential size of the HO message but this is limited only for the case where there is this issue.  As discussed in section 2.1, this is only for a small fraction of HOs.
Proposal #2: Full configuration option seems simplest, more efficient for vast majority of HOs and least risky for IOT problems.  If a solution is felt necessary, then it is proposed to adopt full configuration solution.
3 Conclusion and proposal
The solutions discussed previously for handling eNBs of different releases are discussed in more detail.  The following are proposed:

Proposal 1: Discuss if this (Source reconfigures to the target release) solution is sufficient for Rel-9 and more complex solutions could be considered in future releases if felt necessary.

Proposal #2: Full configuration option seems simplest, more efficient for vast majority of HOs and least risky for IOT problems.  If a solution is felt necessary, then it is proposed to adopt full configuration solution.
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