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1 Introduction
It has been decided that legacy UE attach procedure should be reused for RN to establish the basic IP connectivity [1]. And some enhancement solutions are proposed to make the network differentiate RN from a normal UE during the RRC setup procedure [2] [3]. But till now, no entire RN authentication procedure has been proposed.
In this paper, we start with identifying the network nodes that should differentiate RN from normal UE, and then give out the proposed RN authentication signal flow in attach procedure from the system perspective. 
2 Discussion
2.1 Nodes should differentiate RN from normal UE

The network nodes, involved in the RN attach procedure, are DeNB, RN MME, RN P/S-GW and HSS. In our view, all the above nodes should identify the device type of the attach node during the attach procedure. Detail analyze is given as following: 
2.1.1 DeNB
In our understanding, the benefits for DeNB to know whether the access node is a RN are listed as follows:

· DeNB can provide higher priority for RN RRC setup request than for UE RRC setup request during access control;
· RN can avoid be anchored by another RN while multi-hop relay is not supported;

· DeNB can choose appropriate MME for the access node in case RN MME is not co-located in UE MME.
Two ways are proposed for inform the DeNB about the device type of the access node during the RRC setup procedure:

· A RN Indicator can be carried in RRC setup request by using the spare bit;

· Introduce a new RRC connection establishment cause value, RN-Setup.
Proposal 1: A RN indicator or a new RRC connection establishment cause can be introduced in RRC Connection Request message.

2.1.2 HSS

We assume that the RN indicator provided by RN is not believable and can only be used by DeNB during RRC connection establishment. To avoid a vicious RN with an IMSI of a normal UE from passing the authentication as a RN, the network should introduce some new mechanisms to ensure the attaching RN is a legal RN. One way to solve this problem is that HSS store the relationship between the IMSI and the device type or the operator may reserve some IMSI for RN. In the reserve IMSI case, we think the HSS should also be aware of which IMSIs are assigned for RN.
Proposal 2: HSS should store the relationship between the IMSI and the device type or the operator may reserve some IMSI for RN.

2.1.3 RN MME

The reasons for MME to differentiae RN from normal UE are listed as follows:

· While RN P/S-GW is co-located in UE P/S-GW, RN MME should inform P/S GW to treat the attaching node as an RN, e.g. using enhance SDF to map the incoming IP packet to RN EPS bearer;

· While RN P/S-GW is not co-located in UE P/S-GW, RN MME should choose appropriate P/S-GW according to the device type of the attaching node. 
One possible solution for RN MME to get the device type of the attaching node is that HSS send a RN Indicator in the subscription data to the RN MME.

Proposal 3: The subscription information retrieved from the HSS should contain an indicator that the attaching node is a special device, i.e. a relay node;
2.1.4 P/S GW

As mentioned above, in case RN P/S-GW is co-located in UE P/S-GW, P/S-GW should be informed to treat the attaching node appropriately, e.g. using enhanced SDF to map the incoming IP packet to RN EPS bearer.
One way to solve the problem is that MME informs P/S-GW the device type of attaching node during the create default bearer procedure. 

Proposal 4: In case RN P/S-GW is co-located in UE P/S-GW, P/S-GW should be informed about the device type of attaching node to treat the attaching node appropriately;
2.2  Authentication signal flow during the attach procedure
We take the “Full L3 relay” architecture as an example to illustrate our solutions. The schematic sequence chart of the RN attach procedure is shown in Figure 1. 

· The RN attaches to the network via the legacy UE attach procedure to authenticate the UE part of the RN toward the MME serving the RN and to establish basic IP connectivity.
· RN includes a RN Indicator in RRC Connection Request message, by using the spare bit or introducing a new RRC connection establishment cause value, RN-Setup;
· To avoid vicious RN with IMSI of a normal UE could possibly access the network and pass the authentication as a RN, MME should retrieve the RN indicator from the subscription date send by HSS;
· RN MME may choose P/S-GW for RN or for UE according to the retrieved RN indicator or RN MME inform P/S-GW that the attaching node is a RN;
· RN MME should inform DeNB about the RN indicator to assist DeNB to validates the RN;
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Figure 1 Authentication signal flow during the attach procedure
Although DeNB can know whether it is a relay node from RRC Connection Request message, it is still necessary to get some confirmation from MME to ensure this is a legal relay node. After confirming its figure, then the DeNB can configure this UE as a relay node. So proposal 5 is proposed:
Proposal 5: In the Initial context setup procedure, RN MME should inform DeNB that the attaching UE is a special device, i.e. a relay node; 
3 Proposals
In this contribution, some proposals are given as follows:
Proposal 1: A RN indicator or a new RRC connection establishment cause can be introduced in RRC Connection Request message;

Proposal 2: HSS should store the relationship between the IMSI and the device type or the operator may reserve some IMSI for RN;
Proposal 3: The subscription information retrieved from the HSS should contain an indicator that the attaching node is a special device, i.e. a relay node;
Proposal 4: In case RN P/S-GW is co-located in UE P/S-GW, P/S-GW should be informed about the device type of attaching node to treat the attaching node appropriately;
Proposal 5: In the Initial context setup procedure, RN MME should inform DeNB that the attaching UE is a special device, i.e. a relay node.
RAN2 is kindly requested to discuss these proposals and consider if they can be agreed. If proposal 2,3,4 is agreed, then a liaison is needed to inform SA2/CT4 about it. And if proposal 3 is agreed, then another liaison is needed to inform RAN3 about this.
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