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1 Introduction

The Inter-PLMN HO issue was discussed in the 3 previous RAN2 meetings.
The discussion progressively showed potentially new problematic scenarios [1] [2] [3], and also scenarios not directly linked to handover, but raising a similar issue [5].
It should be clear that as soon as the registered PLMN changes for whatever reason, and when there is no mean for the UE to know it autonomously (from e.g. SIB1 reading), there should be a very straightforward way for the network to inform the UE about this change. 

In this document, we re-iterate our preference for a solution similar to UTRAN, where the UE is made aware of its new registered PLMN ID as soon as it accesses the target cell. (Note however that we now think that there is a better solution than using the HO command for this purpose).

2 Discussion
Initially the problem was restricted to the question of how the UE could be aware of the PLMN ID of the target cell in the general case. In case there is no network sharing, this is obvious: it’s enough for the UE to read from SIB1 the PLMN ID, and there is no ambiguity. In the case network sharing is used in the target cell, it was mentioned that the target would necessarily broadcast a TAC different from the source cell in order to force the UE to trigger a TAU, and the TAU Accept message would convey the registered PLMN ID to the UE. 

From this baseline, some “corner-case” scenarios where then highlighted in [1], [2]: 
· “No-TAU”: the TAU is not happening for some reason
· “Security”: the TAU is happening, but too late compared to security procedures which need a synchronization of the PLMN ID in the UE and the NW. 

Note that it could be questioned if, except the security issue above, there is a real need for the UE to know its new PLMN in connected mode at all. There is at least one reason for which this is needed: after the UE goes back to IDLE, the last TAI provided in the a subsequent TAU will be wrong and will make context fetch impossible. There is also a requirement to display the right PLMN id to the user. 

In addition to the 2 corner-cases mentioned above, a third one recently arouse in SA2 [5]. This is the case the case when upon IMS emergency call, a shared eNB decides to change the PLMN to move the UE to a PLMN supporting the feature.
Hence we see that there are potentially a couple of cases, and potentially not all identified yet, that require the UE to know when a PLMN newly selected by the network. 

There are currently LS’s exchange between all concerned WG’s, trying to clarify and/or justify the validity of the scenarios on one hand, and the feasibility of possible solutions on the other hand. The possible solutions are: 

· Forcing the TAU in the problematic cases

· Using the GUTI reallocation

· Delaying security procedure(s)

· Including the PLMN ID in the SMC and/or in the Authentication Request. 
· Including the PLMN ID in the HO Command

All the solutions have drawbacks and none of them address all the current and future problematic cases. It will probably take some time before all WG’s can agree on which solution is feasible and most appropriate. 

However it looks like a variant of the last solution would be a very simple way to address the problem. Instead of using the HO Command (which raises the problem of how the PLMN ID can be conveyed to the source eNB), an RRCConnectionReconfiguration message including the selected-PLMN-Id (3 bits) as a non critical extension can be purposely sent by the target cell as soon as the HO is completed. This behaviour is straightforward and strictly identical to the UMTS case where the PLMN Identity is conveyed by the target cell in the UTRAN MOBILITY INFORMATION message. In the IMS Emergency Call issue, the cell which decides to change the PLMN could similarly send this message to notify the UE at once. 
We don’t know if SA3 can confirm delaying SMC/AKA after the TAU is possible, and if possible, it doesn’t address the Emergency call issue in [5]. Including the PLMN ID in the SMC and/or AKA addresses the Emergency call issue in [5], but not the Handover issue in all cases. And using the GUTI reallocation before a TAU seems a bit unusual and needs confirmation. 

So far, an AS based solution, and particularly the one described in the paragraph above, does not have any clearly identified drawback and is the most flexible. 

3 Conclusion 
In order to make the UE aware of a PLMN ID newly selected by the Network, we should adopt an AS-based solution, which addresses all cases where this situation happens, without any clear identified drawback. Moreover, the AS solution would be exactly the same as in UMTS: the PLMN ID is not conveyed in the HO command, but in a message purposely sent by the target cell.
· Proposal: an RRCConnectionReconfiguration message including the selected-PLMN-Id (3 bits -> index in the list of PLMNs) as a non critical extension can be purposely sent by:
· the target cell as soon as the HO is completed (HO issue)
· whatever cell needs to change the PLMN (IMS emergency call issue)
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