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1 Introduction
One of the open issues in the HeNB inbound mobility topic is how long the system information acquired from a particular HeNB is considered valid. Having a clear definition of how long previously acquired SI is considered valid is important for the following reasons:
· The UE cannot store the relevant SI indefinitely. In order to ensure that the SI acquired from one cell is used (incorrectly) when reporting another cell with the same PCID, it is important to delete the acquired SI relatively quickly. However, deleting the SI too quickly could mean that the UE could be re-reading SI of the same cell repeatedly.

· The eNB needs to know whether a cell reported in a measurement report is the same as a cell for which the UE previously reported SI. That is, the UE should not have to repeatedly report SI for the same cell. 
2 Discussion
The issue of validity period of acquired System information is important for both the UE and the eNB. Since normal measurement reporting includes only PCIDs for identifying a cell, both the UE and the network associate acquired/reported SI to a PCID.

From the perspective of the UE, if the acquired SI of a cell is considered valid for a long period, the UE may 
(a) report the same SI when it encounters another cell with the same PCID (without reading SI of the new cell).
(b) not report SI since it has previously reported SI for a cell with the same PCID.

From the eNB’s perspective, if the UE reports SI of a first cell with PCID=A and later sends a regular measurement report including another cell with PCID=A, eNB has to be able to realize that the two cells are distinct (and the SI reported for the first cell with PCID=A does not apply to the second cell with PCID=A). 
Therefore the validity period issue is important for both the UE and the eNB. If the eNB is unable to determine that the SI corresponding to the first cell does not apply to the second cell, we would effectively be re-introducing the PCI confusion problem.
There are two main options to mark previously obtained system information as invalid/out-of-date (also referred to as “SI deletion” below): using a validity timer, or using perceived proximity to the cell from which the SI was acquired.
Option 1: Using a Validity timer 
With this option a time limit is specified for how long the acquired/reported SI is valid. The UE would start a timer when it acquires the SI and upon expiry of the timer, the UE deletes the SI. The eNB starts a timer when the UE reports the SI and upon expiry of the timer, it deletes the SI.
The main problem with this approach is to find a suitable value of the timer. A short value of the timer would require SI re-acquisition of the same cell repeatedly (especially for UEs that are not mobile). If a long value of the timer is used, the UE can not re-acquire SI when it sees another cell with the same PCID (since it has a valid SI corresponding to that PCID). This can result in (a) reporting of incorrect SI if network asks UE to report SI, and (b) UE not reporting SI when it should, because it previously reported SI for the PCID.
Furthermore, in order to correctly delete the SI at the eNB, the eNB would have to run a timer each time any UE reports SI.
Thus, this option does not seem very practical.

Option 2: Validity based on proximity
Clearly, the acquired/reported SI is only useful when the UE is in the vicinity of the cell from which the SI was acquired (i.e., close enough that the UE can measure the cell). So if the following approach was used:
· UE reports SI of a cell when it is in the vicinity of the cell.
· Subsequently, the UE moves out of the vicinity of the cell. When this happens both the UE and the eNB mark the acquired/reported SI as invalid.

it would be appropriate for most scenarios (there can be cases where the UE moves into and out of the vicinity of the cell, but that is not expected to be common or frequent).
To effectively determine when the UE is in the vicinity of the cell, the following can be used: (a) fingerprint information, or (b) regular measurement reports.

Fingerprint use to determine proximity to an individual HeNB will require a rather high level of accuracy and will bring into question the reliability of SI deletion. Moreover, when the UE moves out of the vicinity of the network, it would need to indicate this to the network so that the network also can delete the SI.

If regular measurement reports are used, both the UE and the network can delete the SI corresponding to a PCID when the PCID is no longer included in the regular measurement reports. Note that, the UE reports up to ‘maxReportCells’ best cells in a regular measurement report. So if the UE does not include in a measurement report a HeNB for which it previously reported SI, it is a clear indication that the UE is moving away from the HeNB. This would enable both the UE and the eNB to delete the SI at about the same time. Moreover, the eNB can improve the reliability of the SI deletion by using a higher value of maxReportCells. 
Given the options, we think SI deletion based on measurement reports as mentioned above is a reasonable approach. It does not require any additional signalling and is easy to specify.
Proposal: UE deletes SI of a cell for which it acquired SI, if a subsequent measurement report does not include (the PCID of) the cell. The eNB deletes the SI of a cell received from a UE if a subsequent measurement report from the UE does not include (the PCID of) the cell.
3 Conclusion
RAN2 is requested to discuss and agree on the mechanism described above to ensure validity of acquired system information. 
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