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1 Introduction
This contribution discusses the validity of the previously acquired SI for a CSG cell. This issue has already been raised in contributions (e.g. [1]) and has also been identified as an open issue during recent reflector discussions.
2 Need for specification
There is currently nothing specified on the duration for which the UE is allowed to store and report information related to CSG inbound mobility (CGI, CSG ID) pertaining to a certain cell from which the UE has read the system information.  Assuming that no further specification is made on this aspect, it could be possible for a UE to store the information associated to a certain cell indefinitely and report the stored information every time it is subsequently being requested by the network to read it, as long as it believes the cell is the same based on a non-specified fingerprint algorithm.
One of the main reasons a procedure for reading system information of a target cell was specified in this work item was to ensure that the network could get reliable and unambiguous information about the higher layer identity of a CSG or hybrid cell, which resolves PCI/PSC confusion when it exists. Leaving the possibility for the UE to report obsolete information would seem to defeat this purpose. Thus we propose:
Proposal 1: Agree on specifying validity rule(s) for the stored SI information of a CSG/hybrid cell

3 Possible validity rules
It was agreed in RAN2#67 [2] that if the UE had already acquired the additional SI information when reporting the PCI, it might “immediately” provide it to the network in a subsequently triggered measurement report. However, the successful reading of SI information does not in itself trigger a measurement report – unless the reading of SI had been requested by the network. This means that a variable amount of time may elapse between completion of SI reading and sending of the measurement report containing the cell. In deployments where PCI/PSC confusion exists, what could plausibly happen is that the UE moves away from the cell after reading its SI but moves away before having the chance to send a measurement report. In this case it could encounter another cell with the same PCI/PSC and send the (wrong) SI information in a measurement report. To address this issue one could envision two types of rules:
a) Rule based on validity timer: the stored information becomes invalid after a timer (started when the UE has completed SI reading) expires

b) Rule based on signal strength (or quality): the stored information becomes invalid after the signal strength of the cell falls below a certain amount (compared to when the UE had completed SI reading)

Both rules seem possible to realize and to test, but rule (a) may be easier to implement in practice and is also less sensitive to fluctuations of the signal strength.  
Proposal 2: Define a validity timer for the SI stored for a CSG cell. SI should be cleared by the UE for the corresponding CSG cell when the timer expires. The timer should be started when the UE reads and stores the SI for this CSG cell.
The only problem left is to set the value of the timer. Given the typically envisioned use cases of inbound mobility to CSG (pedestrian speed), a value of the order of several seconds could be a good compromise between the need of avoiding repeated SI reading and the risk of reporting the information for the wrong cell.

Proposal 3: Agree on using a fixed value for the validity timer. The value could be of the order of several seconds (e.g. 5 s).

4 Conclusion

In this contribution, the validity of previously acquired SI in the context of CSG inbound mobility was discussed. The following proposals were made:
Proposal 1: Agree on specifying validity rule(s) for the stored SI information of a CSG/hybrid cell

Proposal 2: Define a validity timer for the SI stored for a CSG cell. SI should be cleared by the UE for the corresponding CSG cell when the timer expires. The timer should be started when the UE reads and stores the SI for this CSG cell.
Proposal 3: Agree on using a fixed value for the validity timer. The value could be of the order of several seconds (e.g. 5 s).
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