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1 Introduction

In the last meeting, carrier aggregation (CA) as a LTE-A feature was discussed from terminologies aspects, and the following conclusions were made finally as:

Agreements: 

0) UE has one RRC connection with the network.
1) There is one special cell which provides the security input and the NAS mobility info.
2) There is one special cell per connected UE.
3) UE is connected to one special cell and possibly multiple DL/UL resource.
However no consensus has been reached for relation between special cell and multiple DL/UL resource. In this contribution, we discuss more details on special cell.
2 Discussion
2.1 Impact of special cell
2.1.1 Security input
For initial AS security context establishment, UE and MME directly derive KeNB from the KASME, and MME notify eNB the value of KeNB by S1 message. So there is no security input from special cell in initial AS security establishment. 
Observation1: Special cell does not provide security input to initial AS security context establishment procedure according to Rel-8 security key derivation.
For KeNB re-keying vertically or horizontally during handover procedure, PCI and EARFCN-DL of target are used in KeNB derivation [1]. UE should be notified PCI and EARFCN-DL of target special cell implicitly or explicitly upon handover . Since we already agreed in RAN2#66bis it should be possible configure multiple CC by handover command for usage after handover, this target special cell should be indicated clearly within handover command. After handover execution is finished then the special cell for handover is not needed any more. Since this special cell is always decided by network there is no ambiguity which cell will be looked as special cell for security input.

Furthermore in 33.401 parameter of PCI and EARFCN-DL comes from “target cell”. It looks naturally that the target special cell will be looked as “target cell” by SA3. However security related procedure within 36.331refer to 33.401 simply. RAN2 should make it clear to SA3 what “target cell” is. 
Observation2: Security input for re-keying is provided by special cell of target eNB and it is decided by network and appears within handover command message . And “target cell” in 33.401 for security input should be made clear to SA3.
For RRC re-establishment procedure, PCI and C-RNTI of source special cell and cell identity of target special cell are used for short MAC-I calculation. There is no ambiguity for cell identity of target special cell, because RRC re-establishment always can happen on one specific target carriers. However it is still FFS whether same PCI and UE specific C-RNTI will be configured across all DL carriers. If UE could connected to multiple carriers with different PCI or UE could using different C-RNTI on different carriers, the special cell should be picked for short MAC-I calculation prior to the failure both by UE and network themselves. Or if we agree on same PCI and UE specific C-RNTI is acceptable then the concept of special cell is not related to MAC-I calculation .
Observation3: special cell can be saved for RRC re-establishment  if same PCI and UE specific C-RNTI is acceptable
	Security related Procedure
	Security input from special cell
	Related RRC message
	Specification impact from introducing special cell 

	initial security activation
	none
	SecurityModeCommand
	no impacts on 36.331 and 33.401

	intra/inter-cell handover
	PCI and EARFCN-DL of target eNB
	RRCConnectionReconfiguration(including the mobilityControlInfo)
	Target Special cell  is decided by network and should be made clear within handover command. And corresponding “target cell” in 33.401 should be also made clear to SA3

	RRC re-establishment
	PCI and C-RNTI of the cell the UE was connected to prior to the failure, cell identity of the current cell
	RRCConnectionReestablishmentRequest
	source special cell should be defined if case neither  UE specific C-RNTI nor same PCI across CCs is acceptable.


Table1 security aspect of special cell
2.1.2 NAS mobility info
NAS mobility information includes TAI and E-CGI. In our understanding TAI should be the same for all carriers in one CA cell and E-CGI is different for different DL carrier which has already been agreed in RAN2#67. NAS mobility information will be forwarded upper layers by UE upon SIB1 have been received which mainly used for PLMN selection in IDLE mode by NAS layer. Upon UE entering ECM_CONNECT, the UE location is known in the MME with an accuracy of a serving eNB ID and there have not ECGI in NAS message [2].
Observation4: Special cell is not necessary for providing NAS mobility information in ECM_CONNECT.
According to current RAN3/SA2 specification, the serving eNB shall include the TAI+ECGI of the current cell in some UL messages, e.g. UPLINK NAS TRANSPORT, S1-AP INITIAL UE MESSAGE and etc. The ECGI is the user location information for location based charging [3]. 
Observation5: eNB may pick up one special cell for S1 signaling, however it is transparent to UE.
2.2 Further consideration on special cell and serving cell
Based on above discussion we can see that the concept of special cell is only relate to mobility procedure in terms of security input and it actually has nothing to do with NAS mobility information from RAN2 point of view. If same PCI and UE specific C-RNTI across CCs is acceptable then the concept of “special cell” is even not needed because special cell for security input for re-keying during handover is decided by network. So the only possible thing RAN2 should do is to make clear what “target cell” is in the handover command.
And during last meeting we have “special cell” concept mainly because we haven’t decide whether it should be called as “serving cell” or “primary serving cell”. The argument for one serving cell is because people think it is also related to security input and NAS mobility information. Our opinion is these two concept is independent. Serving cell concept is only mentioned when  measurement related stuff rather than other stuff is specified in 36.331. And serving cell exists as long as RRC connection exists while special cell only exists during mobility procedure i.e. in very short time. 

Proposal1: Before RAN2 decide to have a special cell for security input as source cell, RAN2 should decide whether same PCI and UE specific C-RNTI is acceptable.
Proposal2: no special cell concept as security input for re-keying as target cell is needed. 

Proposal3: target cell for security input should be indicated within handover command and RAN2 should make it clear to SA3 to eliminate possible ambiguity.

Proposal4: RAN2 doesn’t need special cell for NAS mobility information. And it is up to RAN3/CT1&SA2 to decide similar concept is needed for S1/X2 and NAS signalling in case several CCs are available.
Proposal5: Discussion on special cell (security input) and serving cell (measurement model) should be decoupled.
3 Conclusion
Based on above discussion we can see RAN2 may need concept of special cell only for calculating short MAC-I. And we should decouple discussion on special cell (security input ) and serving cell (measurement model).
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