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1
Introduction
For Enhanced 1xCS Fallback (e1xCSFB), UE will access 1xRTT via signalling that is tunnelled via the E-UTRAN. There is currently no mechanism for operators to control e1xCSFB-related traffic during periods of 1xRTT network congestion, such as during special events (e.g. at a stadium).  In such situations, the operator must have the ability to configure parameters at the eNB to control generation of e1xCSFB-related traffic as appropriate, without impacting other LTE traffic.
2
Discussion
Access barring is widely used in radio access technologies for controlling UE-originated traffic. One example is the Access Class Barring mechanism of LTE (LTE-ACB). With the LTE-ACB mechanism, an access class barring factor (ac-BarringFactor) determines the probability that access is allowed.  If a random number generated by the UE is equal to or greater than ac-BarringFactor, then access is barred for a mean access barring time (ac-BarringTime) of 4 to 512 seconds.  All UE in AOC 0 through 9 are given the same values for ac-BarringFactor and ac-BarringTime.

For access control of e1xCSFB traffic, it is proposed to use a mechanism similar to LTE-ACB, with the following clarifications:

· The access class barring factor is determined by parameters and formulas that are re-used from the 1xRTT persistence value P.  Just like ac-BarringFactor, P is a value between 0 and 1 which is compared to a random number generated by the UE to determine success or failure.  The value P is calculated according to formulas described in section 2.1.1.2.2.2 of [1]. The value of P for a particular mobile station depends on the mobile station’s AOC (0-9 are grouped together, while 11 through 15 each have separate values) and the type of request being sent (message, registration, emergency origination, or other request).

· The access barring time is not signalled.  The UE behaviour when access is barred will be described in 3GPP2 specifications.
Illustrated use cases for e1xCSFB-ACB:

If the e1xCSFB-ACB parameters are added to SIB8, UE that are dual-mode 1xRTT/E-UTRAN would use the parameters as follows:
· When the UE decides to perform a mobile originated CS call using e1xCSFB, it performs the e1xCSFB-ACB test; if the test passes, the UE triggers the Extended Service Request procedure. This test occurs prior to step 3 in section B.2.3a.2 of [2]. 
· When the UE decides to pre-register with the 1xRTT CS domain, it performs the e1xCSFB-ACB test; if the test passes, the UE triggers the 1xRTT CS registration.  This test occurs prior to step 3 in section B.2.1.1 of [2].
· When the UE decides to send an application message (e.g. SMS) by sending a 1xRTT Data Burst Message, it performs the e1xCSFB-ACB test; if the test passes, the 1xRTT Data Burst Message is sent.  This test occurs prior to step 2 in section B.2.4.2 of [2].
· The persistence test is not applied to response messages, such as a page response.

NOTE: Upon receiving the Extended Service Request message, if the eNB decides to perform 1xCSFB (i.e. release w/redirection to 1xRTT) rather than e1xCSFB procedures, then the UE will apply access control for a second time when accessing 1xRTT (assuming access control is also being performed in 1xRTT).

It is expected that the operator would semi-statically configure the e1xCSFB-ACB parameters in the eNB and enable via OA&M (e.g. there is no need for the eNB to dynamically know the 1xRTT loading conditions).

The UE procedures for applying the e1xCSFB-ACB test and actions in case the test fails are outside the scope of LTE specifications. Those are totally transparent to RRC procedures including the E-UTRAN access control. In other words, even if the UE passes the e1xCSFB-ACB test, the E-UTRAN access control still applies.
4
Conclusion
It is proposed to introduce the e1xCSFB-ACB parameters to SIB8.  A CR is available in [3].

NOTE: Except for renaming of parameters for greater clarity, this proposal should be functionally identical to [4], presented at RAN2 #67bis.
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