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1 Introduction

In the RAN2 meetings (RAN2#66bis and RAN2#67), the issue of inter-PLMN handover (intra-LTE or inter-system from GERAN/UTRAN to E-UTRAN) was discussed (see e.g. [1]). The conclusion was that the selected PLMN would be included in NAS TAU Accept message. 
However, there is probably a case that has been overlooked so far and for which this solution does not work. Namely, when an EPS authentication is performed by the network before TAU accept, the UE will reject the NAS Authentication Request since the UE does not know the newly registered PLMN identity, leading to RRC connection release while the UE was connected.
This document addresses the issue. 
2 Problem Statement  
Q1: Is EPS AKA (Authentication & Key Agreement) likely to occur upon inter-PLMN handover?
Though the UE security context is transferred between PLMNs (as per TS 33.401 s6.1.5), EPS authentication can occur:

· in case that no trust relationship has been established between the PLMNs; or

· in case the policy of the selected PLMN is to perform the authentication whenever the UE comes from another PLMN.

 Given the above and the fact that the RRC connection would be released in case authentication is performed before TAU Accept, the following proposal can be made
Proposal 1: The case when EPS authentication is done on TAU Request in case of inter PLMNs handover has to be handled.

3 Possible solutions

Q2: In which layer to address the issue?

The table below summarizes the pros and cons of addressing the issue in AS or NAS.

	
	Pros
	Cons

	AS layer
	+ design identical to UTRAN system i.e. NAS knows the selected PLMN before performing any registration procedure (1)
+ the UE knows the selected PLMN on handover command
	- Change to ASN1 RRC may not be possible since it is frozen for Release 8

	NAS layer(2)
	+ PLMN Identity is notified to the UE only in case of authentication is done on TAU Request
	- Requirement for the MME to send the PLMN Identity before performing the authentication

- UE does not know on which PLMN it actually is from the time TAU Request is sent and that of notification from the network


(1): The PLMN Identity is conveyed in the Core Network information IE of the UTRAN Mobility Information message.
(2): Notification of PLMN Identity can be done using GUTI Reallocation Command message or by including it in the Authentication Request message.

Table 1: NAS/AS alternative to Authentication Request on TAU
From UE design point of view and by analogy to UTRAN, we prefer the AS solution:

Proposal 2: In case of PLMN change on intra LTE or inter-system from GERAN/UTRAN to E-UTRAN handover, the selected PLMN Identity is included in the RRCConnectionReconfiguration that is used to perform the handover.  

4 Conclusions

If Proposal 1 is agreeable by RAN2, it is proposed to have the following approach:

· For Rel-8: 
· if RAN2 agrees that the issue has to be handled in Release 8, then we propose to have a CR to TS 36.331 (our preference – Proposal 2), which basically consists in notifying the PLMN ID in the RRCConnectionReconfiguration message as already suggested in [1]. The draft CR is provided in [2].
· if RAN2 thinks that the issue cannot be handled in Release 8, (mainly because of ASN.1 freeze), then we propose to liaise to CT1 in order to have a text in TS 24.301 which would clarify that the network shall not perform any authentication before TAU accept in case of PLMN change on intra LTE or inter-system from GERAN/UTRAN to E-UTRAN handover.
· For Rel-9

· Irrespective of the approach taken in Rel-8, it is proposed to go for Proposal 2 in Rel-9, i.e. include the PLMN ID in the RRCConnectionReconfiguration message. 
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