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Introduction

RAN3 has sent an LS in [1] asking the feasibility of reporting the CSG ID in RRC:MRM which can be used to perform access control on the NW side. As per the LS, benefit of CSG ID reporting comes when UE is not allowed in the target cell.  In this contribution we highlight different scenarios related to UE access in target cell. We found in most of the cases UE itself can decide to take appropriate action and found only one scenario where UE could trigger HO attempt even though access on NW side may not be allowed. 
We have considered a scenario where UE is attempting to access a CSG/hybrid cell as a member. For non-member UEs of a hybrid cell we agreed in the last meeting that UE will not be able to assist PSC confusion at NW side and UE will not maintain any fingerprints. Further UE will not be able to report any target cell system information when UE is accessing the cell as a non member.  
2. Discussion

Table below highlights UE action for inbound handover based on entry of a CSG ID in allowed CSG list and related fingerprint information in the UE. 
	Entry in UE allowed CSG list
	Fingerprints in UE for this CSG ID
	UE action for inbound HO

	Present
	Present
	UE can send proximity indication or perform SI reading and preliminary access check is successful.

	Absent
	Present
	If NAS-AS interaction does not happen before detecting proximity then UE will be unnecessarily searching for a cell where it is not a member.
Other option is that UE does not consider fingerprints as present when CSG ID is not present in allowed CSG list.

	Absent
	Absent
	UE wont attempt HO

	Present
	Absent
	UE won’t attempt HO as UE has not visited cell prior to HO and could perform manual search.


Table 1: UE fingerprints and Allowed CSG list
The only problematic situation is when fingerprints are present but there is no entry in allowed CSG list for that particular CSG ID. During email discussion 67#27 it was suggested by few companies that UE should use fingerprints only when a CSG ID exists in the UE allowed CSG list and leave it to UE implementation. As a consequence fingerprints are used only if allowed CSG list has corresponding CSG ID and we think this is a respectable way forward.
Further we extend the table to include CSG ID presence in user profile in the Core Network or CSG server, UE action based on fingerprints & UE allowed CSG list and target cell SI reporting. Un-synchronization of CSG list between UE and NW is considered as a valid scenario here even though we think allowed CSG list mismatch will exist for a short duration when UE is in connected mode. 
	Scenario  #
	CSG ID entry in allowed CSG list in Core Network or CSG server 
	Entry in UE allowed CSG list
	Fingerprints in UE for this CSG ID
	Will UE trigger first MRM and attempt to acquire SI 
	Target cell SI reporting from UE in MRM
	Conclusion

	1
	Absent
	Absent
	Absent
	No
	No
	No Inbound HO possible

	2
	Absent
	Absent
	Present
	No.

UE will ignore fingerprint info and take no action.
	No
	UE won’t attempt HO.

Same as case #1 if fingerprints are deleted or not used when CSG ID is not present.



	3
	Absent
	Present
	Absent
	No
	No
	UE wont attempt HO. UE has not visited cell prior to HO and has no fingerprints.

	4
	Absent
	Present
	Present
	Yes
	Yes
	UE will attempt HO. Access control on NW side should be able to reject it.

	5
	Present
	Absent
	Absent
	No
	No
	UE wont send MRM so no action involved towards NW.

	6
	Present
	Absent
	Present
	No. 
UE will ignore fingerprint info and take no action
	No
	UE won’t attempt HO

Same as case#5.

	7
	Present
	Present
	Absent
	No
	No
	UE wont attempt HO and UE has not visited cell prior to HO or performed manual search.

	8
	Present
	Present
	Present
	Yes
	Yes
	Inbound HO is possible


 Table 2: Inbound Handover attempt based on CSG list and fingerprints
Scenario #1 : UE is non member.
UE may not have any CSG functionality nor has no CSG membership so it can access hybrid cell as a non member only. No action involved towards NW.
Scenario #2: UE access not allowed but proximity information stored in UE.
If fingerprints are kept and UE does not verify presence of CSG ID in allowed CSG list then UE may attempt to perform inbound HO but preliminary access check will fail. Preliminary access check failure reporting was discussed during the email discussion and some companies felt reporting of failure will be helpful and additional information should also be sent. In this scenario, finally handover should be rejected by the NW.
If no action is taken by UE as expressed during the email discussion [67#27] by many companies then this is similar to case #1. We think this is a simpler approach because if UE proceeds with HO attempt, it is unnecessary signaling towards the NW and NW has to reject HO finally. So it is better to restrict HO attempt from UE and no action is involved towards NW.
Scenario #3: UE does not have proximity information and access in target cell is not allowed. 
These have been widely discussed in RAN2 that if UE has not visited a cell or not performed manual search then UE can not perform inbound HO. So in this case, UE will not attempt HO and no action involved towards NW.

Scenario #4: UE assumes access allowed in target cell but not allowed in NW.
NW should perform access control and reject this handover because CSG list in UE is not updated or UE could be fraudulent. If access control is performed based on UE reported CSG ID then fraudulent UE can always send a CSG ID where its access was allowed earlier. NW should be able to verify the user access independently from whatever UE has reported.

Scenario #5: UE access allowed but UE does not have updated information. 
UE allowed CSG list is not updated and fingerprints do not exist so no inbound mobility is possible. No action involved towards NW.
Scenario #6: UE access allowed from NW but UE CSG list not updated
If UE does not verify presence of CSG ID with fingerprint info then it can attempt HO and should be successful in this case. But if UE decides not to initiate HO after verifying CSG ID and fingerprints then it is similar to case #5. No action involved towards NW.
Scenario #7: UE CSG list synchronized but proximity information not present
UE should treat this as similar to scenario #3 and would not attempt HO. No action involved towards NW.
Scenario 8: UE is a CSG member and has proximity information.

Straightforward case and Inbound HO should be successful.

Observation: We found only Scenario #4 needs NW action to ensure only allowed UEs are permitted in the target cell. In other scenarios UE action is enough and UE will trigger HO attempt only if a valid combination of CSG ID and fingerprints exists.
3. Conclusion

Proposal: RAN2 to discuss and provide conclusion of discussion to RAN3 so that RAN3 could decide on access control. 
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