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Discussion
1. Introduction

The current design of PDCP does not support multiplexing data flow of different UEs. Alternative 1, 2 and 3 proposed adding IP/UDP/GTP layer on the top of relay’s user-plane protocol stack as the multiplex header, but it requires designing a new header compression mechanism for tunnelling to replace RoHC profile and defining new header compression profiles whereas Alternative 4(a) performs the multiplexing mechanism at the MAC layer described in [1] that requires changes to the MAC PDU format and operations. 
This contribution proposes a U-plane architecture of Alternative 4(b) that utilizes the GTP-U header as the multiplexing header to transport data flows of different UEs over the Un interface. The proposed scheme works with the existing PDCP layer without defining new header compression profiles and requires few changes to the specification. The required modifications to the LTE Rel-8 specification are described below as an example for reference. Modifications to the specification are marked in RED. 
It is noteworthy that the GTP-U header could be further optimized by designing a smaller “GTP-U-Lite” header for operating over Un. Furthermore, Alternative 1, 2 and 3 would require adopting similar IP/UDP/GTP-U header skipping schemes in PDCP while performing the header compression with existing Rel-8 ROHC profiles.
2. Discussion
For the user plane transport, a GTP tunnel over PDCP directly without IP/UDP protocol layer is specified in [2] and shown in the figure below.
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EPS bearers of different UEs connecting to the RN with similar QoS are mapped into one DRB over the Un interface. Each EPS bearer of different UEs is identified by its Tunnel Endpoint Identifier (TEID) carried in the GTP-U header of user plane data. 
The integration of GTP-U and PDCP on the Un interface is described below.

When the GTP-U data arrives at DeNB from S-GW, the DeNB removes UDP/IP and utilizes the GTP-U header to form a PDCP SDU and then sends the PDCP SDU to the PDCP layer. When data flow of different UEs arrival at the RN, the RN adds the GTP-U header on top of the existing packets from different UEs to form a PDCP SDU and then sends the PDCP SDU to the PDCP layer.
When the PDCP entity receives the PDCP SDU from the upper layer, the PDCP layer skips the GTP-U header of the PDCP SDU and performs RoHC on the remaining data. The GTP-U header and the compressed data form a new PDCP SDU for ciphering. After appending the PDCP header, PDCP sends the PDCP PDU to the lower layer. 
When the PDCP entity receives the PDCP PDU from the lower layer, it removes the PDCP header and deciphers the PDU. The PDCP entity skips the GTP-U header before performing RoHC on the remaining data. After passing the in-order delivery and duplicate detection function, the PDCP SDU is forwarded to the upper layer. The upper layer uses the TEID in the GTP-U header to forward data flow of different UEs in the corresponding DRB or GTP tunnels. 
PDCP Configuration in the RRC layer
The PDCP sublayer is configured by the RRC mentioned in [3]. For each drb-Identity value included in the drb-ToAddModifyList, RRC shall configure the PDCP entity with the received PDCP-Configuration for the user plane transport in the Un interface. The IE PDCP-Configuration is depicted in the figure below.
-- ASN1START
PDCP-Configuration ::=



SEQUENCE {

….

headerCompression




CHOICE {



notUsed







NULL,



rohc







SEQUENCE {




maxCID







INTEGER (1..16383)



DEFAULT 15,




profiles






SEQUENCE {





profile0x0001





BOOLEAN,





profile0x0002





BOOLEAN,





profile0x0003





BOOLEAN,





profile0x0004





BOOLEAN,





profile0x0006





BOOLEAN,





profile0x0101





BOOLEAN,





profile0x0102





BOOLEAN,





profile0x0103





BOOLEAN,





profile0x0104





BOOLEAN




},




...



}


GTP-U-Header



BOOLEAN

              OPTIONAL  -- Cond Un

},


...

}

-- ASN1STOP

	PDCP-Configuration field descriptions

	pdcp-SN-Size

Indicates the length of the PDCP Sequence Number as specified in [8].

	maxCID

Highest context ID number to be used in the uplink by the UE compressor.

	Profiles

Profiles used by both compressor and decompressor in both UE and E-UTRAN. List of indices to ROHC profiles specified in [8]. Profile 0x0000 shall always be supported when the use of ROHC is configured. If two ROHC profile identifiers with the same 8 LSB’s are signalled, only the profile corresponding to the highest value should be applied

	GTP-U-Header
Indicates whether the GTP-U header is presented in the PDCP data unit received from the upper layer, i.e. value 'true' indicates that the GTP-U header is carried in the PDCP data unit and needed to be skipped when performing header compression. Indicates whether the GTP-U header is presented in the PDCP data unit received from the lower layer, i.e. value 'true' indicates that the GTP-U header is carried in the PDCP data unit and needed to be skipped when performing header decompression.  The format of the GTP-U header is specified in [4].


	Conditional presence
	Explanation

	Setup
	The field is mandatory present in case of radio bearer setup. Otherwise the field is not applicable.

	Rlc-AM
	The field is mandatory present upon setup of a PDCP entity for a radio bearer configured with RLC AM. The field is optional in case of reconfiguration of a PDCP entity at handover for a radio bearer configured with RLC AM, continue. Otherwise the field is not applicable.

	Rlc-UM
	The field is mandatory present upon setup of a PDCP entity for a radio bearer configured with RLC UM, continue. Otherwise the field is not applicable.

	Un
	The field is mandatory present upon setup of a PDCP entity for a radio bearer in the Un interface. Otherwise the field is not applicable.


PDCP Data Transfer procedure
The UL and DL data transfer procedures of PDCP entities are specified in the [5]. The modification of the existing specification is depicted below. Modifications to the specification are marked in RED. 
5
PDCP procedures

5.1
PDCP Data Transfer Procedures
5.1.1
UL Data Transfer Procedures
At reception of a PDCP SDU from upper layers, the UE shall:

-
start the discardTimer associated with this PDCP SDU (if configured);

For a PDCP SDU received from upper layers, the UE shall:
-
associate the PDCP SN corresponding to Next_PDCP_TX_SN to this PDCP SDU;

-
perform header compression of the PDCP SDU (if configured) as specified in the subclause 5.5.4;

-
perform integrity protection (if applicable), and ciphering (if applicable) using COUNT based on TX_HFN and the PDCP SN associated with this PDCP SDU as specified in the subclause 5.7 and 5.6, respectively;
-
increment Next_PDCP_TX_SN by one;

-
if Next_PDCP_TX_SN > Maximum_PDCP_SN:

-
set Next_PDCP_TX_SN to 0;

-
increment TX_HFN by one;

-
submit the resulting PDCP Data PDU to lower layer.
At reception of a PDCP SDU from upper layers, the RN shall follow same procedures as the UE except the header compression procedure:

-
perform header compression of the PDCP SDU (if configured) as specified in the subclause 5.5.4. If the GTP-U-Header is 'true’, specified in the PDCP-Configuration in [3], the header compression operation shall skip the GTP-U header and performs the header compression on reminding bytes of the PDCP SDU.

5.1.2
DL Data Transfer Procedures

5.1.2.1
Procedures for DRBs
5.1.2.1.1
Void

5.1.2.1.2
Procedures for DRBs mapped on RLC AM
For DRBs mapped on RLC AM, at reception of a PDCP Data PDU from lower layers, the UE shall:
-
if received PDCP SN – Last_Submitted_PDCP_RX_SN > Reordering_Window or 0 <= Last_Submitted_PDCP_RX_SN – received PDCP SN < Reordering_Window:

-
if received PDCP SN > Next_PDCP_RX_SN:

-
decipher the PDCP PDU as specified in the subclause 5.6, using COUNT based on RX_HFN - 1 and the received PDCP SN;

-
else:
-
decipher the PDCP PDU as specified in the subclause 5.6, using COUNT based on RX_HFN and the received PDCP SN;

-
perform header decompression (if configured) as specified in the subclause 5.5.5;

-
discard this PDCP SDU;

-
else if Next_PDCP_RX_SN – received PDCP SN > Reordering_Window:

-
increment RX_HFN by one;

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering the PDCP PDU;

-
set Next_PDCP_RX_SN to the received PDCP SN + 1;

-
else if received PDCP SN – Next_PDCP_RX_SN >= Reordering_Window:

-
use COUNT based on RX_HFN – 1 and the received PDCP SN for deciphering the PDCP PDU;

-
else if received PDCP SN >= Next_PDCP_RX_SN:

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering the PDCP PDU;

-
set Next_PDCP_RX_SN to the received PDCP SN + 1;

-
if Next_PDCP_RX_SN is larger than Maximum_PDCP_SN:

-
set Next_PDCP_RX_SN to 0;

-
increment RX_HFN by one;

-
else if received PDCP SN < Next_PDCP_RX_SN:

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering the PDCP PDU;

-
if the PDCP PDU has not been discarded in the above:
-
perform deciphering and header decompression (if configured) for the PDCP PDU as specified in the subclauses 5.6 and 5.5.5, respectively;
-
if a PDCP SDU with the same PDCP SN is stored:

-
discard this PDCP SDU;

-
else:

-
store the PDCP SDU;
-
if the PDCP PDU received by PDCP is not due to the re-establishment of lower layers:

-
deliver to upper layers in ascending order of the associated COUNT value: 
-
all stored PDCP SDU(s) with an associated COUNT value less than the COUNT value associated with the received PDCP SDU;

-
all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from the COUNT value associated with the received PDCP SDU;
-
set Last_Submitted_PDCP_RX_SN to the PDCP SN of the last PDCP SDU delivered to upper layers;.
-
else if received PDCP SN = Last_Submitted_PDCP_RX_SN + 1:

-
deliver to upper layers in ascending order of the associated COUNT value:

-
all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from the COUNT value associated with the received PDCP SDU;
-
set Last_Submitted_PDCP_RX_SN to the PDCP SN of the last PDCP SDU delivered to upper layers.
At reception of a PDCP Data PDU from lower layers, the RN shall follow same procedures as the UE except the header compression procedure on the Un interface:

-
perform header decompression (if configured) for the PDCP PDU as specified in the subclause 5.5.5. If the GTP-U-Header is 'true’, specified in the PDCP-Configuration in [3], the header decompression operation shall skip the GTP-U header and performs the header decompression on the reminding bytes of the PDCP PDU.

5.1.2.1.3
Procedures for DRBs mapped on RLC UM
For DRBs mapped on RLC UM, at reception of a PDCP Data PDU from lower layers, the UE shall:

-
if received PDCP SN < Next_PDCP_RX_SN:

-
increment RX_HFN by one;

-
decipher the PDCP Data PDU using COUNT based on RX_HFN and the received PDCP SN as specified in the subclause 5.6;
-
set Next_PDCP_RX_SN to the received PDCP SN + 1;

-
if Next_PDCP_RX_SN > Maximum_PDCP_SN:

-
set Next_PDCP_RX_SN to 0;

-
increment RX_HFN by one;

-
perform header decompression (if configured) of the deciphered PDCP Data PDU as specified in the subclause 5.5.5;

-
deliver the resulting PDCP SDU to upper layer.
At reception of a PDCP Data PDU from lower layers, the RN shall follow same procedures as the UE except the header compression procedure on the Un interface:

-
perform header decompression (if configured) of the deciphered PDCP Data PDU as specified in the subclause 5.5.5. If the GTP-U-Header is 'true’, specified in the PDCP-Configuration in [3], the header decompression shall skip the GTP-U header and performs the header decompression on the reminding bytes of the deciphered PDCP Data PDU.

5.1.2.2
Procedures for SRBs

For SRBs, at reception of a PDCP Data PDU from lower layers, the UE and RN (for the Un interface) shall:

-
if received PDCP SN < Next_PDCP_RX_SN:

-
decipher and verify the integrity of the PDU (if applicable) using COUNT based on RX_HFN + 1 and the received PDCP SN as specified in the subclauses 5.6 and 5.7, respectively;

-
else:
-
decipher and verify the integrity of the PDU (if applicable) using COUNT based on RX_HFN and the received PDCP SN as specified in the subclauses 5.6 and 5.7, respectively;

-
if integrity verification is applicable and the integrity verification is passed successfully; or

-
if integrity verification is not applicable:

-
if received PDCP SN < Next_PDCP_RX_SN:

-
increment RX_HFN by one;

-
set Next_PDCP_RX_SN to the received PDCP SN + 1;

-
if Next_PDCP_RX_SN > Maximum_PDCP_SN:

-
set Next_PDCP_RX_SN to 0;

-
increment RX_HFN by one;
-
deliver the resulting PDCP SDU to upper layer;

-
else, if integrity verification is applicable and the integrity verification fails:

-
discard the received PDCP Data PDU;

-
indicate the integrity verification failure to upper layer.
5.2
Re-establishment procedure
When upper layers request a PDCP re-establishment, the UE and RN (for the Un interface) shall additionally perform once the procedures described in this section for the corresponding RLC mode. After performing the procedures in this section, the UE and RN shall follow the procedures in subclause 5.1.
5.2.1
UL Data Transfer Procedures

5.2.1.1
Procedures for DRBs mapped on RLC AM

When upper layers request a PDCP re-establishment, the UE shall:

-
reset the header compression protocol for uplink (if configured);

-
apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure;

-
from the first PDCP SDU for which the successful delivery of the corresponding PDCP PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP re-establishment as specified below: 

-
perform header compression of the PDCP SDU (if configured) as specified in the subclause 5.5.4;

-
perform ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the subclause 5.6;
-
submit the resulting PDCP Data PDU to lower layer.
At reception of a PDCP SDU from upper layers, the RN shall follow same procedures as the UE except the header compression procedure:

-
perform header compression of the PDCP SDU (if configured) as specified in the subclause 5.5.4. If the GTP-U-Header is 'true’, specified in the PDCP-Configuration in [3], the header compression shall skip the GTP-U header and performs the header compression on the reminding bytes of the PDCP SDU.
5.2.1.2
Procedures for DRBs mapped on RLC UM

When upper layers request a PDCP re-establishment, the UE and RN (for the Un interface) shall:

-
reset the header compression protocol for uplink (if configured);

-
set Next_PDCP_TX_SN, and TX_HFN to 0;

-
apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure;

-
for each PDCP SDU already associated with a PDCP SN but for which a corresponding PDU has not previously been submitted to lower layers:

-
consider the PDCP SDUs as received from upper layer;

-
perform transmission of the PDCP SDUs in ascending order of the COUNT value associated to the PDCP SDU prior to the PDCP re-establishment, as specified in the subclause 5.1.1 without restarting the discardTimer.
5.2.1.3
Procedures for SRBs
When upper layers request a PDCP re-establishment, the UE and RN (for the Un interface) shall:

-
set Next_PDCP_TX_SN, and TX_HFN to 0;

-
discard all stored PDCP SDUs and PDCP PDUs;
-
apply the ciphering and integrity protection algorithms and keys provided by upper layers during the re-establishment procedure.
5.2.2
DL Data Transfer Procedures
5.2.2.1
Procedures for DRBs mapped on RLC AM
When upper layers request a PDCP re-establishment, the UE and RN (for the Un interface) shall:

-
process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the subclause 5.1.2.1.2;

-
reset the header compression protocol for downlink (if configured);

-
apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure.
5.2.2.2
Procedures for DRBs mapped on RLC UM

When upper layers request a PDCP re-establishment, the UE and RN (for the Un interface) shall:

-
process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the subclause 5.1.2.1.3;
-
reset the header compression protocol for downlink (if configured);

-
set Next_PDCP_RX_SN, and RX_HFN to 0;
-
apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure.
5.2.2.3
Procedures for SRBs

When upper layers request a PDCP re-establishment, the UE and RN (for the Un interface) shall:

-
discard the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers;
-
set Next_PDCP_RX_SN, and RX_HFN to 0;
-
discard all stored PDCP SDUs and PDCP PDUs;

-
apply the ciphering and integrity protection algorithms and keys provided by upper layers during the re-establishment procedure. 
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