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1 Introduction
In prior meetings, RAN2 has discussed PCI confusion issues in inbound handover procedure. Nevertheless, PCI confusion can also happen to a network druing RRC connection re-establishment procedure. The main reason is the RRCConnectionReestablishmentRequest message only includes PCI value. This contribution focuses on this topic and discusses possiable solutions.
2 Discussion
An UE will send RRCConnectionReestablishmentRequest message to a network while it wants to re-connect to the network. However, the only identity contained in RRCConnectionReestablishmentRequest message is the PCI value of the original cell, i.e. the cell which the UE originally connected to. The target cell may have problems identifying the original cell if the included PCI value is associated to more than one cell.
RRCConnectionReestablishmentRequest-r8-IEs ::= SEQUENCE {


ue-Identity






ReestabUE-Identity,


reestablishmentCause



ReestablishmentCause,


spare







BIT STRING (SIZE (2))

}

ReestabUE-Identity ::=



SEQUENCE {


c-RNTI







C-RNTI,


physCellId






PhysCellId,


shortMAC-I






ShortMAC-I

}

Figure 1 shows one problematic scenario, the UE1’s original serving cell is Cell 1 and then performs RRC connection re-establishment to Cell 3. If the C-RNTI value included in RRCConnectionReestablishmentRequest message has already been allocated to another UE in this target cell, we think following steps would happen:
Step 1: The target cell may treat this access UE1 as the serving UE2, i.e. the UE original served in this cell.
Step 2: After the IP check failure, target cell may reject the UE1 and deleted all the UE2’s contexts.
Step 3: the UE2 will find lower layers failure and perform a redundant RRC connection re-establishment procedure, i.e. this destined get failure since cell 3 has no UE2’s contexts.
Step 4: After received this reject message, the UE2 performs RRC connection establishment procedure and following procedures for service continuity.
As specified above, the whole steps cause extra delay and may result in bad user experiences. Thus, we consider necessary to have a method to handle PCI confusion issue in RRC connection re-establishment procedure.
Proposal 1: Define a method (e.g. by means of extra information or additional procedure) to handle PCI confusion problem during RRC connection re-establishment procedure.
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Figure 1: The UE1 moves from Cell 1 to Cell3
Once proposal 1 has been agreed, the direct way to resolve this problem is to include another unique identity in RRCConnectionReestablishmentRequest message to help a network to distinguish the original cell of the UE, e.g. CGI value.
Proposal 2: In order to handle PCI problem during RRC connection re-establishment procedure, it is proposed to include a unique identity in RRCConnectionReestablishmentRequest message.
3 Conclusions
In this contribution, we have discussed the PCI confusion for RRC connection re-establishment procedure. We kindly ask RAN2 to discuss this issue and think about any possible solutions.
Proposal 1: Define a method (e.g. by means of extra information or additional procedure) to handle PCI confusion problem during RRC connection re-establishment procedure.

Proposal 2: In order to handle PCI problem during RRC connection re-establishment procedure, it is proposed to include a unique identity in RRCConnectionReestablishmentRequest message.
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