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1. Overall Description:
3GPP SA1 thanks CT1 for their LS on Service Specific Access Control Requirements for CT1 (C1-093163). SA1 would like to inform CT1 about SA1's views regarding the points raised by CT1 in their LS.
Q1. Is SSAC only applicable on IDLE mode UEs?
A1. Yes. It is sufficient enough in SSAC to restrict only IDLE mode UE in release9.  

Q2. Relationship between SSAC and Multimedia Priority Service (MPS)
Q2a. Is it correct understanding that in some circumstances, MPS is only known after a user is granted access to the network?
A2a. Yes. 
Q2b. Based on Stage 1 requirement, CT1 understands that a MPS user with access class 0 – 9 will be barred, if SSAC is applied.  Also CT1 sees similar incident might exist in Common Access Class Control being applied to MPS users.  Is it an acceptable to bar a MPS user by means of access class control?
A2b. Yes. 
Q2c. If the answer to question b is ‘yes’ or ‘there’s no requirement’, CT1 understands that any MPS traffic will be barred, as there is no specification about a mechanism to avoid access class barring for MPS user.  CT1 also understands that access class 10 – 15 has to be used for the MPS user, if the user needs to be granted access to the network. Is that correct understanding?
A2c. Yes.
2. Actions:
To CT1 group.

ACTION: 
SA1 kindly asks CT1 to take the above information into account.
3. Date of Next TSG-SA WG1 Meetings:

TSG-SA WG1 Meeting #48
16-20 Nov. 2009
Beijing, China.
TSG-SA WG1 Meeting #49
22-26 Feb. 2009
TBD, USA.
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