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Discussion 
1 Introduction
During the discussion of PWS in RAN2#66bis [1], [2], [3], [4], [5] there were some un-clarities about the CMAS requirements. An LS was sent to SA1 for clarification  [6], and the reply LS from SA1 received in [7].

In the reply LS [7] it was clarified that:

1. There is no (regulatory) latency requirement for CMAS
2. Current CMAS message size is 90 characters. Maximum CMAS message size is 1.230 bytes.
3. CMAS is a Rel-9 feature
4. CMAS (Rel-9) and ETWS (Rel-8) are independent features.
5. No requirement for parallel ETWS and CMAS messages

6. Number of parallel (outstanding) CMAS messages 64. CMAS messages broadcasted max 24 hours

7. Expiration Time not related to duplicate detection

8. No (regulatory) security requirements for CMAS (nor limited service state)
9. CMAS concurrency requirement does not apply to ETWS
Discussion
1.1 Re-use SIB11 or new SIB type

A new SIB type (e.g. SIB12) is preferred over a re-use of SIB11. Although the functionality provided by SIB11 and SIB12 is quite similar, a new SIB type is preferred. This could prevent potential problems with an ETWS capable Rel-8 receiving CMAS alerts (e.g. when an ETWS capable UE re-selects to a cell, read SIB scheduling information, and starts reading SIB11 to find CMAS alerts).
Proposal 1: Introduce a new SIB type (e.g. SIB12) to support broadcast of CMAS alerts

1.2 Paging indication
A similar mechanism to trigger SIB reading as used with SIB10/SIB11 is proposed, i.e. to introduce a cmas-Indication in Paging message to trigger CMAS capable UEs to receive SIB12. 

Proposal 2: Introduce cmas-Indication in Paging message to trigger CMAS capable UEs to receive SIB12.
1.3 SIB segmentation

CMAS alerts may be long (i.e. up to 1230 bytes), i.e. longer than can be carried in a single SIB (~1000 bits). A similar segmentation mechanism as used in SIB11 is proposed.

Proposal 3: Support of segmentation in SIB12 to support large CMAS alerts (similar as in SIB11). 
1.4 Duplicate detection
CMAS messages may be repeated, i.e. a duplicate detection mechanism is needed.

To resolve a potential security problem with ETWS it has been proposed to move the duplicate detection to the upper layers [8]. For CMAS it is also proposed to perform duplicate detection in the upper layers.

Proposal 4: Support of duplicate detection in the upper layers.
The UE requirements on duplicate detection need further discussion. Obviously this is performed on Message Identifier and Serial Number. However the number of parallel (outstanding) CMAS messages 64 and CMAS messages may be broadcasted up to 24 hours. It needs to be discussed if duplicate information needs to be stored for 64 messages up to 24 hours, i.e. these number might not represent typical operating conditions. 
1.5 Limited service state

There is no (regulatory) requirement to support CMAS alerts in limited service state, however reception of alerts in this state is beneficial (similar as with ETWS in Rel-8). Therefore it is proposed to support CMAS alerts in limited service state.

Proposal 5: Support  of CMAS alerts in limited service state.
1.6 CMAS support

Requirements for CMAS support are regional, i.e. only for a CMAS capable UE reception of CMAS alerts is triggered. This requirement can be captured in 36.331, similar as with ETWS.
Proposal 6: CMAS requirements are regional, i.e. only for a CMAS capable UE reception of CMAS alerts is triggered.
1.7 Support for ETWS and CMAS 

The requirement to support up to 64 outstanding/concurrent warning messages refers to CMAS only, and not to ETWS in Rel-9. It is proposed to clarify in the Stage 2 requirements for PWS that the ETWS requirements in Rel-8 and Rel-9 are the same.  

Proposal 7: It is proposed to clarify in the Stage 2 requirements for PWS that the ETWS requirements in Rel-8 and Rel-9 are the same
Conclusion
RAN2 is kindly asked to discuss the broadcast solution for CMAS alerts in RAN2. 
RAN2 is kindly asked to consider the following proposals:

Proposal 1: Introduce a new SIB type (e.g. SIB12) to support broadcast of CMAS alerts

Proposal 2: Introduce cmas-Indication in Paging message to trigger CMAS capable UEs to receive SIB12

Proposal 3: Support of segmentation in SIB12 to support large CMAS alerts (similar as in SIB11)
Proposal 4: Support of duplicate detection in the upper layers

Proposal 5: Support  of CMAS alerts in limited service state

Proposal 6: CMAS requirements are regional, i.e. only for a CMAS capable UE reception of CMAS alerts is triggered.
Proposal 7: It is proposed to clarify in the Stage 2 requirements for PWS that the ETWS requirements in Rel-8 and Rel-9 are the same
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