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1.  Introduction
At RAN2 #65 and #65bis, RAN2 received an LS from SA2 and SA1 on Service Specific Access Control (SSAC) for E-UTRAN in [1] and [2], respectively. As the SSAC requirements have been clarified in TSG-SA, the related work can now take place in RAN2. To kick off this discussion in RAN2, this paper briefly describes the motivation behind SSAC [3-5] and recapitulates the SA1 requirements which were approved at TSG-SA#42 [6]. Furthermore, the paper describes the associated RAN2 specification impacts.
2. Discussion
2.1
Overview
Service Specific Access Control (SSAC) is a set of E-UTRAN requirements specified in SA1. SSAC is to prevent shortage of wireless resources by blocking mass simultaneous mobile originating voice/ video call requests over the radio interface, which reduce the overall service quality of E-UTRAN.
2.2
Motivation

In an emergency situation, like earthquake, degradation (sometimes even shut-down) of service quality can happen as shown in Fig.1 below.
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Fig.1  What would happen in emergency situation.
As the picture shows, degradation of service quality is due to the shortage of radio resources and the shortage of eNB capacity. Such shortages are caused by the mass simultaneous voice call requests by the subscribers in the affected area rushing to tell their safety to the relatives. The mass voice call requests will quickly consume all radio and eNB resources simply because the number of such requests skyrockets to a multiple of tens after the earthquake. This causes a harsh resource shortage, which does not even allow priority (emergency or privileged) users to access the network, not only the normal users.
In such situation the operator should preferably allow for a best effort (degradation of) service in preference to completely shutting the service down, in order to at least provide services to the priority users and still providing other means to communicate (e.g., email, SMS). This eventually leads to sustaining of service availability to some extent even in emergency situations.

In UTRAN/ GERAN, DSAC (Domain Specific Access Control) has been used to mitigate such degradation by blocking CS domain (mainly for voice) and PS domain separately. When DSAC is applied, RNC sends access class barring information on each of CS and PS domains and based on that information the UE decides whether it is allowed to make CS or PS calls.
By DSAC operators have been mostly successful to block voice call requests to avoid complete shutdown of services in emergency situations. However, E-UTRAN is a PS-domain only system, and hence, DSAC cannot be applied.

Therefore, SA1 conducted the SSAC Work Item, in which SA1 studied and specified what specific features are needed when E-UTRAN is subjected to such emergency situation.
2.3
SA1 requirements
TSG-SA #42 approved the following requirements for TS 22.011 (SP-080785).
	-
E-UTRAN shall be able to support a capability called Services Specific Access Control (SSAC) to apply independent access control for telephony services (MMTEL) for mobile originating session requests from idle-mode as following:

-
EPS shall provide a capability to assign a service probability factor [13] for each of MMTEL voice and MMTEL video:

-
assign a barring rate (percentage) commonly applicable for Access Classes 0-9
-
assign a flag barring status (barred /unbarred) for each Access Class in the range 11-15.

-
SSAC shall not apply to Access Class 10.
-
SSAC can be provided by the VPLMN based on operator policy without accessing the HPLMN.
- 
SSAC shall provide mechanisms to minimize service availability degradation (i.e. radio resource shortage) due to the mass simultaneous mobile originating session requests and maximize the availability of the wireless access resources for non-barred services.


Note that SSAC requirements only apply to MMTEL-voice and MMTEL-video, because MMTEL is the only “carrier grade” means to provide telephony services.
2.4
Impact to RAN2 specifications
SSAC has the following impacts on TS 36.331:

· Need for access class barring information extension in SIB2, i.e., “ac-BarringConfig” each for MMTEL-voice and MMTEL-video;
· Need for evaluating access check based on NAS “call type” indication (being specified in CT1) and access class barring information for SSAC in SIB2.

· Need for separate barring timers for MMTEL-voice and MMTEL-video.

· Barring/ alleviation indications to NAS for MMTEL-voice and MMTEL-video.
The precise impacts are shown in a draft CR to TS 36.331 in [11].

3. Conclusions
To kick off discussions on Service Specific Access Control (SSAC) in RAN2, this paper presented an overview of SSAC and briefly described the associated impacts on TS 36.331. A draft CR in [11] shows the actual specification impacts in detail.
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