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1 Introduction

There has been extensive discussion of options for inbound mobility in RAN2#65bis and RAN2#66[1]

 REF _Ref230152768 \r \h 
[2]

 REF _Ref230152771 \r \h 
[3]. A way forward was presented in [4]. The goal of this email discussion is to try to agree on a small set of potential solutions for H(e)NB inbound mobility where the source cell is an LTE cell.  Specifically, the output of this email discussion is expected to be:
· An overview of candidate solutions (reduce number of solutions where possible).
· Comparison of different solutions with respect to handover performance, complexity and UE power consumption.
The following will be used as the basis for further discussion:

· RAN2 will focus on a solution for handling inbound handovers for Rel-9 UEs. Note that this does not rule out that the solution would also work for pre-Rel-9 UEs, but it is not a criterion for agreement.

· The scope of the email discussion is intra-frequency and inter-frequency LTE inbound handover to HeNBs and LTE to UMTS HNB inbound handover. However, the intra and inter-frequency LTE inbound handover to HeNBs will be prioritized (a candidate solution has to at least solve intra and inter frequency LTE handover).

· The handover consists of a handover evaluation phase and the handover execution phase. The handover evaluation phase is where the pre-handover activities are performed. These activities include: UE decision on when/where to search, preliminary access checking, candidate system information reading, and UE measurements (could be either via DRX or gap creation). The handover execution phase is the time from reception of handover command to sending of handover complete. Regarding interruption times:

· The interruption during the handover execution phase should be no more than for a macro cell to macro cell S1 handover

· The impact to voice call quality during the handover evaluation phase should be minimized.

· Any negative impact to pre-release 9 UEs, especially for UEs not interested in CSG interworking should be avoided (Note: this does not imply that a solution has to solve the inbound mobility problem for pre-Release 9 UEs).
It is proposed to have the email discussion in the following steps:

1. Step 1 – Refinement of Requirements

2. Step 2 – Identification of potential solutions and their pros and cons

3. Step 3 – Summary and final comments

2 Step 1 – Refinement of Requirements

Impact during handover evaluation phase
It is necessary to have clarity on how much impact to a voice call is acceptable during the handover evaluation phase. Specifically, how many voice frames is it acceptable to lose due to each handover evaluation (None, One, Two, Three, More than three)? The following should be taken into account for voice call impact:
· Handover evaluation is likely to occur much more frequently than handover execution. Each time a H(e)NB is encountered/detected, handover evaluation may be necessary, even if the H(e)NB is eventually found to be not suitable or the network decision is to not handover to the H(e)NB.
· Any voice frame errors/erasures caused by handover evaluation are in addition to the voice frame errors that would normally occur at the operating frame error rate.
Question 1: How many voice frames is it acceptable to lose due to each handover evaluation?
	Company
	Opinion

	Nokia, NSN
	4 speech frames i.e. 80ms can be lost without significant impact on user’s satisfaction provided that it does not occur too often.

	Vodafone
	According to the service requirements in TR 25.913 ‘The impact of intra E-UTRA handovers on quality (e.g. interruption time) shall be less than or equal to that provided by CS domain handovers in GERAN’. It seems that the handover interruption time in GSM is of the order of 100 ms. Thus, if the interruption during the preparation phase is <=100 ms, it should not be a concern in terms of user experience. Assuming a UE generates a voice frame every 20 ms, this corresponds to 5 voice frames lost. The issue then is whether 100 ms interruption time is sufficient to acquire MIB+SIB1.

In the analysis done by Motorola, in the worst case scenario, UE requires 70 ms to acquire the MIB.  If we want to acquire the SIB 1 also, then that gap might need to extend to 160 ms. This corresponds to 8 voice frames loss. However, there should not be any concern about service interruption if there are only 5 voice frames lost each time UE performs an evaluation.

In our view, once UE has acquired the MIB, it knows exactly when the SIB1 is broadcast by the target cell. If the UE provides an indication to the network about this timing, the loss of voice frames can be completely eliminated.

In case no indication is given back to network (for simplicity), UE runs the risk of losing a DL voice packet when acquiring SIB1 (due to collision of SIB1 transmission from target and voice frame from source). Assuming that the periodicity of the voice frame transmission is 20 ms (same as SIB1), one can assume that if a voice frame collides with one SIB1 transmission then it will collide with all subsequent SIB 1 transmissions. Hence the probability of collision for 1,2,3 or 4 SIB1 transmissions can be assumed to be the same i.e. 0.05 (1 in 20 subframes). 

Assume the probability of incorrectly receiving a SIB1 transmission is 0.1.

Best case:

SIB1 transmissions never collide with voice frame transmissions. This means 3 voice frames are lost for each evaluation.

Worst case 

SIB1 always collides with voice frame transmissions.

In this case, UE would lose 4 voice frames if it requires one SIB1 transmission (3 for MIB + 1 for SIB1) or 5 voice frames if it requires 2 SIB1 transmissions (3 for MIB + 2 for SIB1)

P(one or two SIB1 transmissions required) = 0.9 + 0.1*0.9 = 0.99

Hence, in 99% of cases, UE will acquire SIB1 with 5 or less voice frames lost.

It should be observed that UE can generally acquire MIB in only one transmission which might require much less than the 70ms gap configured. If UE could provide an indication to the source that it has acquired MIB then the service interruption would be further reduced since the source eNB can send DL voice packets to the UE (deactivating the configured gap). Moreover, there is actually only a 5% collision probability. Hence for the 1% cases where UE requires more than 2 SIB transmissions, the collision probability is 0.05. Hence, the percentage of UEs losing more than 5 voice frames should be much less than 1% (which is the worst case probability).

Based on this simple analysis, we conclude that 99.95% of UEs should be able to acquire the SIB1 with less than 100 ms interruption time if network only configures a gap of 70 ms for MIB acquisition and leaves it up to UE to acquire the SIB1 based on knowledge of its timing. 

Once UE has acquired the SIB1 and the preparation of the target is done, the handover execution time should be no longer than for a normal intra-LTE handover. 

The only issue about the acquisition of SIB1 is that the overall handover procedure is delayed which increases the chance of RLF happening before the handover occurs.  Hence a more effective way of recovering from RLF might be required.

	Ericsson
	HO evalution into CSG should not have a degradation in the user perceived voice quality, if frequent HO evaluations cannot be prevented. Thus acceptable voice loss may be up to 80 ms but preferably less.

	Qualcomm
	Agree with Ericsson that the disruption should be less than 80ms. Given the potential for frequent HO evaluations for inbound mobility in dense deployments, making the disruption even smaller will be beneficial.

	T-Mobile
	We agree with Nokia/NSN that 4 speech frames should be ok (Note: the interruption in GSM is even higher). We also assume that the measurements do not occur frequently …

	Panasonic
	We should discuss not only the number of lost voice frame in one attempt to acquire CGI but also the frequency of the attempt to acquire CGI. We assume the UE would perform an action to acquire CGI only when the finger print matches and the detected/encountered PCI is within CSG PCI split. Thus the situation the UE tries to acquire CGI could be less frequent. Therefore, we think the interruption of voice frames in handover evaluation phase could be acceptable because of less frequent.
The reason of our assumption to restrict to the cell that the finger print matches is we are thinking only to have active handover to these cells. The cells don't match to UE's fingerprint may be handled as UE don't try to access these cells.

	ALU
	We think that since this is just for HO evaluation (rather than the HO itself), the figures already quoted are in the right ball park, 80-100ms.

	InterDigital
	A maximum of 4 consecutive speech frames at each handover evaluation should be acceptable.

	ZTE
	A maximum of 4 consecutive speech frames at each handover evaluation maybe acceptable. However it is also up to how frequently it occurs. 

	DOCOMO
	An 80 ms gap should be tolerable, but voice frame loss should be minimized where possible within reasonable complexity.

	Telecom Italia
	We share previous analysis and indications. So, an interruption time lower than 100ms can be considered as basic assumption in order to evaluate goodness of the different mechanisms with respect to the relative complexity.

	NEC
	We think maximum of 4 consecutive speech frames should be acceptable. At the same time if fingerprints are available during HO evaluation, this could result in less frequent HO evaluations.

	LGE
	Tolerability in voice packet loss would be somewhat subjective. We are not sure we could really agree on the value of N for voice frame loss that is always tolerable for every HO evaluations, even when we could not have consensus on how often such HO evaluation can take place. 

We do not exclude the option that UE is not provided any gap. Rather, the option of no gap could be a good choice. Without gap, UE, if not badly implemented, should be minimizing the interruption time spent in performing HO evaluation, by, e.g., discontinuously staying on the candidate cell. Providing gap, on the other hand, could not eliminate introducing some waste of resource for some UEs especially with good radio quality, where those UE could complete the HO evaluation quite prior to expiry of gap duration. Waste due to no scheduled data during residual gap!  The option of no gap does not suffer from the waste of such residual gap. 

If the gap should be used anyhow, then providing consecutive gap for MIB and SIB1 could not avoid degradation of voice quality, Considering typical acquisition time for MIB, as also suggested by other company, one good compromise would be to provide the gap suitable for MIB acquisition. Acquisition of SIB1 is then left up to UE doing so in best-effort way.



	Huawei
	We think maximum of 4 consecutive speech frames should be acceptable. At the same time if fingerprints are available during HO evaluation, this could result in less frequent HO evaluations.


Summary of Discussion: Most companies think it is OK to lose up to 4 voice frames for each handover evaluation as long as handover evaluation does not occur too often. However, there has not been any effort to quantify the frequency of handover evaluation for different deployment scenarios.
2.1 PCI Collision
One of the outstanding issues is whether it can be assumed that H(e)NBs will have DL receivers. The following should be noted with respect to DL receivers in H(e)NBs:
· DL receivers may be necessary to avoid situations where a H(e)NB chooses a PCI/PSC already in use by another H(e)NB that it can hear. This is essentially PCI collision. Such a situation could render both the H(e)NBs unusable (e.g., UEs simultaneously detect two SCHs with same PCIs, UEs can confuse PDCCHs from the two H(e)NBs, measurements are unreliable, etc).
· RAN4 conformance spec requires that HNBs adjust their transmit power so that adjacent channel interference is minimized. The general assumption in RAN4 seems to be that this is facilitated by have a DL receiver at the HNB. 
· It is clear that having DL receivers at H(e)NBs may have other benefits (such as H(e)NBs being able to determine their location).

Question 2: Can we assume that PCI collision is somehow resolved and we don’t need to address it as a part of this inbound mobility discussion?
	Company
	Opinion

	T-Mobile
	Do not need to address PCI collision.

	Qualcomm
	Do not need to address PCI collision. Item 2 from Ericsson is actually PCI confusion, and that is a key problem for discussion here (sec 2.5).

	Nokia, NSN
	Do not need to address PCI collision.

	Ericsson
	Do not need to address PCI collision.

1. 

	Panasonic
	Do not need to address PCI collision.

	ALU 
	PCI collision does not need to be addressed

	Vodafone
	In our view proper configuration of the HeNB should minimise PCI collision and since it is a rare occurrence, we do not need to take this into account for the inbound CSG mobility.

	InterDigital
	Do not need to address PCI collision.

	ZTE
	Do not need to address PCI collision.

	DOCOMO
	Do not need to address PCI collision as part of this email discussion. However, PCI collision must be avoided, and preferably some standardized approach should be defined (e.g., as part of PnP procedure).

	Telecom Italia
	Do not need to address PCI collision.

	NEC
	Don’t see the need to address PCI collision.

	LGE
	Do not need to address PCI collision.

	Huawei
	We support Vodafone, PCI confusion is minized in locality.


Summary of Discussion: There is clear agreement that we do not need to consider PCI collision as part of the inbound mobility discussion (PCI collision is somehow resolved).
2.2 Support for Hybrid HeNBs
One of the issues that has been raised is whether this email discussion should cover inbound mobility for CSG cells only or for CSG cells and hybrid cells.

Question 3: Should this email discussion cover inbound mobility for CSG cells only or both CSG cells and hybrid cells?

	Company
	Opinion

	Nokia, NSN
	Hybrid cell may be very different and we would prefer to first focus on CSG.

	Qualcomm
	Both CSG and hybrid cells. 

The problem we should focus on is inbound mobility in the presence of PCI confusion. The access mode (hybrid, closed or open) is not relevant to that aspect. The only role the access mode plays is in determining whether to actually execute the handoff after the PCI confusion has been resolved, i.e., whether the UE is allowed at the target cell or not which is primarily for RAN3 to determine. We therefore feel that we should solve the general problem of PCI confusion for both CSG and hybrid cells.

If the group feels that we need to first focus on CSG cells, then during evaluation of solutions, it should be identified what solutions work for both hybrid and CSG cells, and which are applicable only to one class of cells. Having a common solution that works for both cases (provided the proper complexity considerations are made) is a positive for both UE and network implementation.

	Ericsson
	Prefer to focus on CSG first.

	T-Mobile
	Inbound HO to a Hybrid cell is the same as for a macro. Hence every inbound HO to a Hybrid will be allowed for the UE regardless if it is member of the CSG or not.
As UE which is not member of the Hybrid will eventually find a Hybrid, report the PCI and the macro will trigger the hand-in. So there is nothing specific for Hybrid in this regard.

We prefer to exclude Hybrid from this email discussion (the concept for CSG will be applied also for the Hybrid members).

	Panasonic
	UE can not know if detected cell is hybrid cell or non-CSG cell until SIB1 reading. Therefore solution for hybrid cell is different from the one for CSG especially after SIB1 reading. We prefer to focus on CSG firstly.

	ALU
	Agree with Vodafone and Qualcomm that PCI confusion will exist for hybrid cells, therefore solution is also required to cover case of hybrid cells.

	Vodafone
	Even for Hybrid cells, the main issue is to resolve the PCI confusion.  Hence, any solution to solve the PCI confusion for CSG cells should in principle also be able to resolve the PCI confusion for hybrid cells. Multiple solutions to solve PCI confusion for CSG cells and hybrid cells should be avoided and hence we would prefer to exclude any solution for CSG cells which would not work for hybrid cells (at least for the PCI confusion resolution)

	InterDigital
	Suggest starting with CSG and then determinnig what needs to change (if anything) for hybrid.

	ZTE
	We prefer to focus on CSG firstly because PCI confusion issue of part of inbound mobility. Solution for CSG cell suppose also fix same issue for hybrid cell.

	DOCOMO
	All cases (closed, hybrid and open) should be addressed. PCI confusion will exist in all cases and should be solved.

	Telecom Italia
	Both CSG and Hybrid cells.

The problem of the HO is related to a cell that has a specific CSG ID, but possible confusion in PCI. This is a characteristic independent from the type of access. Moreover, the hybrid cell has to be considered as open for some UEs, so we have to guarantee the HO towards it. 

	NEC
	Eventually we think all cases should be addressed. But to start with we have a clear understanding of CSG cells; it could be a good starting point. 

	LGE
	We prefer to first focus on inbound mobility to CSG cell. Can’t see the reason to necessarily incorporate hybrid cell case together with CSG cell case. 

	Huawei
	Hybrid cell may be very different and we would prefer to first focus on CSG.


Summary of Discussion: The group seems to be split on this question. Several companies think that the PCI confusion issue is the same for CSG and hybrid cells, and therefore a solution should aim to address both classes of HeNBs. Other companies felt that hybrid cells are different, and therefore it is better to focus on CSG cells only (or CSG cells first).

2.3 Support for HeNBs for which UE does not have fingerprint
The issue of whether we support inbound mobility to HeNBs for which UE does not have fingerprints needs some discussion. Such HeNBs include:

· Hybrid cells – it may not be practical to store fingerprints for all hybrid HeNBs that a UE has visited. And then there will be many hybrid HeNBs that the UE has not visited.
· Campus/Enterprise cells – cells can belong to the same CSG but could be geographically distributed. UE may not have visited cells of an allowed CSG at a particular location and so may not have a fingerprint.

· Commercial deployments (e.g., coffee shops) – same issue as campus/enterprise cells.
Comments TMO: 
I do not understand the above ! What is a UE “which UE does not have fingerprints” ? Does this refer to UE implementations which periodically search for CSG rather than doing this on a geographical basis ?

Ad fingerprints for Hybrid: We assume that it the UE is member of the Hybrid it will need some geographical information (e.g. fingerprint, GPS location) for each Hybrid it is member of. For all the other Hybrid cell it does not have any additional information as this is a normal cell for the UE. In case the customer wants access to a new Hybrid cell to become member of the Hybrid manual search is needed.

In the 2nd case above a new manual search (to also store the fingerprint) in a new enterprise location is needed, alternatively the macro network can give some guidance to all UEs based on configuration.
For the 3rd: same as above …
Question 4: Should inbound mobility to HeNBs for which UE does not have a fingerprint be supported?

	Company
	Opinion

	Qualcomm
	Yes, the hybrid, campus/enterprise and commercial use cases are all important cases. The mobility solution should work for cells for which the UE does not have fingerprints. Optimizations for cells with available fingerprints may be considered at later stages.

	Nokia, NSN
	This depends on what the fingerprint is used for. So it is difficult for us to comment on the scenario where it is not available and would first prefer having a clear understanding of the solution.

	T-Mobile
	If no member of Hybrid -> same behavior as for a normal cell (i.e. if found and reported, macro will perform the hand-in without a need to check the access rights)
If member of Hybrid -> same as CSG

	ALU
	Inbound mobility should  work in the absence of UE fingerprint information, though we see that if fingerprint information were available then the PCI confusion would be reduced.

	Vodafone
	Support of inbound handover should not rely on the UE having a fingerprint. Furthermore, inbound mobility to hybrid cells is required even without a fingerprint. 

	InterDigital
	We do not see a very strong need to support inbound mobility to a previously unvisited cell if the cell is a CSG cell. It seems reasonable to assume that the member of a CSG would access the same CSG cells on a regular basis (even in an enterprise/campus deployment) thus the issue would not occur so frequently.

On the other hand, for hybrid cells which may be used by an operator for coverage extension purposes in public places, there may be a stronger case to support inbound mobility to a previously unvisited cell.

	ZTE
	If collection of footprint is related to visiting of CSG cell it is bit confusing when 1st visit would happen if inbound mobility to a previously unvisited cell is not allowed. 

	DOCOMO
	Inbound mobility should be supported regardless of fingerprint availability.

	Telecom Italia
	The HO procedure has to be guaranteed independently of some implementation dependent mechanism that, for sure, can be used for assisting such a procedure.

	NEC
	We think availability of fingerprints can not be ensured in all cases. So inbound handover should be supported for both the cases i.e. with or without fingerprints.

	Ericsson
	Agree with Nokia/NSN that it depends on the overall solution that will be selected. But in case a solution is selected that requires the configuration of measurement gaps for inter-frequency and inter-RAT measurement, then this should be triggered by fingerprint/location information. In our understanding the fingerprint/location information is continuously updated in Idle mode and CELL/URA_PCH (using the autonomous search function in the background). Thus at any time the UE should have fairly accurate fingerprint/location information. In our opinion the potential voice quality impact with unnecessary measurement gap configuration weighs stronger than the occasional HO attempt into an unvisited CSG cell. The mobility pattern of people is highly repetitive, which minimizes the probability of having no fingerprint/location info. 

	Huawei
	We agree with Nokia it depends on what the fingerprint is used for. 


Summary of Discussion: Majority of companies felt that inbound handover should be supported even to HeNBs for which UE does not have a stored fingerprint.
2.4 Significance of the PCI confusion problem

The likelihood of PCI confusion and the importance of resolving it need some further discussion. 

Question 5: Is the PCI confusion problem significant enough that it requires a solution (i.e., do we need this email discussion)?

	Company
	Opinion

	Motorola
	Based on the following rough calculation we think PCI confusion in any given macro cell is very likely:
Assume cell radius of 400 meters, and average home plot size of 0.2 acres (809 sq meters) ; you have 621 homes in the cell. Even assuming 1 in 5 homes have a HeNB there are 125 homes with HeNBs and PCI confusion is guaranteed. 

Note that the assumptions are rather optimistic and in many geographies the situation could be worse.

	Ericsson
	In case of large deployment of “home cells”, PCI confusion in a macro cells is likely. Using Motorola’s optimistic case “125 homes in a macro cell”, allocating a range of, say, 200 PCIs for home cells and assuming random selection within this range, then it is likely that at least one PCI has been used by two home cells (but they are almost certainly non-overlapping, thanks to DL receivers).

	Qualcomm
	Yes. We should design to cover the case when the number of PCIs available for HeNBs is less than the number of HeNBs deployed within a macro cell. Assuming otherwise restricts the deployments of CSG cells. 

	Nokia, NSN
	PCI confusion is likely if a large number of CSG cells are deployed and we need to ensure that this should not preclude connected mode mobility from happening.

	T-Mobile
	PCI confusion might happen in certain deployment scenarios
We should try to come to a common understanding for the two deployment scenarios:

#1: urban with dense CSG cell deployment (e.g. the 125 with 400m macro cell radius in Motorolas calculation), but also the case of 
#2: rural large macro cells (i.e. 30km radius with xxx CSG cells).
We should also evaluate the pros and cons of multiple CSG cell preparation.

	Panasonic
	The situation that multiple CSG cells within a macro cell have same PCI isn’t avoidable and causes PCI confusion. Thus PCI confusion problem needs to be solved.

	Vodafone 
	Let’s assume nothing is done to resolve PCI confusion. UE detects a CSG cell PCI and sends a measurement report to source eNB. If source eNB cannot resolve the target cell then it will not initiate the handover. One way to minimise the measurements of CSG cells by the UE in connected mode would be to have a more relaxed threshold of when UE should measure CSG cells i.e. remain in macro coverage as long as coverage is good. However, this does not solve the problem if the macro coverage is poor as we want UE to handover to the target cell if it is an allowed cell. 

The main consequence of network ignoring the measurement report is that the call can eventually drop if the CSG cell interference is too high. If there is an overlaying macro layer, the network could in principle send the UE to a different frequency layer to avoid the call being dropped. 

However, if no such layer exists and UE is rapidly losing coverage, then it is critical that the UE is able to :

a. resolve the PCI confusion in order for the handover to succeed

b. quickly recover from RLF if the resolution of PCI confusion is not possible before the RLF happens.

PCI confusion is likely to happen since only a few PCIs would be reserved for allocation to CSG cells. 

The other issue is how often UE is expected to handover to a CSG cell in a typical voice call and hence the expected service interruption in resolving the PCI confusion (assuming UE based solution)

To illustrate this we can take as example a typical suburban road in London. We can assume there is a house every 10 m (on each side of the road). Assume a user is in a voice call and walking down the street at 3km/h for 100 m.
This means user would go pass 20 houses in 120s. If all houses have HNBs, then we are looking at an attempted handover once every 6 seconds in the worst case. In the average case assuming one in every 5 houses has HeNB, we are looking at a handover attempt once every 30 s. This actually does not take into account that the subscriber population is distributed among a number of operators (each operating on a different frequency). Hence, the handover attempt rate would likely be much less than once every 30s in the average case. 
This would lead to a loss of 4/5 voice frames every 30s which does not seem to be critical. 

In case of ping-pong handover between macro and CSG cell, the overall user experience degradation might become unacceptable. However, we assume that other measures should be in place to avoid the ping-pong happening in the first place. 

	InterDigital
	Yes, PCI confusion is a significant issue that needs to be solved.

	ZTE
	Yes, PCI confusion is a significant issue that needs to be solved.

	DOCOMO
	PCI confusion is a significant issue that needs to be solved.

	Telecom Italia
	Since the PCI for HeNBs are a subset of the complete set of PCI (not so wide), the probability of confusion can not be neglected.  

	NEC
	Yes, PCI confusion needs to be solved.

	LGE
	In any calculation and any deployment scenario, we cannot exclude the situation where a single PCI  is used by different CSG cells. However, the situation would become really problematic only when adjacent CSG cells use the same PCI. This occurrence of problematic situation should be minimized or even eliminated by means of  e.g., DL receiver or UE assistance on-demand. We want to avoid having UE assume that PCI confusion is anytime possible and always mandating further processing for UE to resolve the possible PCI confusion,  

	Huawei
	Yes, PCI confusion is a significant issue that needs to be solved.


Summary of Discussion: There is general agreement that PCI confusion is a significant enough issue that it needs a solution.
2.5 Urgency of handover to HeNB

The urgency with which handover needs to occur needs some discussion. The urgency of handover is measured as the time from a HeNB becoming a handover candidate based purely on radio conditions to the time handover command is sent (assuming the UE is allowed to handover to the particular HeNB).

For the intra-frequency case the radio conditions may be the determining factor; so this question is more relevant for inter-frequency.
Question 6: How urgent is the handover from macro to HeNB in the inter-frequency case?

	Company
	Opinion

	Qualcomm
	For inter-freq, several seconds of latency is acceptable. For intra-freq, radio conditions are the determining factor.

	Nokia, NSN
	It depends on the scenario. If the CSG cell is used for coverage extension, a handover to that cell should be urgent as soon as macro coverage is lost. In other cases, the handover may not be urgent and a solution to solve the possible occurrence of PCI confusion does not need to be triggered urgently especially if it disturbs ongoing services.

	T-Mobile
	We should not distinguish if the hand-in is intra-frequency or inter-frequency. We should distinguish if the hand-in is a “coverage HO” or a “service HO”. In the latter case the macro provides good enough quality to maintain the call.
So the urgency for a “coverage HO” is the same as normal HO (otherwise the call will drop)

For the “service HO” the urgency is clearly relaxed and 30..60s seem to be acceptable.

	ALU
	Agree that the ‘service HO’ isn’t as urgent as the ‘coverage HO’. We’d also view ‘service HO’ concept  as an implementation decision, perhaps based on load or operator preference for CSG cells, therefore not requiring standards changes. 

	Vodafone
	If there is good macro coverage, there is no urgency to handover the UE to the CSG cell. This is especially true for the inter-frequency case.  For the intra-frequency case, the radio conditions might require the handover to the CSG cell to occur to avoid service degradation. The scenario requiring the most urgency is the case when macro coverage is poor and user opens the door of his house and suddenly there is very good CSG cell coverage. In this case RLF is highly likely and this might require an effective way of recovering from RLF bearing in mind the time UE takes to acquire the target cell system information. 

	InterDigital
	Agree with T-mobile that it depends on the purpose of the handover. However, our understanding is that the deployment could be such that most inter-frequency handovers would fall into the category of “service handover”, and thus we could have a relaxed requirement for this case. 

	ZTE
	It sounds good to differentiate between “coverage HO” and “service HO”. Assuming standardized UE’s behavior is also different correspondingly then the definition of “coverage HO” and “service HO” should also be standardized. But it is not clear how to specify it And another concern is when UE realize that the coming HO is “coverage HO” is it still in time for UE to take some aggressive action e.g. steal more voice frames to try to acquire MIB/SIB?

	DOCOMO
	Not sure what a “service HO” is, and would like a clarification. For inter-frequency several seconds of latency is acceptable.

	Telecom Italia
	We share Qualcomm’s view if the HO is not for coverage, otherwise more urgency is required.

	NEC
	Agree with Rapporteur comment that coverage and service handover need to be defined.

	LGE
	It seems that typical HO would be “service HO” assuming that most CSG cell with smaller coverage is overlying on the macro cell coverage. In case the CSG cell is used for coverage extension, situation would be such that the CSG cell is partially filling, e.g., indoor coverage hole, rather than providing seamless coverage extension from macro or other CSG cells. 

Assuming that the HO to eNB would be typically “service HO”, no stringent requirement in urgency seems needed. 

	Ericsson
	Agree that the latency requirement depend on use case "service HO" or "coverage HO". However we have concerns whether performance guarantees can be given for the "coverage HO" use case, given the uncoordinated deployment of CSG cells. In our understanding this type of handover should be handled on a best effort basis, and not be leading for the definition of the performance requirements.

	Huawei
	We do not think handover is urgent when the hNB is in coverage and that in case of coverage extension we should rely on re-establishment performance of the UE.


Summary of Discussion: It was suggested that terms “coverage handover” and “service handover” be used. Several companies expressed the opinion that service handover is not urgent, but coverage handover is urgent. However, the terms coverage handover and service handover were not clearly defined. 

Rapporteur’s interpretation is that an inter-frequency handover can be considered a service handover and an intra-frequency handover may be a coverage handover. 

3 Step 2 – Identification of potential solutions and their pros and cons

The following previously discussed solutions have been listed by the rapporteur as relevant based on the discussion in Section 2. The focus here is on solutions for intra-frequency and inter-frequency LTE inbound handover to HeNBs (includes both CSG and hybrid cells), since these scenarios are the priority. Solutions will have to be evaluated further at a later stage for applicability to LTE to UMTS HNB inbound handover.
The following is requested of companies:

1. Proposing companies should add any clarifications they feel are necessary to the proposal under ‘proponents comments/clarifications’.

2. Companies should insert their comments on each proposal and indicate whether the proposal should be considered further or should be dropped.

Nokia & NSN: the two problems we are trying to solve are PCI confusion and preliminary access check. From that perspective, it would probably be good if the proponent of each solution were to elaborate a bit on how the solutions intend to work to solve those two issues. For each solution, the sequence of event leading to the solution being used should also be detailed. For instance for solution 1, is it the UE asking for a measurement gap or the eNB allocating it and what would be the respective triggers? 
Three general points also worth noting:

1. With uncoordinated deployments of CSG cells, one cannot assume that the knowledge of all neighbouring CSGs sharing the same PCI is available for a macro cell → preparation of all cells with the same PCI cannot be guaranteed.
2. The allocation of a gap does not guarantee CGI decoding always due to possible interference.
3. Sending HO requests to all the cells with the same PCI would be unfeasible, first of all because the process will have to be done sequentially (i.e. one HO request at the time) and secondly because the MME would have to do access control for a HO request that in most of the cases is going to be erroneous.  During RAN3#64 the following was captured in the meeting minutes: “In case the CSG-capable UE is unable to do initial access control, the access control will be done initially at source eNB/RNC, final at CN (MSC/SGSN / MME)” this implies that the source needs to be able to disambiguate the target before the HO message is passed to the MME for the "final" access control.
DOCOMO: Some general comments:
1. In Rel-8, RAN2 agreed that the UE measures and reports all PCIs in RRC_CONNECTED, so that interference problems can be avoided. The same principle should be kept for Rel-9.

2. It is unclear why would preliminary access check by the UE be necessary. Detection of an inaccessible cell should not prevent the UE from reporting, if the cell has met the normal reporting criteria for mobility. Omitting the report would likely create interference problems. The network would anyway have to check accessibility since the UE cannot be trusted in this respect (a malicious UE can claim it has access).

3. Multiple HeNB preparation is not possible with the Rel-8 RAN3 specification, since this will be based on S1 procedures. Some enhancements would be necessary in RAN3, if such an approach is to be assumed.

Solution 1: UE is assigned a measurement gap to acquire cell global ID of target HeNB 

[“Solution A-1” in [3]]
1. One or more measurement gaps are assigned to the UE to acquire MIB and SIB1 of the target HeNB.
2. UE reports CGI eliminating any PCI confusion.
Proponents’ comments/clarifications:

Company opinions:

	Company
	Comments
	Should be considered further
	Should be dropped

	Nokia, NSN
	Triggers and gap configuration details need to be discussed.
	(
	

	T-Mobile
	Frequency/number of “gap requests” by the UE shall be minimised by UE autonomous search function (e.g. fingerprint, GPS) to minimise the signalling load and gap creation to avoid degradation of the overall system performance too much – details are FFS
	(
	

	Motorola
	If voice frame loss of up to 4 frames at each handover evaluation is acceptable, this solution may be adequate. However, it is necessary to come to a common understanding of how frequently handover evaluations can occur. Network complexity in gap configurations should also be considered.
	(
	

	Qualcomm
	For MIB on same frequency, it is possible to monitor the target cell without a measurement gap. This is feasible because MIB is sent in center 1.08 MHz on PBCH, and is the same frequency that the UE already monitors PSS/SSS for non-serving cells. 

Further, it will be desirable to eliminate confusion based on MIB alone (see solution 6 added to the end of the document), eliminating the need for any gaps.

For inter-frequency, some gap configuration is needed.
	(
	

	ZTE
	Same view as Motorola. As for the frequency of handover evaluation some countermeasure could be taken such as longer TTT or higher threshold can be configured for measurement report to trigger configuring gap. And the CSG cell which is reported shall be the highest ranked cell of that frequency.
	(
	

	Vodafone
	It might be reasonable to only assign a gap to read MIB and leave it up to UE to acquire SIB1 based on knowledge of SIB1 timing.
	(
	

	HTC
	Since HeNB can prepare the target HeNB (the PCI confusion one), the measurement gap could be assigned to UEs in advance.

The network can assign measurement gap to the UEs at the very first moment it found the PCI confusion (e.g. from the measurement report or by HeNB itself). Since the handover decision should not base on only one measurement report, we think it is reasonable that network sends handover command according to the following measurement reports.
	(
	

	Samsung
	We believe the hand-in solution should be applicable to both CSG cells and hybrid cells. Considering nature of hybrid cells, it’s possible that the UE requests gap frequently whenever it detects PCIs reserved for hybrid cells. This may cause some loading in the network.

However, gap based solution should be considered further because it seems needed at least for inter-RAT hand-in.
	(
	

	DOCOMO
	In Rel-8, RAN2 agreed that the UE measures and reports all PCIs in RRC_CONNECTED, so that interference problems can be avoided. The same principle should be kept for Rel-9. Then, the following observations would apply.

For intra-F: The UE would report PCI by normal MR for mobility. There is no need for the UE to know if a PCI is for closed or hybrid cell. If the network thinks this PCI has confusion, then the network can ask the UE to read SIB (like ANR) and allocate gaps. If the UE has fingerprint, the UE could ask for gaps in advance based on fingerprint, thus reducing the handover delay.
For inter-F: The UE would first have to ask for configuration (measObject and gaps) in order to perform “measurements”, if the network has not done this for the concerned frequency. Then, the same principles as for intra-F apply.
This seems to be the most reliable approach.
	(
	

	ALU
	We agree with T-Mobile, for the need to minimise the frequency of request for gaps. And view that the possibility presented by Qualcomm for no gaps being required to read the MIB for Intra-freq,  may well goes someway to reducing the chances of PCI confusion
	(
	

	Telecom Italia
	This is the best approach since it completely eliminates PCI confusion. Moreover, it allows an operator to fully control the interruption time by providing confident performance. Some optimisation mechanism, like fingerprint, can be used to assist the UE in the procedure.
	(
	

	Panasonic
	Interruption issue by gap frequency for MIB/SIB1 reading need to be discussed. Fingerprint usage may limit the number of gaps. The issue depends on assumption of fingerprint. Therefore the assumption also needs to be discussed.
	(
	

	InterDigital
	Agree with T-Mobile and Alcatel-Lucent that there is a need to minimise the frequency of requests for gaps.
	(
	

	LGE
	For overall system performance, minimising gap creation is preferred. Agree that MIB can be read without gap for intra-frequency case. If gap is necessarily required, gap for only MIB is preferred. Sufficient gap for both MIB and SIB could not avoid quality degradation of persistent data service. At least, gap length is FFS 
	(
	


Solution 2: UE acquires cell global ID of target HeNB without a measurement gap

[“Solution A-2” in [3]]

1. UE reads MIB and SIB1 of the target HeNB by tuning to target H(e)NB (without gap assignment from source eNB).

2. UE reports CGI eliminating any PCI confusion. 

Proponents’ comments/clarifications: 

Company opinions:

	Company
	Comments
	Should be considered further
	Should be dropped

	Nokia, NSN
	Does this solution rely on natural gaps or fingerprints. In both cases, it is questionable whether this can solve all cases.
	
	

	T-Mobile
	Possible solutions which do not require a gap creation should be evaluated to minimise the signalling load and gap creation to avoid degradation of the overall system performance too much – details are FFS (see comment to 1)
	(
	

	Motorola
	In general, solutions that do not require gaps should be investigated further.
	(
	

	Qualcomm
	For cells on same frequency, it is possible to read the MIB from the target cell without a measurement gap

For SIB, some sort of gap is necessary, and it seems difficult to acquire a global ID without a measurement gap. 

If the intention is for UE to drop/ignore frames from serving cell while it attempts to monitor MIB/SIB from target cell, this is undesirable, particularly when handover evaluations are frequent.
	
	(

	ZTE
	If no gap is configured then it is kind of tradeoff between how much voice frames are lost and how quick the handover evaluation is. So far no typical scenario of CSG implementation is discussed. And it is also not clear how much/fast the voice frames will be lost in such typical scenario.
	
	

	Vodafone
	It might be unreliable to rely completely on natural gaps. As a compromise we can assign a gap to acquire MIB only and leave it to UE to acquire SIB1. If we rely on natural gaps it can happen than MIB/SIB1 transmission always collide with voice frame transmission and hence UE can never  acquire it (10% chance for MIB and 5% chance for SIB1)
	( (but not rely totally on natural gaps)
	

	HTC
	
	(
	

	Samsung
	As we noted in the solution 1, it’s possible that the UE requests gap frequently whenever it detects PCIs reserved for hybrid cells. This may cause some loading in the network. Therefore, we prefer UE based solution without gap assignment. Also the expected time required to read MIB/SIB seems not that long.
	(
	

	DOCOMO
	If this is to allow the UE to drop/ignore resource allocations from the serving cell, this is undesirable as an operator. With this kind of approach, UE performance requirements would be indispensable in RAN4 to guarantee minimum performance. But even then, this is not a preferable approach as the service quality strongly depends on how frequent evaluations are made, and this frequency would likely not be controllable by the operator. Solution 1 is better since the amount of interruption is entirely controllable by the operator.
	
	(

	ALU
	Whilst the solution is a nice idea, the details are missing therefore difficult to evaluate what the impacts are, and therefore also whether this will cause any delays to the HO evaluation procedure.
	(
	

	Telecom Italia
	This solution is less predictable than gap assisted and does not provide operator control and guaranteed performance. It entails drop of information and/or to rely on unpredictable natural DRX. So, the UE behaviour should be testable for some reference configurations in order to satisfy clear performance requirement.
	
	(

	Panasonic
	Short interruption which doesn’t impact to voice frame loss is required. Explicit signalling for gap isn’t required compared with solution1. Interruption frequency may be limited by fingerprint usage like solution1. 
	(
	

	InterDigital
	This solution is not sufficient in itself but should not be precluded since it could spare the need for gaps in some scenarios (eg large natural gaps from DRX).
	(
	

	LGE
	If found, the solution could provide a good nature of minimized signalling  and prevention of performance degradation that can be caused by gap. Note that this approach should not mean that UE is freely allowed to ignore resource allocation of serving cell. Since not much discussion was made on this, more efforts to investigate solutions further are needed. 
	(
	


Solution 3: UE reports timing difference between serving cell and target H(e)NB

[“Solution B-3” in [3]]

1. UE reports timing difference between serving cell and target H(e)NB in measurement report.
2. If there is PCI confusion, source eNB sends a handover preparation message to all the H(e)NBs with the reported PCI along with the timing difference information. The H(e)NB with the correct timing difference accepts the handover.
Proponents’ comments/clarifications: 
(Motorola)

1. This could be generalized to include solutions that use UE physical layer measurements to do PCI disambiguation.

2. Preliminary access check with this solution will require some additional intelligence at the UE or at the source eNB (e.g., using fingerprint/location information).

Further clarifications regarding TDD (Motorola):

1. We think this can work for TDD also. If a TDD HeNB is synchronized using its receiver, the timing difference will be the one way propagation delay from the reference macro cell. So this would be distance based disambiguation. The timing difference granularity would need to be small (note that 36.133 requires UE to have an accuracy of 4*Ts – roughly 128ns – for timing advance).
Company opinions:

	Company
	Comments
	Should be considered further
	Should be dropped

	Nokia, NSN
	Cannot rely on this solution only. Does not solve preliminary access check.
	
	(

	T-Mobile
	Can be considered as an enhancement, but preliminary access check (based on UE) is required as the first step
	(
	

	Motorola
	In general, solutions that do not require gaps should be investigated further.
	(
	

	Qualcomm
	Solutions should work for both FDD and TDD deployments, and TDD is expected to have zero timing difference.

 It is not clear how many different timing hypotheses can be reliably distinguished. 

This option involves sending the handover request over backhaul to many HeNBs, increasing the backhaul traffic.

Need more concrete proposals that address the above concerns, before further considering this option.
	
	(

	ZTE
	It doesn’t work for TDD mode.
	
	(

	Vodafone
	Requires HeNB to maintain frame time difference of its neighbours and multiple cell preparation
	
	(

	HTC
	Agree with comments from Nokia and NSN.
	
	(

	Samsung
	May need another solution for TDD.  
	
	(

	DOCOMO
	This solution will not solve all cases, e.g., in a synchronous network, and requires the operator to maintain timing difference information in the network.
	
	(

	ALU
	When using timing difference for this solution, we see that there can be some issues, for example that timing is restarted whenever HeNB or eNB is rebooted. This therefore adds complexity to co-ordination between Nodes.
	
	(

	Telecom Italia
	It would allow for a network control, but it requires a tight synchronization, so it can became complex and/or expensive
	
	(

	Panasonic
	Network is required to always keep the frame time difference among HeNB
	
	(

	InterDigital
	Solution seems to not be in line with RAN3 conclusions as stated in LS (R2-092814)
	
	(

	LGE
	Solution seems to relieve the problem, not resolving it. 
	
	(


Solution 4: HeNB transmits a second PCI
[“Solution B-4” in [3]]
1. UE reports PCI of target HeNB in measurement report
2. At each HeNB that uses the reported PCI, a second PCI is transmitted. The second PCI is provided by the network.
3. UE measures and reports the second PCI, which allows the network to resolve PCI confusion.
Proponents’ comments/clarifications: 

Company opinions:

	Company
	Comments
	Should be considered further
	Should be dropped

	Nokia, NSN
	Could be generalized to any solution that requires the target to transmit something that can be identified by the UE in the source. Note however that any solution requiring the transmission of an extra physical channel increases overall interference, affecting the total output power and/or coverage of the CSG cell + affecting power consumption of the cell.
	(
	

	T-Mobile
	(same comment as Nokia/NSN)
	(
	

	Qualcomm
	It is not clear how the second PCI value is selected, and if this method works in dense deployments where the second PCI is difficult to select and may not resolve confusion.

There is also some interference concern in sending two PCIs.

Solutions that involve turning on and off the second PCI have extra network side complexity.

The main advantage of this solution is to resolve confusion without a gap, and that can be achieved by adding an identifier to the MIB also.
	
	(

	ZTE
	The transmission of 2nd PCI could be triggered by any CSG UE who pass by the CSG cell and might access of the CSG cell because primarily check has not been done. So the transmission of 2nd PCI will worsen the PCI collision and/or confusion. Furthermore it introduce extra complexity of transmission 2 PCIs in TDD mode.
	
	(

	Vodafone
	Requires RNC to contact all potential target HNBs (extra signaling)

HNB needs to send two pilots with different PCIs (complexity is high)
	
	(

	HTC
	Agree with comments from Nokia and NSN.
	(
	

	Samsung
	The network should have some method to identify un-used secondary PCI/PSCs near the multiple target CSG cells. Finding the secondary PCI/PSC could be difficult if number of CSG cells is very high. Or, the network should reserve some of the PCIs/PSCs for secondary PCI/PSC. (This seems not a good approach considering lack of PCIs/PSCs.)
	
	(

	DOCOMO
	This solution introduces considerable complexity in the network and extra features in HeNB, while not being able to completely solve the PCI confusion in all cases.

The operator probably needs to reserve a PCI range for the 2nd PCIs, thus limiting deployment flexibility and increasing chances of PCI confusion.
This solution will likely exhibit longer evaluation delay, if the 1st and 2nd PCI measurements are done sequentially. It is also unclear how the serving eNB could reliably map the 1st and 2nd PCIs, if these are reported at different instances by the UE.
	
	(

	ALU
	This introduces potential interference issues which would require involvement from RAN4, and it may not totally  eliminate PCI confusion. Therefore we don’t think that this warrants further study.
	
	(

	Telecom Italia
	This solution probably does not completely solve the PCI confusion and may create some interference issues. Moreover, it is not so clear the impact on complexity and specification effort. 
	
	(

	Panasonic
	Additional resource usage should be avoided for the second PCI. The amount of the range provided by a second PCI is not clear.
	
	(

	InterDigital
	Solution is not preferred due to potential interference issues and complexity 
	
	(

	LGE
	Seems to be a good try, but imply several issues like interference, increased network complexity and difficult PCI management, 
	
	(


Solution 5: Conditional Handover to target HeNB

[“Solution C-1” in [3]]

1. UE reports PCI of target HeNB in measurement report.
2. Source eNB prepares  zero or more cells with reported PCI and sends a conditional handover command to the UE. The case where the source eNB prepares zero cells is particularly useful in case there are many confusing cells (e.g. hybrid cells).
3. Upon receiving the conditional handover command UE acquires MIB and SIB1 of target HeNB.

4. UE accesses the target cell only if it is allowed. If it is not allowed, it performs re-establishment on the source cell. The access (re-establishment) on the target cell involves an extra delay corresponding to reading SIB2.
5. If the correct target has not been prepared by the source, context fetch is used by the target cell to fetch the UE’s context and data from the source cell. 
Proponents’ comments/clarifications: 

Company opinions:

	Company
	Comments
	Should be considered further
	Should be dropped

	Nokia, NSN
	Instead of relying on the network to prepare all cells with the same PCI (which cannot always be done), a solution along the lines of RLF could be investigated. One benefit of using RRC connection re-establishment is that through cell (re)selection, preliminary access check is inherently performed by the UE.
	(
	

	T-Mobile
	
	(
	

	Motorola
	Assuming that PCI confusion is quite likely it would seem that at least 50% (more in denser deployments) of the handover evaluations would be on non-allowed cells and would result in re-establishment. The re-establishments add interruptions above and beyond what is needed in Solution 1 & 2. We cannot see a reason to prefer this solution over solutions 1 & 2.
	
	(

	Qualcomm
	Simplicity of access check  is an advantage of this solution.

This solution works well in cases where PCI confusion can not be resolved due to UE’s inability to assist in confusion resolution, say due to fast changing radio conditions or due to interference.

This option also provides limited mobility support for Rel-8 UE, by improving the RLF recovery procedure through context/data fetch.
	(
	

	ZTE
	Since handover procedure will cause re-establishment of user plane it is even worse compared to solution 2 in terms of interruption of user plane.
	
	(

	Vodafone
	A solution that relies on gaps and a quick recovery form RLF might be a good compromise i.e. if UE fails to acquire target cell SI in time before RLF occurs, network could recover by using this solution
	(
	

	HTC
	Comparing to original UE behaviours. In the successful case, this solution wastes more time. In the originally failure case, the UE will perform RRC connection re-establishment procedure with original cell after the T304 expired, i.e. handover failure. The only time this solution saves is (T304 – the time need for acquiring MIB + SIB1), not to mention the handover may get failure before T304 expires, i.e. may waste more time with this solution. Moreover, we think network should not keep the PCI confusion problem until it wants UE handover to the PCI confusion cell, i.e. it should try resolving this at the very first moment it found the PCI confusion.
	
	(

	Samsung
	Agree with Motorola. Solution 1 & 2 are preferred.
	
	(

	DOCOMO
	This solution causes extra interruption at HO execution due to reading of SIB1, and has risks of many re-establishment requests if these trials are frequently made. We should consider something better and attractive for Rel-9.
	
	(

	ALU
	We believe that some form of conditional handover may well be the ultimate course of action when PCI confusion cannot be totally eliminated. In addition we consider that RRC re-establishment is always a method that can be used to mitigate issues with this scenario.
	(
	

	Telecom Italia
	This solution implies an interruption time, so it could be considered only as last solution when PCI confusion can not be resolved by means of gaps. 

In this case, the measurements are performed only when handover is executed (blindly) and  the minimum interruption time has to be evaluated.
	
	(

	Panasonic
	Interruption i.e. voice frame loss by re-establishment when target cell isn’t suitable may have problem. However this solution doesn’t have interruption by gap for MIB/SIB1 reading.
	(
	

	InterDigital
	This solution should be considered in case PCI confusion could not be resolved in time and handover is necessary due to imminent loss of source cell coverage.
	(
	

	LGE
	Since several proposals reside in this solution, a bit confused which features in this solution is really preferred or not preferred by companies. In general, this solution moves the required extra time in HO valuation into HO execution phase. No benefit is identified here. Regarding HO failure, we can discuss it on another table. 
	
	(


Solution 6: Using MIB for confusion resolution

Summary: Following two modifications suggested to the framework provided in R2-092896.

(A) Intra-frequency case, the MIB can be read without a gap. SIB however, will need a gap. This is feasible because MIB is sent in center 1.08 MHz on PBCH, and is the same frequency that the UE already monitors PSS/SSS for non-serving cells.
(B) Use of  MIB ID in the spare bits can help avoid confusion in deployments with moderate densities.

The steps in this solution are as follows for the intra-freq case:
1. UE reads MIB without measurement gap.
2. Some of the spare bits (10 available in Rel-8) are used to advertise a MIB ID. For example, MIB ID can be set to a 5 bit function of CGI and SFN. Thus, the MIB ID advertised by the target cell changes every 40ms.
3. UE reports MIB to serving cell, including timing offset of target cell and the observed MIB ID value. This MIB report could be part of the initial MRM, or sent upon request from the network in a later MRM.

4. If MIB ID resolves the confusion, the problem is solved

5. If MIB ID does not resolve the confusion (in really dense deployments), eNB requests the UE to provide further observations of MIB ID. 

Company opinions:

	Company
	Comments
	Should be considered further
	Should be dropped

	Qualcomm
	This solution is more robust than the CGI reporting from the UE, because MIB can be read without any gap, causing smaller interruption. 

Also, MIB can be read by a good UE implementation even before the network requests the MIB.  Thus, MIB ID can be reported earlier than SIB, making the handover more likely to succeed.

Reading the MIB is easier than reading the SIB because (a) No need to decode PDCCH (b) UE can use processing gain from all four repeats of the MIB (since a gap is not needed).
	(
	

	ZTE
	The feasibility of receive MIB of intra-frequency CSG cell without gap should be investigated in RAN1 at first.
	
	

	Vodafone
	It should also be considered that if MIB can indeed be acquired without a measurement gap, then UE can reduce the service interruption significantly by using knowledge of the SIB1 timing. This might be more reasonable than using the spare bits in MIB for this PCI confusion resolution (which is anyway not 100% effective)
	
	

	Samsung
	We’re not comfortable with using reserved bits of MIB for relatively minor scenario like inbound handover to CSG. We prefer to leave MIB for release-10.
	
	(

	DOCOMO
	RAN1 should be consulted first if reading of MIB without gaps is feasible or not.
It is unclear if MIB ID could guarantee PCI disambiguation, and even if it could, how long would a UE need to monitor this. It seems the source eNB has to perform some processing to determine the CGI from the MIB ID. How can the source eNB do this if this is a function of SFN of the target HeNB, which might be unknown to the source eNB?

This can be studied further as the details are yet unclear.
	(
	

	ALU
	We would assume that since the MIB can be read without the need for a gap, then this could also be applied to solution 1, in that a gap is only required for SIB1 reading.

We believe that additional information is needed on the format of the ‘5 bit function of CGI and SFN’ and therefore how the HeNB would populate the MIB ID. We may also need to consider the impact of using spare bits in the MIB so as not to limit possibilities for further expansion.
	(
	

	Telecom Italia
	If the reading of MIB is really feasible (RAN1 check), this solution seems a good alternative to Solution 1. In particular, it could be used in conjunction with Solution 1 by limiting the gaps only for SIB1 reading, which can be of reduced size due to the knowledge of time scheduling from the MIB. 
We can also analyze the usage of the MIB ID if it drastically reduce the PCI confusion.
	(
	

	InterDigital
	We would prefer not consuming MIB bits for this purpose.
	
	(

	LGE
	Solution seems to use a sort of hash function. Then the effectiveness of the solution depends on the length of MIB ID. A more time to think if investment of several reserved bits in MIB is worth doing that. 

Underlying assumption seems that eNB and HeNB are tightly coordinated, e.g., for transfer of timing difference and CSG id from HeNB to eNB. This is a bit questionable. 
	(
	


Solution 7 : HeNB transmits its system information on frequencies other than its serving frequency 

[“Solution C-2” in [3]]

This approach can be used any intra-frequency solutions.
1. H(e)NB operating on carrier B transmits relevant system information (MIB, SIB1) on carrier A with possibly low duty cycle.

2. UE receives the H(e)NB system information (CGI and CSG ID) and performs preliminary access check and PCI collision resolution (requires a measurement gap or long enough idle periods)
Proponents’ comments/clarifications: 
(Samsung)

1. This can be used together with other UE based solutions to enable intra-frequency hand-in.

2. Interference issue can be relieved by low duty cycle of HeNB’s system information transmission on other frequencies (that is, HeNB less frequently transmits its system information on other frequencies compared to a normal operation) or precise power control.

Company opinions:
	Company
	Comments
	Should be considered further
	Should be dropped

	Samsung
	This can be used together with solution 1 and 2. This approach can prevent frequent inter-frequency scan for HeNBs. This is especially beneficial if fingerprint is not available.

As noted above, interference issue can be relieved by low duty cycle of HeNB’s system information transmission on other frequencies or precise power control.
	(
	

	DOCOMO
	It seems this could be done by HeNB implementation (no specification impact). Nevertheless, this is not desirable in practice, especially if the intention is to transmit on different carrier frequencies simultaneously, since:
· This will increase interference.

· This will impact UEs not interested in CSGs, since a UE is more likely detect inaccessible cells frequently.

· This would require the HeNB to be equipped with multiple transmitters. If an operator has many carrier frequencies (like in Japan :-), it just seems unfeasible to transmit on all of these carriers (but a UE could be coming from any carrier).

Moreover, in order to support inter-RAT inbound handover, some gap based approach is anyway necessary, and reusing the same mechanism for inter-F should be straightforward.
	
	(

	ALU
	Would require study from RAN4 on interference issues, and is not a full solution to address both intra and inter freq cases.
	
	(

	Telecom Italia
	This solution does not require additional specification impact with respect to the intra-frequency solution, but it is based on a specific implementation. Moreover, it would require a RAN4 analysis on interference issue.
We already have the gap for traditional inter-RAT and inter-frequency handover. So we can use this approach and go for Solution 1 or 6 in order to solve PCI confusion.

Moreover, we agree with DOCOMO that a gap-based solution will be also needed for inter-RAT inbound handover.
	
	(

	InterDigital
	Potential increase of interference as well as impact on UEs not interested in CSGs. As we explained in R2-093215, we believe inter-frequency detection of CSG cells can be more easily supported using a solution based on the existing measurement gap mechanism of E-UTRAN.
	
	(


4 Step 3 – Summary and final comments
The email discussion was done in two phases. The first phase discussed requirements for a solution for inbound mobility. The following is a summary of the first phase:

1. There is general agreement that PCI confusion is a significant enough issue that it needs a solution (section 2.5).
2. There is clear agreement that we do not need to consider PCI collision as part of the inbound mobility discussion (PCI collision is somehow resolved) (section 2.2).
3. Most companies think it is OK to lose up to 4 voice frames for each handover evaluation as long as handover evaluation does not occur too often. However, there has not been any effort to quantify the frequency of handover evaluation for different deployment scenarios (section 2.1).
4. On the question of whether we should support inbound mobility to CSG cells only or CSG and hybrid cells, several companies think that the PCI confusion issue is the same for CSG and hybrid cells, and therefore a solution should aim to address both classes of HeNBs. Other companies felt that hybrid cells are different, and therefore it is better to focus on CSG cells only (or CSG cells first). So this question may need further discussion (section 2.3).

5. Majority of companies felt that inbound handover should be supported even to HeNBs for which UE does not have a stored fingerprint (section 2.4).

a. At least two companies felt that it is important to support inbound handover to hybrid cells for which UE does not have a stored fingerprint, but may not be as important to support inbound handover to CSG cells for which UE does not have a stored fingerprint. 

6. On the question of how urgent the handover to a HeNB is, several companies felt that a coverage handover would be urgent, and a service handover would be less urgent (several seconds). A coverage handover is one that is needed to maintain the connection to the network, while a service handover is a handover performed for any other reason (section 2.6).

a. Further discussion may be needed on exact definition of coverage/service handovers and whether the UE does anything differently for the corresponding handover evaluations.

The second phase discussed 7 proposed solutions. Every company felt that Solution 1 (UE is assigned a measurement gap to acquire cell global ID of target HeNB) needs to be considered further. All other solutions had considerably less support. Some specific issues mentioned that need to be considered with respect to Solution 1 are:

· Load on eNB due to gap requests by multiple UEs is a concern. 

· Frequency of handover evaluations needs to be considered.

· Details of gap configuration and triggers need to be discussed.

The details of the solutions and opinions on each solution can be found in section 3.

Proposed Way Forward: Based on the opinions and comments, it is suggested that Solution 1 be adopted as the working assumption for further work. The details are FFS. As part of further discussions, the following should be taken into account:

· The complexity and impacts arising from the gap based technique need to be studied.

· Consider the need to minimize use of gaps.

Other solutions can be considered if problems are identified with Solution 1.
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